Dispde sobre o desenvolvimento, o fomento
€ 0 uso ético e responsavel da inteligéncia
artificial com base na centralidade da
pessoa humana.

O Congresso Nacional decreta:

CAPITULO |
DISPOSICOES PRELIMINARES

Art. 1° Esta Lei estabelece normas gerais de carater nacional para a governanca
responsavel de sistemas de inteligéncia artificial (1A) no Brasil, com o objetivo de proteger
os direitos fundamentais, estimular a inovacdo responsavel e a competitividade e garantir a
implementacdo de sistemas seguros e confidveis, em beneficio da pessoa humana, do regime
democratico e do desenvolvimento social, cientifico, tecnolégico e econémico.

8 1° Esta Lei néo se aplica ao sistema de 1A:

| — utilizado por pessoa natural para fim exclusivamente particular e ndo
econdémico;

Il — desenvolvido e utilizado Unica e exclusivamente para fins de defesa nacional;

1l — utilizado em atividades de investigacdo, pesquisa, testagem e
desenvolvimento de sistemas, aplicagdes ou modelos de IA antes de serem colocados em
circulacdo no mercado ou colocados em servico, sendo observadas para as referidas atividades
a legislacdo aplicavel, em especial a Lei n°8.078, de 11 de setembro de 1990 (Codigo de
Defesa do Consumidor), a Lei n® 13.709, de 14 de agosto de 2018 (Lei Geral de Protecdo de
Dados Pessoais), a Lei n°6.938, de 31 de agosto de 1981 (Politica Nacional do Meio
Ambiente), e a Lei n°® 9.610, de 19 de fevereiro de 1998 (Lei dos Direitos Autorais), devendo
a testagem em condicdes reais observar o disposto nesta Lei;

IV — utilizado em servigos que se limitem ao provimento de infraestrutura de
armazenamento e transporte de dados empregados em sistemas de IA.

8 2° A fim de promover o desenvolvimento tecnolégico nacional, o Sistema
Nacional de Regulacédo e Governanca de Inteligéncia Artificial (SIA) regulamentara regimes
simplificados, envolvendo flexibilizacdo de obrigagdes regulatérias previstas nesta Lei, nos
seguintes casos:



| — padrdes e formatos abertos e livres, com exce¢do daqueles considerados de alto
risco;

Il — incentivo a inovacdo e a pesquisa cientifica e tecnoldgica no ambiente
produtivo, com vistas & capacitacdo tecnoldgica, ao alcance da autonomia tecnoldgica e ao
desenvolvimento do sistema produtivo nacional e regional do Pais;

Il — projetos de interesse publico, os que atendam as prioridades das politicas
industrial e de ciéncia, tecnologia e inovacdo e 0s que visem a solucdo dos problemas
brasileiros.

Art. 2° O desenvolvimento, a implementacéo e o uso de sistema de IA no Brasil
tém como fundamentos:

| — centralidade da pessoa humana;

Il — respeito e promocdo aos direitos humanos e aos valores democraticos;

[11 — livre desenvolvimento da personalidade e liberdade de expressao;

IV — protecdo ao meio ambiente e ao desenvolvimento ecologicamente
equilibrado;

V —igualdade, ndo discriminacéo, pluralidade e diversidade;

VI — direitos sociais, em especial a valoriza¢ao do trabalho humano;

VII — desenvolvimento socioecondmico, cientifico e tecnoldgico e inovagéo;

VIII — defesa do consumidor, livre iniciativa e livre concorréncia;

IX — privacidade, protecdo de dados pessoais e autodeterminacdo informativa;

X — promocdao da pesquisa e do desenvolvimento com a finalidade de estimular o
desenvolvimento social, a reducéo de desigualdades e a inovagao nos setores produtivos, no
poder pablico e as parcerias publico-privadas;

Xl —acesso a informacao e a disseminacdo de dados, de forma aberta, estruturada
e segura;

XI1I — protecdo de direitos culturais e promog¢édo dos bens artisticos e histdricos;

XIIl — educacgdo e conscientizacao sobre os sistemas de IA para a promocao do
pleno desenvolvimento e do exercicio da cidadania;

XIV — protecdo e promocao de direitos de grupos vulneraveis, em especial de
idosos, pessoas com deficiéncia e, com protecédo integral e visando ao melhor interesse, de
criangas e adolescentes, reconhecendo a vulnerabilidade agravada;

XV — integridade da informacdo mediante a protecdo e a promocdo da
confiabilidade, da precisdo e da consisténcia das informacdes para o fortalecimento da
liberdade de expressdo, do acesso a informacdo e dos demais direitos fundamentais;

XVI — fortalecimento do processo democratico e do pluralismo politico;

XVII — protecdo de direitos de autor e conexos, de direitos de propriedade
intelectual e do segredo comercial e industrial;

XVIII — garantia da seguranca da informacdo e da seguranca cibernética;

XIX —inser¢éo, integracdo e competitividade brasileira no mercado internacional;

XX — cooperacdo internacional para o desenvolvimento e o atendimento a padrdes
técnicos e a regimes de obrigacdes nacionais e internacionais.



Art. 3° O desenvolvimento, a implementacao e o uso de sistemas de IA observaréo
a boa-fé e os seguintes principios:

| — crescimento inclusivo, desenvolvimento sustentavel e bem-estar, incluindo a
protecéo do trabalho e do trabalhador;

Il — autodeterminacéo e liberdade de decisdo e de escolha;

I11 — supervisdo e determinacdo humana efetiva e adequada no ciclo de vida da IA,
considerando o grau de risco envolvido;

IV — ndo discriminacdo ilicita ou abusiva;

V — justica, equidade e incluséo;

VI — transparéncia e explicabilidade, observado o segredo comercial e industrial,
considerada a participacdo de cada agente na cadeia de valor de 1A

VIl —diligéncia devida e auditabilidade ao longo de todo o ciclo de vida do sistema
de IA, de acordo com o risco envolvido e o estado da arte do desenvolvimento tecnolégico;

VIII — confiabilidade e robustez do sistema de IA;

IX — protecdo dos direitos e garantias fundamentais, incluindo o devido processo
legal, a contestabilidade e o contraditério;

X — prestacdo de contas, responsabilizacéo e reparacgéo integral de danos;

XI — prevencéo, precaucdo e mitigacdo de riscos e danos;

XIl — ndo maleficéncia e proporcionalidade entre os métodos empregados e as
finalidades determinadas e legitimas do sistema de IA;

XI1I — desenvolvimento e uso ético e responsavel da 1A,

XIV — governanca transparente, participativa e orientada a protecdo de direitos
fundamentais individuais, sociais, coletivos e econdémicos;

XV — promocéo da interoperabilidade de sistemas de 1A para permitir acesso mais
amplo e inovagéo colaborativa;

XVI — possibilidade e condicdo de utilizacdo de sistemas e tecnologias com
seguranca e autonomia por pessoas com deficiéncia, garantida a plena acessibilidade a
informacdo e a comunicacao;

XVII — protecdo integral das criancas e dos adolescentes.

Art. 4° Para os fins desta Lei, adotam-se as seguintes definicoes:

| — sistema de inteligéncia artificial (1A): sistema baseado em maguina que, com
graus diferentes de autonomia e para objetivos explicitos ou implicitos, infere, a partir de um
conjunto de dados ou informac@es que recebe, como gerar resultados, em especial previsao,
conteudo, recomendacdo ou decisdo que possa influenciar o ambiente virtual, fisico ou real;

Il — ciclo de vida: série de fases, desde a concepc¢do, planejamento,
desenvolvimento, treinamento, retreinamento, testagem, validacdo, implantacdo e
monitoramento, para eventuais modificacdes e adaptacbes de um sistema de 1A, cuja
descontinuidade pode ocorrer em quaisquer das etapas referidas;

Il — sistema de inteligéncia artificial de propdsito geral (SIAPG): sistema de 1A
baseado em modelo de 1A treinado com bases de dados em grande escala, capaz de realizar
ampla variedade de tarefas distintas e servir diferentes finalidades, incluindo aquelas para as



quais ndo foram especificamente desenvolvidos e treinados, podendo ser integrado em
diversos sistemas ou aplicagdes;

IV — inteligéncia artificial generativa (IA generativa): modelo de IA
especificamente destinado a gerar ou modificar significativamente, com diferentes graus de
autonomia, texto, imagens, audio, video ou cddigo de software;

V — desenvolvedor: pessoa natural ou juridica, de natureza publica ou privada, que
desenvolva sistema de IA, diretamente ou por encomenda, com vistas a sua colocacdo no
mercado ou a sua aplicacdo em servico por ela fornecido, sob seu préprio nome ou marca, a
titulo oneroso ou gratuito;

VI — distribuidor: pessoa natural ou juridica, de natureza publica ou privada, que
disponibilize e distribua sistema de I A para que terceiro o aplique, a titulo oneroso ou gratuito;

VIl — aplicador: pessoa natural ou juridica, de natureza publica ou privada, que
empregue ou utilize, em seu nome ou beneficio, sistema de IA, inclusive configurando,
mantendo ou apoiando com o fornecimento de dados para a opera¢ao e 0 monitoramento do
sistema de IA;

VIIl — agentes de inteligéncia artificial: desenvolvedores, distribuidores e
aplicadores que atuem na cadeia de valor e na governanca interna de sistemas de IA, nos
termos definidos por regulamento;

IX — autoridade competente: entidade da administracdo publica federal, dotada de
autonomia técnica e decisoria, que coordenara o Sistema Nacional de Regulacdo e
Governanca de Inteligéncia Artificial (SIA);

X — Sistema Nacional de Regulagdo e Governanga de Inteligéncia Artificial (SIA):
ecossistema regulatério coordenado pela autoridade competente que tem por finalidade
precipua promover e garantir a cooperacdo e a harmonizacdo com as demais autoridades
setoriais e entes reguladores, sem vinculo de subordinacdo hierarquica entre eles, e outros
sistemas nacionais para a plena implementacéo e fiscalizacdo do cumprimento desta Lei em
todo o territorio nacional, com seguranga juridica;

XI — discriminacdo abusiva ou ilicita: qualquer distin¢do, exclusao, restricdo ou
preferéncia, em qualquer area da vida publica ou privada, cujo propdsito ou efeito seja anular
ou restringir, de forma abusiva ou ilicita, o reconhecimento, 0 gozo ou 0 exercicio, em
condicbes de igualdade, de um ou mais direitos ou liberdades previstos no ordenamento
juridico, em raz&o de caracteristicas pessoais;

XII — discriminacéo indireta abusiva ou ilicita: discriminacdo que ocorre quando
normativa, pratica ou critério aparentemente neutro tem a capacidade de acarretar
desvantagem para pessoa ou grupos afetados, ou os coloquem em desvantagem, desde que
essa normativa, pratica ou critério seja abusivo ou ilicito;

Xl — mineracdo de textos e dados: processo de extracdo e andlise de grandes
quantidades de dados, com alto grau de automacdo, realizado de forma direta nos dados
primarios, ou indireta por meio de outra ferramenta, a partir dos quais sdo extraidos padroes
e correlagdes que gerardo informacdes relevantes para a pesquisa, 0 desenvolvimento ou a
utilizacdo de sistemas de IA;



XIV — pessoa ou grupo afetado: pessoa natural ou grupo de pessoas que seja direta
ou indiretamente impactado por sistema de IA;

XV — avaliacdo preliminar: processo simplificado de autoavaliacdo, anterior a
utilizag&o ou colocagdo no mercado de um ou mais sistemas de IA, para classificagdo de seu
grau de risco, com o objetivo de determinar o cumprimento das obrigacdes definidas nesta
Lei;

XVI — avaliacdo de impacto algoritmico: analise do impacto sobre os direitos
fundamentais, apresentando medidas preventivas, mitigadoras e de reversdo dos impactos
negativos, bem como medidas potencializadoras dos impactos positivos de um sistema de IA;

XVII —vulnerabilidade: estado de assimetria agravada de informacéo ou de poder
que afeta pessoas naturais ou grupos em razéo, entre outras, de suas condi¢fes cognitivas,
sociais, étnicas, econémicas e etérias, a exemplo de criancas e adolescentes, idosos e pessoas
com deficiéncia;

XVIII — ambiente regulatdrio experimental (sandbox regulatorio): conjunto de
condigdes especiais estabelecidas para desenvolver, treinar, validar e testar, por tempo
limitado, um sistema de 1A inovador, bem como modelos de negdcio e politicas publicas
inovadoras e técnicas e tecnologias experimentais que envolvam IA, mediante o cumprimento
de critérios e de limites previamente estabelecidos e por meio de procedimento facilitado;

XIX — estado da arte do desenvolvimento tecnolégico: meios técnicos razoaveis e
disponiveis, baseado em evidéncias cientificas, tecnoldgicas e boas praticas consolidadas;

XX — efeitos juridicos relevantes: consequéncias juridicas modificativas,
impeditivas ou extintivas negativas que atingem direitos e liberdades fundamentais;

XXI - contetdos sintéticos: informacdes, tais como imagens, videos, audio e texto,
que foram significativamente modificadas ou geradas por sistemas de IA;

XXII —integridade da informacao: resultado de um ecossistema informacional que
viabiliza e disponibiliza informagdes e conhecimento confidveis, diversos e precisos, em
tempo habil para promocao da liberdade de expressao;

XXII — identificacdo biométrica: método que envolve o reconhecimento de
caracteristicas fisicas, fisiolégicas e comportamentais humanas, com o propésito de
identificar um individuo;

XXIV — autenticacdo biométrica: processo de verificacdo ou confirmacdo da
identidade de um individuo, com o objetivo de singulariza-lo, por meio da comparacgédo de
suas caracteristicas biométricas obtidas a partir de um modelo previamente armazenado;

XXV — introducdo ou colocacdo em circulagdo no mercado: disponibilizacédo
inicial ou introducdo para usuarios do sistema de IA, a titulo oneroso ou gratuito;

XXVI — autoridades setoriais: 0rgdos e entidades do Poder Executivo federal
responsaveis pela regulacdo de setores especificos da atividade econdmica e governamental,
conforme sua competéncia legal;

XXVII — sistemas de armas autdonomas (SAA): sistemas que, uma vez ativados,
podem selecionar e atacar alvos sem intervencdo humana adicional;

XXVIII — interface de programacao de aplicacdo (API): conjunto de protocolos e
funcdes que permitem que diferentes sistemas interajam entre si;



XXIX — contexto de uso: utilizacdo especifica a qual é destinado o sistema ou
aplicagdo de IA, incluindo o sistema a ser utilizado, o contexto e a finalidade especificos e
suas condicdes de utilizacéo;

XXX — risco sistémico: potenciais efeitos adversos negativos decorrentes de um
sistema de IA de propdsito geral e generativa com impacto significativo sobre direitos
fundamentais individuais e sociais.

CAPITULO Il
DOS DIREITOS

Secéo |
Dos Direitos da Pessoa ou Grupo Afetado por Sistema de 1A

Art. 5° A pessoa ou grupo afetado por sistema de IA, independentemente do seu
grau de risco, tem os seguintes direitos, a serem exercidos na forma e nas condigdes descritas
neste Capitulo:

| — direito a informacdo quanto as suas interacdes com sistemas de IA, de forma
acessivel, gratuita e de facil compreenséo, inclusive sobre carater automatizado da interacéo,
exceto nos casos em que se trate de sistemas de IA dedicados Unica e exclusivamente a
ciberseguranca e a ciberdefesa, conforme regulamento;

Il — direito a privacidade e a protecdo de dados pessoais, em especial os direitos
dos titulares de dados nos termos da Lei n® 13.709, de 14 de agosto de 2018 (Lei Geral de
Protecdo de Dados Pessoais), e da legislacédo pertinente;

1l — direito a ndo discriminacdo ilicita ou abusiva e a correcdo de vieses
discriminatdrios ilegais ou abusivos, sejam eles diretos ou indiretos.

§ 1° A informacdo referida no inciso | do caput deste artigo sera fornecida com o
uso de icones ou simbolos uniformizados facilmente reconheciveis, sem prejuizo de outros
formatos.

§ 2° Os sistemas de A que se destinem a grupos vulneraveis deverdo, em todas as
etapas de seu ciclo de vida, ser transparentes e adotar linguagem simples, clara e apropriada
a idade e a capacidade cognitiva, e ser implementados considerando o melhor interesse desses
grupos.

Secéo Il
Dos Direitos da Pessoa ou Grupo Afetado por Sistema de IA de Alto Risco

Art. 6° A pessoa ou grupo afetado por sistema de IA de alto risco tem os seguintes
direitos:

| — direito a explicacédo sobre a decisdo, a recomendacéo ou a previsdo feitas pelo
sistema;

Il — direito de contestar e de solicitar a revisdo de decisfes, recomendacdes ou
previsoes de sistema de IA;



I11 —direito a revisdo humana das decisdes, levando-se em conta o contexto, 0 risco
e 0 estado da arte do desenvolvimento tecnoldgico.

8 1° A explicacdo referida no inciso | do caput deste artigo, respeitado o segredo
comercial e industrial, incluird informacdes suficientes, adequadas e inteligiveis, nos termos
de regulamento.

8 2° Os direitos previstos nesta Se¢do serdo implementados considerando o estado
da arte do desenvolvimento tecnoldgico, devendo o agente do sistema de IA de alto risco
sempre implementar medidas eficazes e proporcionais.

Art. 7° O direito a explicacdo previsto nesta Secdo sera fornecido por processo
gratuito, em linguagem simples, acessivel e adequada que facilite a pessoa compreender o
resultado da decisdo ou previsdo em questdo, dentro de um prazo razoavel, a depender da
complexidade do sistema de 1A e do nimero de agentes envolvidos.

Paragrafo Unico. A autoridade competente disciplinard prazos e procedimentos
para o exercicio do direito a explicacéo, incluindo procedimento simplificado, considerando,
entre outros, os seguintes critérios:

| —a complexidade dos sistemas de IA;

Il — o porte do agente, em especial no caso de micro e pequenas empresas e
startups.

Art. 8° A supervisdo humana de sistemas de 1A de alto risco buscara prevenir ou
minimizar os riscos para direitos e liberdades das pessoas ou grupos afetados que possam
decorrer de seu uso normal ou de seu uso em condicdes de utilizacdo indevida razoavelmente
previsiveis, viabilizando que as pessoas responsaveis pela supervisdo humana possam, nos
termos de regulamento, compreender, interpretar, decidir e intervir nos sistemas de 1A, bem
como priorizar o gerenciamento de riscos e impactos irreversiveis.

Paragrafo Unico. A supervisdo humana ndo sera exigida caso sua implementacéo
seja comprovadamente impossivel ou implique esfor¢o desproporcional, hipdteses em que o
agente do sistema de A de alto risco implementara medidas alternativas eficazes.

Art. 9° Os agentes de IA de alto risco informardo, de forma suficiente, objetiva,
clara e acessivel, os procedimentos necessarios para o exercicio dos direitos descritos neste
Capitulo.

Art. 10. A autoridade competente estabelecera, no que couber e sempre em
cooperacao institucional formal com as autoridades setoriais do SIA, diretrizes gerais sobre a
forma e as condigdes de exercicio de direitos perante cada um dos agentes de sistema de IA.

Art. 11. A defesa dos interesses e dos direitos previstos nesta Lei podera ser
exercida:

| — perante 0 6rgdo administrativo competente;

Il — em juizo, individual ou coletivamente, na forma do disposto na legislacdo
pertinente acerca dos instrumentos de tutela individual, coletiva e difusa.

CAPiTUI:O Il
DA CATEGORIZACAO DOS RISCOS



Secéo |
Da Avaliagédo Preliminar

Art. 12. Antes de sua introducéo e circulacdo no mercado, emprego ou utilizagéo,
0 agente de 1A podera realizar avaliacdo preliminar para determinar o grau de risco do sistema,
baseando-se nos critérios previstos neste Capitulo, de acordo com o estado da arte do
desenvolvimento tecnolégico.

§ 1° A realizacdo da avaliacdo preliminar serd considerada como medida de boa
pratica e podera resultar em beneficios para o agente de IA para fins do disposto no art. 50,
8 1°, podendo, inclusive, receber tratamento prioritario em procedimentos para avaliacdo de
conformidade, nos termos do art. 34, ambos desta Lei.

§ 2° Caberé a autoridade setorial definir as hipdteses em que a avaliagdo preliminar
sera simplificada ou dispensada, observadas as normas gerais da autoridade competente.

8 3° O agente podera requerer junto aos demais agentes dos sistemas de 1A
informacdes que o capacitem a efetuar avaliacdo preliminar, nos termos desta Leli, respeitados
0s segredos comercial e industrial.

8 4° Garantidos o contraditorio e a ampla defesa, a autoridade competente podera,
em colaboragdo com as autoridades setoriais do SIA, determinar a reclassificagdo do sistema
de IA, mediante notificacdo prévia, bem como determinar, de forma fundamentada, a
realizacdo de avaliacdo de impacto algoritmico.

8 5° O resultado da avaliacdo preliminar podera ser utilizado pelo agente de 1A
para demonstrar conformidade com os requisitos de seguranca, transparéncia e ética previstos
nesta Lei.

8 6° A autoridade setorial poderd requerer a realizagdo ou 0 acesso a avaliacdo
preliminar do sistema de 1A para fins de avaliagdo de risco do sistema, respeitados os segredos
comercial e industrial.

Secéo Il
Do Risco Excessivo

Art. 13. Sdo vedados o desenvolvimento, a implementacgéo e o uso de sistemas de
IA:

| — com o propésito de:

a) instigar ou induzir o comportamento da pessoa natural ou de grupos de maneira
que cause danos a salde, a seguranca ou a outros direitos fundamentais proprios ou de
terceiros;

b) explorar quaisquer vulnerabilidades da pessoa natural ou de grupos com o
objetivo ou o efeito de induzir o seu comportamento de maneira que cause danos a saude, a
seguranca ou outros a direitos fundamentais proprios ou de terceiros;

c) avaliar os tracos de personalidade, as caracteristicas ou 0 comportamento
passado, criminal ou ndo, de pessoas singulares ou grupos, para avaliacdo de risco de
cometimento de crimes, de infragbes ou de reincidéncia;



d) possibilitar a producdo ou disseminacdo ou facilitar a criacdo de material que
caracterize ou represente abuso ou exploragéo sexual de criangas e adolescentes;

IT — pelo poder publico, para avaliar, classificar ou ranquear as pessoas naturais,
com base no seu comportamento social ou em atributos da sua personalidade, por meio de
pontuacao universal, para o acesso a bens e servigos e politicas publicas, de forma ilegitima
ou desproporcional;

Il — em sistemas de armas autdnomas (SAA);

IV — em sistemas de identificacdo biométrica a distancia, em tempo real e em
espacos acessiveis ao publico, com excec¢do das seguintes hipoteses:

a) instrucdo de inquérito ou processo criminal, mediante autorizacdo judicial
prévia e motivada, quando houver indicios razoaveis da autoria ou participacdo em infracéo
penal, a prova ndo puder ser feita por outros meios disponiveis e o fato investigado nao
constituir infracdo penal de menor potencial ofensivo;

b) busca de vitimas de crimes e de pessoas desaparecidas, ou em circunstancias
que envolvam ameaga grave e iminente a vida ou a integridade fisica de pessoas naturais;

c) flagrante delito de crimes punidos com pena privativa de liberdade superior a 2
(dois) anos, com imediata comunicacdo a autoridade judicial;

d) recaptura de réus evadidos e cumprimento de mandados de prisdo e de medidas
restritivas ordenadas pelo Poder Judiciario.

8 1° Os desenvolvedores de sistemas de IA devem adotar medidas para coibir o
uso de seus sistemas para as hipoteses descritas no caput deste artigo.

§ 2° O uso de sistemas a que se refere o inciso IV deste artigo devera ser
proporcional e estritamente necessario ao atendimento do interesse publico, observados o
devido processo legal e o controle judicial, bem como os principios e direitos previstos nesta
Lei e, no que couber, na Lei n®13.709, de 14 de agosto de 2018 (Lei Geral de Protecéo de
Dados Pessoais), especialmente a garantia contra a discriminagdo e a necessidade de revisao
da inferéncia algoritmica pelo agente publico responsavel.

Secéo Il
Do Alto Risco

Art. 14. Considera-se de alto risco o sistema de IA empregado para as seguintes
finalidades e contextos de usos, levando-se em conta a probabilidade e a gravidade dos
Impactos adversos sobre pessoas ou grupos afetados, nos termos de regulamentacéo:

| — aplicacdo como dispositivos de seguranga na gestdo e no funcionamento de
infraestruturas criticas, tais como controle de transito e redes de abastecimento de adgua e de
eletricidade, quando houver risco relevante a integridade fisica das pessoas e a interrupc¢éo de
servigos essenciais, de forma ilicita ou abusiva, e desde que sejam determinantes para o
resultado ou decisdo, funcionamento ou acesso a servigo essencial;

Il — sistemas de IA utilizados como fator determinante na tomada de decisdes de
selecdo de estudantes em processos de ingresso em instituicdes de ensino ou de formacao
profissional, ou para avalia¢bes determinantes no progresso académico ou monitoramento de
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estudantes, ressalvadas as hipoteses de monitoramento exclusivamente para finalidade de
seguranca;

[1l — recrutamento, triagem, filtragem ou avaliacdo de candidatos, tomada de
decisbes sobre promogOes ou cessacdes de relagdes contratuais de trabalho, avaliagdo do
desempenho e do comportamento das pessoas afetadas nas areas de emprego, gestdo de
trabalhadores e acesso ao emprego por conta propria;

IV —avaliacdo de critérios de acesso, elegibilidade, concessao, revisao, reducao ou
revogacao de servicos privados e publicos que sejam considerados essenciais, incluindo
sistemas utilizados para avaliar a elegibilidade de pessoas naturais quanto a prestacdes de
servigos publicos de assisténcia e de seguridade;

V — avaliacéo e classificagdo de chamadas ou determinacdo de prioridades para
servigos publicos essenciais, tais como de bombeiros e assisténcia médica;

VI — administracédo da justica, no que se refere ao uso de sistemas que auxiliem
autoridades judiciarias na investigacao dos fatos e na aplicacao da lei quando houver risco as
liberdades individuais e ao Estado democratico de direito, excluindo-se os sistemas que
auxiliem atos e atividades administrativas;

VIl — veiculos autbnomos em espacos publicos, quando seu uso puder gerar risco
relevante a integridade fisica de pessoas;

VIII — aplicacBes na area da salude para auxiliar diagnosticos e procedimentos
médicos, quando houver risco relevante a integridade fisica e mental das pessoas;

IX — estudo analitico de crimes relativos a pessoas naturais, permitindo as
autoridades policiais pesquisar grandes conjuntos de dados, disponiveis em diferentes fontes
de dados ou em diferentes formatos, no intuito de identificar padrdes e perfis
comportamentais;

X — investigacdo por autoridades administrativas para avaliar a credibilidade dos
elementos de prova no decurso da investigacdo ou da repress@o de infracGes, para prever a
ocorréncia ou a recorréncia de uma infracao real ou potencial com base na definicédo de perfis
de pessoas singulares;

XI - sistemas de identificacdo e autenticacdo biométrica para o reconhecimento de
emocdes, excluindo-se os sistemas de autenticacdo biométrica cujo Unico objetivo seja a
confirmacéo de uma pessoa singular especifica;

XI1I —gestéo da imigragéo e controle de fronteiras para avaliar o ingresso de pessoa
ou grupo de pessoas em territorio nacional.

Paragrafo Gnico. N&o se considera uso de alto risco aquele no qual o sistema de 1A
é utilizado como tecnologia intermediaria que ndo influencie ou determine resultado ou
decisdo ou quando desempenha uma tarefa processual restrita.

Art. 15. Cabera ao SIA regulamentar a classificacdo da lista dos sistemas de IA de
alto risco, bem como identificar novas hipoteses de aplicacdo de alto risco, levando em
consideracdo a probabilidade e a gravidade dos impactos adversos sobre pessoas ou grupos
afetados, e com base em, pelo menos, 1 (um) dos seguintes critérios:

| — o sistema produzir, de forma ilicita ou abusiva, efeitos juridicos relevantes e
impactar negativamente 0 acesso a servigos publicos ou essenciais;
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Il — alto potencial danoso de ordem material ou moral, bem como Viés
discriminatorio ilegal ou abusivo;

Il — o sistema afetar significativamente pessoas de um grupo vulneravel;

IV — grau de reversibilidade dos danos;

V — historico danoso, de ordem material ou moral relevante;

VI — grau de transparéncia, explicabilidade e auditabilidade do sistema de IA que
dificulte significativamente o seu controle ou superviséo;

VII —alto potencial danoso sistémico, tal como a seguranca cibernética, e violéncia
contra grupos vulneraveis;

VIII — extenséo e probabilidade dos riscos do sistema de IA, incluindo as medidas
de mitigacdo adotadas e considerando os beneficios esperados, de acordo com 0s principios
e fundamentos desta Lei;

IX — o sistema representar riscos significativos a salde humana integral — fisica,
mental e social — nas dimensodes individual e coletiva;

X — 0 sistema poder impactar negativamente o desenvolvimento e a integridade
fisica, psiquica ou moral de criancas e adolescentes.

Art. 16. A regulamentacdo da lista e a classificacdo de novas aplicacdes de
sistemas de 1A de alto risco serdo precedidas de procedimento que garanta participacao social
e de analise de impacto regulatorio, cabendo:

| — & autoridade competente, como coordenadora do SIA, garantir a aplicacao
harmonica desta Lei, devendo:

a) expedir orientacGes normativas gerais em relacdo aos impactos dos sistemas de
IA sobre os direitos e as liberdades fundamentais ou que produzam efeitos juridicos
relevantes;

b) publicar a lista consolidada de todos os sistemas de alto risco definidos pelas
autoridades setoriais;

Il —as autoridades setoriais, no &mbito de suas atribuicdes e em carater prevalente,
dispor sobre os aspectos técnicos e especificos de aplicacdes de IA no mercado regulado,
devendo:

a) estabelecer listas sobre hipoteses classificadas ou ndo classificadas como de alto
risco dentro das finalidades e contextos definidos no art. 14;

b) estabelecer, com precisdo, o rol de sistemas de alto risco desta Lei;

C) receber e analisar as avaliacdes de impacto algoritmico;

d) indicar, em lista, casos de utilizacdo de sistemas ou aplicacdes de sistemas de
IA de alto risco ou nao.

8 1° A autoridade competente e as autoridades setoriais deverdo considerar o
estado da arte do desenvolvimento tecnoldgico e a evolucdo e a harmonizacdo das boas
praticas setoriais e ndo setoriais para fins de monitoramento e reclassificacdo continua dos
sistemas de IA de alto risco.

§ 2° O desenvolvedor e o aplicador que considerar que o sistema de IA néo se
enguadra na classificacdo de alto risco podera apresentar peticdo fundamentada as autoridades
setoriais juntamente com a sua avaliacdo preliminar, nos termos de regulamento.
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§ 3° Os distribuidores deverdo assegurar que o sistema de IA cumpra as medidas
de governanca previstas nesta Lei antes de ser colocado em circulagdo no mercado.

8 4° A autoridade competente e as autoridades setoriais poderdo acreditar
organismos de avaliagdo de conformidade que oferecam aos agentes de IA servicos de
identificacdo e classificagao de risco do uso de sistemas de 1A, em conformidade com normas
técnicas nacionais e internacionais aplicaveis.

8 5° Na classificagdo de novas aplicagdes de sistemas de IA de alto risco, as
autoridades setoriais deverao:

| — indicar de modo expresso suas consequéncias juridicas e administrativas e as
condicdes para que a regularizacdo ocorra de modo proporcional e equanime, nao se podendo
impor aos sujeitos atingidos dnus ou perdas que, em funcdo das peculiaridades do caso, sejam
anormais ou excessivos;

Il — considerar os obstaculos e as dificuldades reais dos agentes de IA e as
exigéncias das politicas pablicas a seu cargo, sem prejuizo dos direitos das pessoas e dos
grupos afetados;

1l — prever regime de transicdo para que novas obrigacOes e deveres sejam
cumpridos de forma proporcional, equanime e eficiente e sem prejuizo dos interesses das
pessoas e dos grupos afetados por sistemas de IA.

§ 6° O procedimento referido no caput deste artigo deverd oportunizar a
manifestacdo dos setores econémicos produtivos afetados.

CAPITULO IV
DA GOVERNANCA DOS SISTEMAS DE INTELIGENCIA ARTIFICIAL

Secéo |
Disposicdes Gerais

Art. 17. Os agentes de IA deverdo garantir a seguranca dos sistemas e 0
atendimento dos direitos de pessoas ou grupos afetados, nos termos de regulamento.

Secéo Il
Das Medidas de Governanca para Sistemas de Alto Risco

Art. 18. Além de atender ao disposto na Secdo | deste Capitulo, o desenvolvedor
e o aplicador, ao introduzirem ou colocarem em circulagcdo no mercado sistema de alto risco,
adotardo, entre outras, as seguintes medidas de governanca e 0s seguintes processos internos,
de acordo com o estado da arte do desenvolvimento tecnolégico e com esfor¢os razoaveis:

| — para o aplicador:

a) documentacdo em formato adequado, considerando todas as etapas relevantes
no ciclo de vida do sistema;

b) uso de ferramentas ou processos dos resultados da utilizacdo do sistema, de
modo a permitir a avaliacdo de sua acuracia e robustez e a apurar potenciais resultados
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discriminatdrios ilicitos ou abusivos, e implementagcdo das medidas de mitigacdo de riscos
adotadas;

c) documentacdo da realizacdo de testes para avaliacdo de niveis apropriados de
confiabilidade e seguranca;

d) documentagdo em formato adequado do grau de supervisdo humana que tenha
contribuido para os resultados apresentados pelos sistemas de IA;

e) medidas para mitigar e prevenir vieses discriminatorios, quando o risco a
discriminacgéo decorrer da aplicacéo do sistema de IA;

f) disponibilizacdo de informagdes adequadas que permitam, respeitado o sigilo
industrial e comercial de acordo com as suas capacidades técnicas, a interpretacdo dos
resultados e o funcionamento de sistemas de IA introduzidos ou colocados em circulagdo no
mercado;

Il — para o desenvolvedor:

a) manutencdo de registro das medidas de governangca adotadas no
desenvolvimento do sistema de IA, para prestacdo das informac6es necessarias ao aplicador
de modo que este Gltimo cumpra as obrigac6es determinadas no inciso | do caput deste artigo,
em conformidade com a relacdo juridica estabelecida entre as partes e ressalvado o sigilo
comercial e industrial;

b) uso de ferramentas ou processos de registro da operacéo do sistema, de modo a
permitir a avaliacdo de sua acuracia e robustez;

c) realizacdo de testes para avaliacdo de niveis apropriados de seguranca;

d) ado¢do de medidas técnicas para viabilizar a aplicabilidade dos resultados dos
sistemas de IA e o fornecimento de informacdes adequadas que permitam a interpretacao dos
seus resultados e do seu funcionamento, respeitado o sigilo industrial e comercial;

e) medidas para mitigar e prevenir vieses discriminatorios, quando o risco a
discriminacgéo decorrer da aplicacéo do sistema de IA;

f) transparéncia sobre as politicas de gestdo e governanca para promoc¢do da
responsabilidade social e sustentavel, no ambito de suas atividades.

§ 1° Cabera as autoridades setoriais definir as hipoteses em que as obrigagdes
estabelecidas em regulamento seréo flexibilizadas ou dispensadas, de acordo com o contexto
de atuacdo do agente de I1A na cadeia de valor do sistema de IA.

8 2° Os distribuidores deverdo apoiar e verificar se o sistema de IA cumpre as
medidas de governanca previstas nesta Lei, antes de o sistema ser colocado em circulagdo no
mercado, nos termos de regulamento.

8 3° Os agentes da cadeia de valor de sistema ou aplicagéo de 1A devem cooperar
entre si, disponibilizando as informagdes necessarias e fornecendo o acesso tecnico e a
assisténcia razoavelmente esperados e necessarios para o cumprimento das obrigacGes
estabelecidas neste artigo, resguardado o sigilo industrial e comercial.

8 4° As medidas de governancga e 0S processos internos previstos neste artigo, a
serem adotados pelos agentes, deverdo corresponder a respectiva fase do ciclo de vida do
sistema de 1A que lhes compete, de acordo com o nivel de conhecimento sobre o respectivo
projeto, implementacao, aplicacdo e uso.
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§ 5° Caso o aplicador ou o distribuidor realize modificagdo substancial ou altere a
finalidade de um sistema de IA, sera considerado desenvolvedor para os efeitos desta Lei.

Art. 19. Quando o sistema de IA gerar contetdo sintético, devera, considerando o
estado da arte do desenvolvimento tecnoldgico e o contexto de uso, incluir identificador em
tais conteudos para verificagdo de autenticidade ou de caracteristicas de sua proveniéncia,
modifica¢Bes ou transmissdo, conforme regulamento.

8 1° A presenca do identificador previsto no caput ndo supre outros requisitos de
informacé&o e transparéncia, bem como outros parametros a serem definidos em regulamento.

§ 2° A autoridade competente, em colaboracdo com o Conselho Permanente de
Cooperacdo Regulatoria de Inteligéncia Artificial (Cria), disponibilizard biblioteca de
softwares com vistas a facilitar o cumprimento da obrigagdo de sinalizagdo, idealmente
adotando padrao internacional amplamente reconhecido.

8 3° O uso de contelido sintético em obras com finalidade artistica, cultural ou de
entretenimento poderd, sempre que ndo representar risco de disseminacdo de informacdes
falsas, ser sinalizado por meios que ndo comprometam a utilidade e a qualidade da obra, como
nos créditos ou nos metadados associados a tal obra, preservando sua fruicdo pelo publico e
Seus usos convencionais.

Art. 20. Para buscar a mitigacao de riscos relacionados a producéo e a circulacéo
de conteldo sintético, o poder pablico, em conjunto com a iniciativa privada, com a sociedade
civil e com profissionais de pesquisa e desenvolvimento, devera, na forma de regulamentacéo,
promover capacidades para identificar e rotular contetdo sintético produzido por sistemas de
IA e estabelecer a autenticidade e a proveniéncia do contetdo digital produzido.

Art. 21. Os agentes de IA de alto risco devem garantir que seus sistemas estao de
acordo com as medidas de governanca definidas em todo o Capitulo IV desta Lei, assim como
em outras legislacGes pertinentes, em especial do seu respectivo setor.,

Secao 111
Das Medidas de Governanca Aplicadas pelo Poder Publico

Art. 22. Ao desenvolver, contratar ou adotar os sistemas de IA de alto risco, o
poder pablico deve garantir:

| — 0 acesso aos bancos de dados e a plena portabilidade de dados dos cidaddos
brasileiros e da gestdo publica, nos termos da Lei n° 13.709, de 14 de agosto de 2018 (Lei
Geral de Protecdo de Dados Pessoais);

Il —a padronizacdo minima dos sistemas em termos de sua arquitetura de dados e
metadados, a fim de promover interoperabilidade entre sistemas e boa governanca de dados.

Art. 23. Adicionalmente as medidas de governanca estabelecidas neste Capitulo,
todos os entes da Administracdo Pablica direta e indireta, ao desenvolver ou utilizar sistemas
de IA de alto risco, adotaréo as seguintes medidas:

| — definicdo de protocolos de acesso e de utilizagdo do sistema que permitam o
registro de quem o utilizou, para qual situacdo concreta e com qual finalidade;
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Il — garantia facilitada e efetiva ao cidaddo, perante o poder publico, de direito a
explicacdo e a revisdo humanas de decisdo por sistemas de IA que gerem efeitos juridicos
relevantes ou que impactem significativamente os interesses do afetado, a ser promovida pelo
agente publico competente;

Il — publicizacdo em veiculos de facil acesso, preferencialmente em seus sitios
eletrénicos, das avaliacGes preliminares dos sistemas de IA de alto risco desenvolvidos,
implementados ou utilizados pelo poder publico da Unido, dos Estados, do Distrito Federal e
dos Municipios.

§ 1° A utilizacdo de sistemas biométricos para fins de identificacdo devera observar
0s principios e as medidas de governanca previstos nesta Lei e serd precedida de avaliacdo de
impacto algoritmico, observadas as garantias para o exercicio dos direitos de pessoas ou
grupos afetados e a protecao contra a discriminagéo direta, indireta, ilegal ou abusiva.

8 2° Na impossibilidade de eliminagdo ou mitigagcdo substantiva dos riscos
associados ao sistema de IA identificados na avaliacdo de impacto algoritmico prevista na
Secdo IV deste Capitulo, sua utilizagdo sera descontinuada.

§ 3° As medidas previstas neste artigo aplicam-se também a sistemas de IA
utilizados por empresas responsaveis pela gestdo ou pela execucao de servigos publicos.

§ 4° Sistemas de IA de alto risco ja implementados pelo poder publico quando da
publicacdo desta Lei deverdo se adequar em prazo razoavel, a ser definido pela autoridade
competente.

8 5° As disposigdes previstas no caput deste artigo abrangem orgaos dos Poderes
Legislativo e Judiciario, quando no desempenho das funcdes administrativas, e pessoas
juridicas de direito privado responsaveis pela gestdo ou pela execucao de servigos publicos,
quando afetas a essas atividades.

Art. 24. Caber4d ao Poder Executivo federal fixar padrdes minimos de
transparéncia para os sistemas de 1A utilizados por 6rgéos e entidades do setor publico federal,
além de monitorar regularmente o cumprimento dessas obrigacdes.

Paragrafo Unico. O Poder Executivo federal fomentara a transparéncia nos
sistemas de IA utilizados por érgdos e entidades publicas visando promover e consolidar
praticas de governanca responsavel e aberta.

Secao IV
Da Avaliacdo de Impacto Algoritmico

Art. 25. A avaliacdo de impacto algoritmico de sistemas de IA é obrigacdo do
desenvolvedor ou do aplicador que introduzir ou colocar sistema de IA em circulagdo no
mercado, sempre gque o sistema ou o seu uso forem de alto risco, considerando o papel e a
participacdo do agente na cadeia.

8 1° O desenvolvedor de sistema de IA de alto risco deverd, nos termos de
regulamento, compartilhar com a autoridade setorial as avaliagcdes preliminares e de impacto
algoritmico, cuja metodologia considerara e registrard, ao menos, avaliacdo dos riscos e
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beneficios aos direitos fundamentais, medidas de atenuacdo e efetividade dessas medidas de
gerenciamento.

8 2° O agente de IA podera requerer junto aos demais agentes da cadeia,
respeitados os segredos industriais e comerciais, as informacdes necessarias para a realizacdo
da avaliacdo de impacto algoritmico.

8 3° A avaliacdo devera ser realizada em momento prévio e de acordo com o
contexto especifico da introducéo ou colocagdo em circulacédo no mercado do sistema de IA.

§ 4° Cabera a autoridade setorial definir as hipoteses em que a avaliagdo de impacto
algoritmico sera flexibilizada, levando em consideracdo o contexto de atuacdo e o papel de
cada um dos agentes de IA e as normas gerais da autoridade competente.

§ 5° A autoridade competente, a partir das diretrizes do Cria, estabelecera critérios
gerais e elementos para a elaboracdo de avaliagdo de impacto algoritmico e a periodicidade
de sua atualizacdo, considerando o ciclo de vida dos sistemas de 1A de alto risco.

8 6° Cabera a autoridade setorial, a partir do estado da arte do desenvolvimento
tecnoldgico e das melhores praticas, a regulamentacdo dos critérios e da periodicidade de
atualizacdo das avaliacdes de impacto algoritmico, considerando o ciclo de vida dos sistemas
de IA de alto risco.

8 7° Os agentes de 1A que, posteriormente a introducdo de sistema de 1A no
mercado ou a sua utilizagdo em servico, tiverem conhecimento de risco ou impacto inesperado
e relevante que o sistema apresente a direitos de pessoas naturais comunicardo o fato
imediatamente a autoridade setorial e aos outros agentes na cadeia para que sejam tomadas
todas as medidas cabiveis, inclusive, quando necessario, a de notificar pessoas e grupos
afetados pelo sistema de IA.

8 8° Caberd a autoridade competente e as autoridades setoriais estabelecer as
hipoteses em que a participacdo publica sera necessaria, assim como as hipdteses em que
podera ser realizada de maneira simplificada, indicando os critérios para essa participacao.

Art. 26. A avaliacdo de impacto algoritmico sera realizada em momento anterior
a introducdo ou a colocacao em circulacdo no mercado de sistema de 1A, bem como consistira
em processo interativo continuo, executado ao longo de todo o ciclo de vida dos sistemas de
IA de alto risco, requeridas atualizac6es periddicas.

Paragrafo Unico. Considerando eventual regulamentacéo setorial existente, cabera
a autoridade competente, em colaboragdo com as demais entidades do SIA, definir:

| — parametros gerais acerca da periodicidade de atualizacdo das avaliagbes de
impacto algoritmico, que devem ser realizadas ao menos quando da existéncia de alteracdes
significativas nos sistemas, nos termos de regulamento;

Il — as hipdteses em que a avaliacdo de impacto algoritmico serd simplificada,
considerando o tipo de agentes de sistemas de IA.

Art. 27. Caso o agente de 1A tenha que elaborar relatorio de impacto a protecédo de
dados pessoais, nos termos da Lei n° 13.709, de 14 de agosto de 2018 (Lei Geral de Protecéo
de Dados Pessoais), a avaliagdo de impacto algoritmico podera ser realizada em conjunto com
o referido documento.
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Art. 28. As conclusdes da avaliagdo de impacto algoritmico serdo publicas,
observados os segredos industrial e comercial, nos termos de regulamento.

Secéo V
Das Medidas de Governanca para Sistemas de Inteligéncia Artificial de Propdsito
Geral e Generativa

Art. 29. O desenvolvedor de sistemas de IA de proposito geral e generativa devera
realizar, além da documentacdo pertinente sobre o desenvolvimento do sistema, sua avaliagdo
preliminar, a fim de identificar seus respectivos niveis de risco esperados, inclusive potencial
risco sistémico.

Paragrafo Unico. A avaliacdo preliminar deverd considerar as finalidades de uso
razoavelmente esperadas e 0s critérios previstos, nos termos da Secéo 111 do Capitulo I11 desta
Lei.

Art. 30. O desenvolvedor de sistemas de IA de propdsito geral e generativa com
risco sisttmico, deve, antes de sua disponibilizagdo ou introdugdo no mercado para fins
comerciais, garantir o cumprimento dos seguintes requisitos:

| — descrever o modelo de IA de finalidade geral;

Il — documentar os testes e as analises realizados, a fim de identificar e gerenciar
riscos razoavelmente previsiveis, conforme apropriado e tecnicamente viavel;

I11 — documentar os riscos ndo mitigaveis remanescentes apos o desenvolvimento;

IV — processar e incorporar apenas conjuntos de dados coletados e tratados em
conformidade com as exigéncias legais e sujeitos a uma adequada governanca de dados, em
especial quando se tratar de dados pessoais, de acordo com a Lei n® 13.709, de 14 de agosto
de 2018 (Lei Geral de Protecdo de Dados Pessoais) e o Capitulo Il desta Lei;

V — publicar resumo do conjunto de dados utilizados no treinamento do sistema,
nos termos de regulamentacéo;

VI — conceber e desenvolver os sistemas de IA de proposito geral e generativa
recorrendo as normas aplicaveis para, considerando o contexto de uso, reduzir a utilizacdo de
energia, a utilizacdo de recursos e os residuos, bem como para aumentar a eficiéncia
energética e a eficiéncia global do sistema;

VIl — elaborar documentacéo técnica e instrugdes de utilizagdo inteligiveis, a fim
de permitir que os desenvolvedores, distribuidores e aplicadores tenham clareza sobre o
funcionamento do sistema.

8 1° O cumprimento dos requisitos estabelecidos neste artigo independe de o
sistema ser fornecido como modelo autdnomo ou incorporado a outro sistema de IA ou a
produto, ou fornecido sob licengas gratuitas e de codigo aberto, como servico, assim como
por meio de outros canais de distribuicéo.

8 2° Os desenvolvedores de sistemas de I A de proposito geral e generativa poderao
formular codigos de boas préaticas, ou aderir a eles, para demonstrar conformidade as
obrigac0es estipuladas neste artigo.
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Art. 32. Os desenvolvedores de sistemas de IA de propdsito geral e generativa
disponibilizados como recurso para desenvolvimento de servigos por terceiros, como aqueles
fornecidos por meio de API ou outros modelos de integracdo, devem cooperar, na medida de
sua participacdo, com os demais agentes de IA ao longo do periodo em que esse servico é
prestado e apoiado, a fim de permitir uma mitigacdo adequada dos riscos e 0 cumprimento
dos direitos estabelecidos nesta Lei.

Art. 33. Cabera a autoridade competente, em colaboracdo com as demais entidades
do SIA, definir em quais hipdteses as obrigac6es previstas nesta Secdo serdo simplificadas ou
dispensadas, de acordo com o risco envolvido e o estado da arte do desenvolvimento
tecnologico.

Paragrafo unico. Aplica-se, no que couber, o disposto no Capitulo VI, cabendo a
autoridade competente a aprovacao de codigos de conduta e de autorregulacao de sistemas de
IA de propésito geral.

Secéo VI
Da Acreditacédo, Certificacdo e Avaliacdo de Conformidade

Art. 34. A autoridade competente e as autoridades setoriais poderdo acreditar
organismos de avaliacdo de conformidade nacionais ou internacionais especializados em
governanca de sistemas de IA para avaliar o cumprimento das medidas de governanca e
processos internos exigidos pelos 6rgdos reguladores.

§ 1° O SIA deveré estabelecer o periodo de validade da acreditacdo e os requisitos
para sua renovacdo, em conformidade com normas técnicas nacionais e internacionais
aplicaveis.

§ 2° A avaliacdo da conformidade do uso de sistemas de IA deverd adotar
procedimento eficiente e compativel com a dindmica do mercado, sem comprometer a
qualidade e a confiabilidade do processo.

8 3° Os critérios gerais para acreditacdo dos organismos de avaliagdo da
conformidade deverdo ser estabelecidos pela autoridade competente, e 0s critérios
especificos, conjuntamente com as autoridades setoriais, em consonancia com as normas
técnicas internacionais e considerando as especificidades dos sistemas de 1A.

8 4° A autoridade competente mantera registro publico e atualizado dos
organismos de avaliagdo da conformidade acreditados, incluindo o escopo de sua acreditacao.

8 5° Os organismos de avaliacdo da conformidade acreditados estardo sujeitos a
monitoramento continuo e reavaliagdes periddicas para assegurar a manutencdo de sua
competéncia técnica e a conformidade com os requisitos de acreditacéo.

8 6° A avaliacdo da conformidade podera ser realizada em diferentes niveis,
considerando a complexidade e o risco potencial dos sistemas de 1A, conforme definido em
regulamentacao especifica.

§ 7° A autoridade competente e as autoridades setoriais poderdo, conjuntamente,
estabelecer acordos de cooperacdo e de reconhecimento mutuo com organismos de
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acreditacdo internacionais, visando facilitar o reconhecimento das avaliagbes de
conformidade realizadas em outros paises.

CAPITULO V
DA RESPONSABILIDADE CIVIL

Art. 35. A responsabilidade civil decorrente de danos causados por sistemas de 1A
no ambito das relagdes de consumo permanece sujeita as regras de responsabilidade previstas
na Lei n°®8.078, de 11 de setembro de 1990 (Codigo de Defesa do Consumidor), e na
legislacdo pertinente, sem prejuizo da aplicacdo das demais normas desta Lei.

Art. 36. A responsabilidade civil decorrente de danos causados por sistemas de 1A
explorados, empregados ou utilizados por agentes de 1A permanece sujeita as regras de
responsabilidade previstas na Lei n° 10.406, de 10 de janeiro de 2002 (Cadigo Civil), e na
legislacdo especial, sem prejuizo da aplicacdo das demais normas desta Lei.

Paragrafo unico. A definicdo, em concreto, do regime de responsabilidade civil
aplicavel aos danos causados por sistemas de IA deve levar em consideracdo 0s seguintes
critérios, salvo disposicao legal em sentido contrario:

| — o nivel de autonomia do sistema de IA e 0 seu grau de risco, nos termos
disciplinados por esta Lei;

Il — a natureza dos agentes envolvidos e a consequente existéncia de regime de
responsabilidade civil proprio na legislacéo.

Art. 37. O juiz inverterd o 6nus da prova quando a vitima for hipossuficiente ou
quando as caracteristicas de funcionamento do sistema de IA tornarem excessivamente
0neroso para a vitima provar os requisitos da responsabilidade civil.

Art. 38. Os participantes no ambiente de testagem da regulamentacdo da IA
continuam a ser responsaveis, nos termos da legislacdo aplicavel, por quaisquer danos
infligidos a terceiros como resultado da experimentacdo que ocorre no ambiente de testagem.

Art. 39. As hipéteses de responsabilizacdo previstas por legislacdo especifica
permanecem em vigor.

CAPITULO VI
DAS BOAS PRATICAS E GOVERNANCA

Secao |
Do Cdédigo de Conduta

Art. 40. Os agentes de IA poderdo, individualmente ou por meio de associacoes,
formular cddigos de boas praticas e de governanca que estabelecam as condi¢bes de
organizacao, o regime de funcionamento, os procedimentos, inclusive sobre reclamacdes das
pessoas afetadas, as normas de seguranca, os padrdes técnicos, as obrigacdes especificas para
cada contexto setorial de implementacdo, as acOes educativas, 0s mecanismos internos de
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supervisdo e de mitigacdo de riscos e as medidas de seguranca técnicas e organizacionais
apropriadas para a gestdo dos riscos decorrentes da aplicacdo dos sistemas de 1A no seu
respectivo dominio de atividade.

8§ 1° Ao se estabelecerem regras de boas praticas, serdo consideradas a finalidade,
a probabilidade e a gravidade dos riscos e dos beneficios decorrentes da aplicacdo dos
sistemas de IA e 0s possiveis impactos a grupos vulneraveis, a exemplo da metodologia
disposta na Secédo 1V do Capitulo 1V.

8 2° Os desenvolvedores e aplicadores de sistemas de IA, poderdo implementar
programa de governanga que, de acordo com o estado da arte do desenvolvimento
tecnologico:

| — demonstre 0 seu comprometimento em adotar processos e politicas internas que
assegurem o cumprimento, de forma abrangente, de normas e boas préaticas relativas a nao
maleficéncia e proporcionalidade entre os métodos empregados e as finalidades determinadas
e legitimas dos sistemas de IA;

Il — seja adaptado a estrutura, a escala e ao volume de suas operagfes, bem como
ao seu potencial danoso e de beneficios;

[11 — tenha o objetivo de estabelecer relacdo de confiangca com pessoas e grupos
afetados, por meio de atuagédo transparente e que assegure mecanismos de participacdo, a
exemplo do disposto na Secdo 1V do Capitulo 1V desta Lei;

IV — esteja integrado a sua estrutura geral de governanca e estabeleca e aplique
mecanismos de supervisao internos e externos;

V — conte com planos de resposta para reversdo dos possiveis resultados
prejudiciais do sistema de 1A,

VI — seja atualizado constantemente com base em informac0des obtidas a partir de
monitoramento continuo e de avaliagcfes periodicas;

VIl — disponha de mecanismos e procedimentos internos de integridade, de
auditoria, de incentivo a denuncia de irregularidades e de aplicacdo efetiva de cddigos de
ética.

§ 3° A adesdo voluntéria a cédigo de boas praticas e a elaboracdo de medidas de
governanca podem ser consideradas indicativo de boa-fé por parte do agente e serdo levadas
em consideracéo pela autoridade competente e pelas demais autoridades setoriais para fins de
aplicacéo de sanc¢des administrativas.

8 4° Cabe as autoridades setoriais:

| — aprovar codigos de boas condutas quanto a esfera de competéncia outorgada
por lei, devendo sempre informar a autoridade competente;

Il — observar as diretrizes e normas gerais para o0 procedimento de anélise,
publicizacdo e atualizacdo periddica do codigo de conduta emitidas pela autoridade
competente.

Secao Il
Da Autorregulacéo
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Art. 41. Os agentes de IA podem associar-se voluntariamente sob a forma de
pessoa juridica de direito privado sem fins lucrativos para promover a autorregulacdo com o
objetivo de incentivar e assegurar melhores praticas de governanca ao longo de todo o ciclo
de vida de sistemas de IA.

8§ 1° A autorregulacdo pode compreender as seguintes funcdes:

| — estabelecimento de critérios técnicos dos sistemas de IA aplicada, inclusive de
padronizacdo, prudenciais e de atuacdo concertada dos entes associados, desde que nédo
impecam o desenvolvimento tecnoldgico e que estejam em conformidade com esta Lei e com
as normas vinculantes do SIA;

Il — compartilhamento de experiéncias sobre o uso de IA, sendo vedado o
compartilhamento de informag6es concorrencialmente sensiveis, nos termos da legislacdo
pertinente;

I11 — definicdo contextual de estruturas de governanca previstas nesta Lei;

IV — critérios para provocar a autoridade competente e demais autoridades
integrantes do SIA para o emprego de medida cautelar;

V —criagéo de canal de recebimento de informagdes relevantes sobre riscos do uso
de IA por seus associados ou qualquer interessado;

VI —adocdo de padrdes, melhores praticas e modelos de certificacdo reconhecidos
internacionalmente.

8 2° A associacdo entre agentes de A para fins de autorregulacdo devera observar
0s preceitos da Lei n® 12.529, de 30 de novembro de 2011 (Lei de Defesa da Concorréncia),
vedada qualquer atuacéo que possa restringir a livre concorréncia.

CAPITULO VI
DA COMUNICAGAO DE INCIDENTE GRAVE

Art. 42. O agente de 1A comunicara, em prazo a ser estabelecido, a autoridade
setorial a ocorréncia de grave incidente de seguranca, incluindo quando houver risco a vida e
a integridade fisica de pessoas, a interrupcdo de funcionamento de operagfes criticas de
infraestrutura e graves danos a propriedade ou ao meio ambiente, bem como graves violacdes
aos direitos fundamentais, a integridade da informacéo, a liberdade de expressdo e ao processo
democratico, nos termos de regulamento.

8 1° A comunicacdo sera devida apos a autoridade setorial definir o prazo e os
critérios de determinacdo da gravidade do incidente, observadas as caracteristicas dos
sistemas de IA de acordo com o estado da arte do desenvolvimento tecnoldgico.

8 2° A autoridade setorial verificard a gravidade do incidente e podera, caso
necessario, determinar ao agente a adocédo de providéncias e medidas para reverter ou mitigar
os efeitos do incidente.

Art. 43. Os agentes de IA, adicionalmente as disposi¢fes desta Lei, permanecem
sujeitos a legislacdo especifica relativa a ciberseguranga e a protecdo de infraestruturas
criticas, a vida e a integridade fisica de pessoas, aos danos a propriedade e ao meio ambiente,
aos direitos fundamentais e ao processo democratico.
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CAPITULO VIII
DA BASE DE DADOS PUBLICA DE INTELIGENCIA ARTIFICIAL DE ALTO RISCO

Art. 44. Cabe a autoridade competente, em colaboracdo com as autoridades
setoriais, a criacdo e a manutencao de base de dados de IA de alto risco, acessivel ao publico,
que contenha os documentos publicos das avaliagbes de impacto, respeitados os segredos
comercial e industrial, nos termos de regulamento e em conformidade com a legislagdo
pertinente, em especial a Lei n°®13.709, de 14 de agosto de 2018 (Lei Geral de Protecdo de
Dados Pessoais), e a Lei n® 12.527, de 18 de novembro de 2011 (Lei de Acesso a Informacéo).

Paragrafo Unico. A criacdo da base de dados central ndo impede a criacdo de bases
de IA de alto risco setoriais, devendo ser mantidas em formato interoperavel e com dados
estruturados para facilitar o uso compartilhado.

CAPITULO IX
DA SUPERVISAO E FISCALIZACAO

Secéo |
Do Sistema Nacional de Regulagéo e Governanca de Inteligéncia Artificial

Art. 45. O Poder Executivo € autorizado a estabelecer o Sistema Nacional de
Regulacdo e Governanca de Inteligéncia Artificial (SIA).

§ 1° Integram o SIA:

| —a Autoridade Nacional de Protecdo de Dados (ANPD), autoridade competente
que coordenard o SIA;

Il — as autoridades setoriais;

I11 — 0 Conselho Permanente de Cooperacdo Regulatoria de Inteligéncia Artificial
(Cria), observado e limitado ao disposto na Sec¢éo IV deste Capitulo;

IV — o Comité de Especialistas e Cientistas de Inteligéncia Artificial (Cecia),
observado e limitado ao disposto na Secdo V deste Capitulo.

8 2° Ato do Poder Executivo federal definird lista dos orgdos e entidades que irdo
integrar o SIA, em conformidade com os incisos I, 111 e IV do § 1° deste artigo.

8 3° O SIA tem por objetivos e fundamentos:

| — valorizar e reforcar as competéncias regulatdria, sancionatéria e normativa das
autoridades setoriais em harmonia com as competéncias correlatas gerais da autoridade
competente que coordena o SIA; e

Il — buscar a harmonizacdo e a colaboracdo com 0Orgdos reguladores de temas
transversais.

8 4° A autoridade competente coordenara o Cria, conforme disposto na Secdo 1V
deste Capitulo, a fim de harmonizar e facilitar as competéncias regulatoria, fiscalizatoria e
sancionatoria.
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Art. 46. Na qualidade de coordenadora do SIA e sem prejuizo das competéncias
previstas na Lei n®13.709, de 14 de agosto de 2018 (Lei Geral de Protecdo de Dados
Pessoais), cabe a autoridade competente:

| — atuar na representacdo do Brasil perante organismos internacionais de 1A, sob
a coordenacao do Poder Executivo;

Il — expedir, em colaboracdo com os demais integrantes do SIA, normas
vinculantes de carater geral sobre os seguintes temas:

a) forma e requisitos das informagdes a serem publicizadas sobre a utilizagdo de
sistemas de IA, respeitados os segredos industrial e comercial;

b) procedimentos e requisitos para elaboracdo da avaliacdo de impacto
algoritmico;

c) procedimentos para a comunicacao de incidentes graves, notadamente quando
afetarem direitos fundamentais;

Il — expedir regras gerais sobre 1A no Pais, dando suporte aos 6rgéos setoriais,
aos quais cabe a edicao de regras especificas;

IV — celebrar com os integrantes do SIA acordos regulatdrios para definir regras e
procedimentos especificos de coordenacdo de competéncias;

V — expedir orientagcbes normativas gerais sobre certificados e acreditacdo de
organismos de certificacdo com o objetivo de incentivar e assegurar as melhores praticas de
governanca ao longo de todo o ciclo de vida de sistemas de IA;

VI —incentivar a adoc¢éo de padrdes, melhores praticas e certificacdes reconhecidas
internacionalmente;

VIl — receber e tratar dendncias andnimas, estabelecendo mecanismos de reserva
de identidade do denunciante;

VIII — elaborar relatérios anuais acerca de suas atividades.

Pardgrafo Unico. Nos ambientes regulatorios experimentais (sandboxes
regulatorios) que envolvam sistemas de 1A, conduzidos por autoridades setoriais, a autoridade
competente sera cientificada, podendo manifestar-se quanto ao cumprimento das finalidades
e dos principios desta Lei.

Art. 47. Na qualidade de regulador residual, a autoridade competente exercera
competéncia normativa, regulatoria, fiscalizatoria e sancionatoria plena para
desenvolvimento, implementacdo e uso de sistemas de IA para atividades econdmicas em que
nédo haja o0rgéo ou ente regulador setorial especifico.

Art. 48. Compete a autoridade setorial:

| — exercer competéncia regulatoria, fiscalizatdria e sancionatoria, conforme sua
esfera de competéncia outorgada por lei, para desenvolvimento, implementacdo e uso de
sistemas de IA;

Il — expedir regras especificas para a aplicacdo de IA, incluindo aspectos
relacionados a atividades de alto risco, observadas as normas gerais expedidas pela autoridade
competente;

Il — promover e incentivar o disposto no Capitulo VI desta Lei para sistemas de
IA que se inserem em sua esfera de competéncia outorgada por lei;
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IV — quanto a sua esfera de competéncia outorgada por lei, incentivar a ado¢do de
padrdes, melhores praticas e modelos de certificagdo e acreditacdo reconhecidos
internacionalmente;

V —supervisionar as medidas de governanga adequadas a cada aplicagéo ou uso de
sistemas de IA que classifique como de alto risco, de forma a promover:

a) a harmonizacdo com a legislacdo nacional e com normas internacionais para
permitir a interoperabilidade técnica e jurisdicional dos sistemas e das aplicacbes
desenvolvidas e implementadas no Pais;

b) a adogdo de instrumentos regulatérios que promovam a inovacao responsavel,
como ambientes regulatorios experimentais (sandboxes regulatorios), autorregulacdo e
certificacdes de boas praticas e governanca;

VI — celebrar, a qualqguer momento, compromisso com agentes de 1A para eliminar
irregularidade, incerteza juridica ou situacdo contenciosa no ambito de processos
administrativos, de acordo com o previsto no Decreto-Lei n°® 4.657, de 4 de setembro de 1942
(Lei de Introducdo as Normas do Direito Brasileiro).

Secao Il
Das Atribuicdes e Poderes da Autoridade Competente

Art. 49. Cabe a autoridade competente:

| — zelar pela protecdo a direitos fundamentais e a demais direitos afetados pela
utilizacéo de sistemas de IA;

Il — promover e incentivar o disposto no Capitulo VI desta Lei;

I11 — promover acOes de cooperacdo com autoridades de protecédo e de fomento ao
desenvolvimento e a utilizacdo dos sistemas de IA de outros paises, de natureza internacional
ou transnacional,

IV — solicitar, a qualquer momento, as entidades do poder publico que
desenvolvam ou utilizem sistemas de 1A, informe especifico sobre o &mbito e a natureza dos
dados e demais detalhes do tratamento realizado, com a possibilidade de emitir parecer
técnico complementar para garantir o cumprimento desta Lei;

V — celebrar, em conjunto com as autoridades setoriais, a qualquer momento,
compromisso com agentes de A para eliminar irregularidade, incerteza juridica ou situagéo
contenciosa no ambito de processos administrativos, de acordo com o previsto no Decreto-
Lei n® 4.657, de 4 de setembro de 1942 (Lei de Introducdo as Normas do Direito Brasileiro);

VI — elaborar relatorios anuais acerca de suas atividades;

VIl — realizar ou determinar auditorias de sistemas de IA de alto risco ou que
produzam efeitos juridicos relevantes quando necessarias para a afericdo de conformidade
com esta Lei, garantido o tratamento confidencial das informacdes, em atencao aos segredos
comercial e industrial;

VIII — credenciar instituicbes, mediante critérios estabelecidos em regulamento
sujeito a consulta pablica, para acesso a dados para fins de auditorias e pesquisa, garantida a
confidencialidade das informac0es, em atencédo aos segredos comercial e industrial;
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IX — credenciar instituicbes de pesquisa, mediante critérios estabelecidos em
regulamento sujeito a consulta publica, para acesso a dados para fins de pesquisa, observados
os segredos comercial e industrial, a anonimizacdo e a protecdo de dados pessoais, conforme
a Lein®13.709, de 14 de agosto de 2018 (Lei Geral de Protecdo de Dados Pessoais).

§ 1° Tanto a autoridade competente quanto eventuais entidades por ela
credenciadas para a realizacéo de auditoria e para fins de pesquisa devem cumprir requisitos
de seguranca e confidencialidade das informacdes e de protecdo de dados pessoais, nos termos
da Lei n®13.709, de 14 de agosto de 2018 (Lei Geral de Protecdo de Dados Pessoais), em
atencéo aos segredos comercial e industrial.

8 2° A autoridade competente, em conjunto com as autoridades setoriais, podera
realizar investigacdes sobre os sistemas de IA de alto risco, em caso de suspeita de violagdo
aos principios, direitos e deveres previstos nesta Lei ou na legislacao setorial aplicavel.

8 3° Os orgdos e as entidades integrantes do SIA devem comunicar imediatamente
ao Conselho Administrativo de Defesa Econdmica (Cade) quaisquer informacdes
identificadas no decurso das atividades de fiscalizacdo que possam ser de interesse para a
aplicagéo da Lei n° 12.529, de 30 de novembro de 2011 (Lei de Defesa da Concorréncia).

8 4° No exercicio das suas atribuicdes e sempre no limite do que for pertinente e
necessario a apuracdo de indicios concretos de infragdes a ordem econdmica, o Cade podera
ordenar aos desenvolvedores que seja concedido acesso aos conjuntos de dados de treino,
validacéo e teste utilizados para o desenvolvimento dos sistemas de IA de alto risco.

Secéo Il
Das Sanc¢des Administrativas

Art. 50. Os agentes de IA, em razdo das infragbes cometidas contra as normas
previstas nesta Lei, ficam sujeitos as seguintes san¢Ges administrativas aplicaveis:

| — adverténcia;

Il — multa simples, limitada, no total, a R$ 50.000.000,00 (cinquenta milhGes de
reais) por infracdo, sendo, no caso de pessoa juridica de direito privado, de até 2% (dois por
cento) de seu faturamento bruto, de seu grupo ou conglomerado no Brasil no seu altimo
exercicio, excluidos os tributos;

1l — publicizacdo da infracdo ap0s devidamente apurada e confirmada a sua
ocorréncia;

IV — proibicdo ou restricdo para participar do regime de sandbox regulatério
previsto nesta Lei, por até 5 (cinco) anos;

V — suspensdo parcial ou total, temporéria ou definitiva, do desenvolvimento,
fornecimento ou operacdo do sistema de IA;

VI — proibicdo de tratamento de determinadas bases de dados.

8 1° As sancdes serdo aplicadas apds procedimento administrativo que possibilite
a oportunidade da ampla defesa, de forma gradativa, isolada ou cumulativa, de acordo com
as peculiaridades do caso concreto e considerados 0s seguintes parametros e critérios:

| —a gravidade e a natureza das infracdes e a eventual violacéo de direitos;
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Il —a boa-fé do infrator;

Il — a vantagem auferida ou pretendida pelo infrator;

IV —a condicdo econémica do infrator;

V —areincidéncia;

VI - o grau do dano;

VIl —a cooperacdo do infrator;

VIII — a adocéo reiterada e demonstrada de mecanismos e procedimentos internos
capazes de minimizar riscos, inclusive a analise de impacto algoritmico e a efetiva
implementacéo de cddigo de ética;

IX —a adocdo de politica de boas praticas e governanca;

X —a pronta adogédo de medidas corretivas;

XI —a proporcionalidade entre a gravidade da falta e a intensidade da san¢éo;

XII —a cumulacdo com outras san¢@es administrativas eventualmente ja aplicadas
em definitivo para o0 mesmo ato ilicito.

§ 2° Antes ou durante o processo administrativo de que trata o § 1° deste artigo,
podera a autoridade competente adotar medidas preventivas, incluida multa cominatoria,
observado o limite total a que se refere o inciso Il do caput, quando houver indicio ou fundado
receio de que o agente de IA:

| — cause ou possa causar lesdo irreparavel ou de dificil reparacéo; ou

Il —torne ineficaz o resultado final do processo.

8 3° O disposto neste artigo ndo substitui a aplicacdo de san¢des administrativas,
civis ou penais definidas na Lei n°® 8.078, de 11 de setembro de 1990 (Cdodigo de Defesa do
Consumidor), na Lei n°®13.709, de 14 de agosto de 2018 (Lei Geral de Protecdo de Dados
Pessoais), e em legislacdo especifica.

8§ 4° No caso do desenvolvimento, fornecimento ou utilizacdo de sistemas de IA
de risco excessivo, havera, no minimo, aplicacdo de multa e, no caso de pessoa juridica,
suspensdo parcial ou total, provisoria ou definitiva, de suas atividades.

8 5% A aplicacdo das sancdes previstas neste artigo ndo exclui, em qualquer
hipotese, a obrigacdo da reparacdo integral do dano.

8 6° A autoridade competente definird, por meio de regulamento proprio, o
procedimento de apuracéo e os critérios de aplicacdo das san¢des administrativas a infracdes
a esta Lei, que serdo objeto de:

| — consulta publica e de analise de impacto regulatério, sem prejuizo das
disposicdes do Decreto-Lei n° 4.657, de 4 de setembro de 1942 (Lei de Introducdo as Normas
do Direito Brasileiro), da Lei n°9.784, de 29 de janeiro de 1999 (Lei Geral do Processo
Administrativo), e das demais disposicdes legais pertinentes;

Il — publicacdo de metodologias que apresentara objetivamente as formas e as
dosimetrias das san¢des, devendo conter fundamentacao detalhada de todos os seus elementos
e demonstracdo da observancia dos critérios previstos nesta Lei.

§ 7° O disposto nos incisos I, 111, 1V, V e VI do caput deste artigo podera ser
aplicado as entidades e aos 6rgdos publicos, sem prejuizo do disposto na Lei n®8.112, de 11
de dezembro de 1990 (Estatuto do Servidor Publico Federal), na Lei n° 8.429, de 2 de junho
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de 1992 (Lei da Improbidade Administrativa), e na Lei n® 12.527, de 18 de novembro de 2011
(Lei de Acesso a Informacéo).

Art. 51. A autoridade competente e as autoridades setoriais poderdo realizar
investigacdes conjuntas sobre os sistemas de | A de alto risco em casos de suspeita de violagdo
aos principios, direitos e deveres previstos nesta Lei ou na legislacao setorial aplicavel.

Art. 52. Os orgdos e entidades integrantes do SIA devem comunicar
imediatamente ao Conselho Administrativo de Defesa Econémica (Cade) quaisquer
informacdes identificadas no decurso das atividades de fiscalizagdo que possam ter interesse
potencial para a aplicagdo da Lei n°® 12.529, de 30 de novembro de 2011 (Lei de Defesa da
Concorréncia).

Paragrafo unico. No exercicio das suas atribuicdes e sempre no limite do que for
pertinente e necessario a apuracdo de indicios concretos de infracfes a ordem econdmica, 0
Cade poderéa ordenar aos desenvolvedores que seja concedido acesso aos conjuntos de dados
de treinamento, validacdo e teste utilizados para o desenvolvimento dos sistemas de IA de
alto risco.

Secao IV
Do Conselho Permanente de Cooperacao Regulatoria de Inteligéncia Artificial

Art. 53. E criado o Conselho Permanente de Cooperacdo Regulatoria de
Inteligéncia Artificial (Cria), que terd como atribuicdo a producdo de diretrizes e sera forum
permanente de colaboracdo, inclusive por meio de acordos de cooperagdo técnica, com as
autoridades setoriais e com a sociedade civil, a fim de harmonizar e facilitar o exercicio das
atribuicdes da autoridade competente.

Paragrafo Uunico. Compete ao Cria:

| — sugerir agOes a serem realizadas pelo SIA;

Il — elaborar estudos e realizar debates publicos sobre 1A;

Il — disseminar o conhecimento sobre IA.

Secao VvV
Do Comité de Especialistas e Cientistas de Inteligéncia Artificial

Art. 54. E criado o Comité de Especialistas e Cientistas de Inteligéncia Artificial
(Cecia) com o objetivo de orientar e supervisionar técnica e cientificamente o
desenvolvimento e a aplicacdo da IA de forma responsavel, nos termos definidos por
regulamento.

CAPITULO X
DO FOMENTO A INOVACAO SUSTENTAVEL

Secao |
Do Ambiente Regulatorio Experimental (Sandbox Regulatério)
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Art. 55. A autoridade competente e as autoridades setoriais que compdem o SIA
deverdo promover e autorizar o funcionamento de ambiente regulatorio experimental para
inovagdo em inteligéncia artificial (sandbox regulatério de IA) por conta propria ou para as
entidades que o requererem e preencherem os requisitos especificados por esta Lei e em
regulamentacdo, inclusive em regime de cooperacao publico-privado.

8 1° O sandbox regulatorio visa a facilitar o desenvolvimento, a testagem e a
validacdo de sistemas inovadores de IA por um periodo limitado antes da sua colocagdo no
mercado ou colocacdo em servico de acordo com um plano especifico, a fim de desenvolver
negaocios inovadores de maneira segura.

§ 2° A autoridade competente e as autoridades setoriais poderao, individualmente
ou em colaboragdo, no &mbito de programas de ambiente regulatério experimental (sandbox
regulatorio), afastar a incidéncia de normas sob sua competéncia em relacdo a entidade
regulada ou aos grupos de entidades reguladas.

Art. 56. A autoridade competente e as autoridades setoriais que compdem o SIA
regulamentardo os procedimentos para a solicitacdo e a autorizagcdo de funcionamento de
sandboxes regulatérios, podendo limitar ou interromper o seu funcionamento e emitir
recomendacgdes, levando em consideragéo, entre outros aspectos, a preservagdo de direitos
fundamentais e de direitos dos consumidores potencialmente afetados, a seguranga e a
protecao.

8 1° As autoridades setoriais deverdo proporcionar a micro e pequenas empresas,
startups e Instituicdes Cientifica, Tecnoldgicas e de Inovacdo (ICTs) publicas e privadas
acesso prioritario aos ambientes de testagem, na medida em que cumpram as condicdes de
elegibilidade, os critérios de selecdo e demais regulamentos.

§ 2° A autoridade competente e as autoridades setoriais poderdo criar mecanismos
para reduzir os custos regulatorios das entidades qualificadas na forma do § 1° do caput deste
artigo.

Art. 57. Os participantes no ambiente de testagem da regulamentacdo da IA
continuam a ser responsaveis, nos termos da legislacdo aplicavel, por quaisquer danos
infligidos a terceiros em resultado da experimentacdo que ocorre no ambiente de testagem.

Secao Il
Das Diretrizes para protecédo ao trabalho e aos trabalhadores

Art. 58. A autoridade competente, as autoridades setoriais que compdem o SIA e
0 Conselho Permanente de Cooperacdo Regulatoria de Inteligéncia Artificial (Cria), em
cooperacdo com o Ministério do Trabalho, deverdo desenvolver diretrizes para, entre outros
objetivos:

| — mitigar os potenciais impactos negativos aos trabalhadores, em especial 0s
riscos de deslocamento de emprego e oportunidades de carreira relacionadas a IA;

Il — potencializar os impactos positivos aos trabalhadores, em especial para
melhoria da salde e seguranca do local de trabalho;
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I11 — valorizar os instrumentos de negociagdes e convengdes coletivas;

IV — fomentar o desenvolvimento de programas de treinamento e a capacitagédo
continua para os trabalhadores em atividade, promovendo a valoriza¢do e 0 aprimoramento
profissional.

Secao 111
Das Medidas de Incentivo e Sustentabilidade

Art. 59. A administracdo publica no @&mbito da Unido, dos Estados, do Distrito
Federal e dos Municipios podera fomentar a inovacdo e o desenvolvimento produtivo e
tecnologico em IA.

Paragrafo unico. As medidas de fomento referidas no caput serdo pautadas pelas
seguintes diretrizes:

| — promogdo da inovacdo nos setores produtivos, inclusive por meio da
contratacdo de solugdes inovadoras pelo Estado e da celebragdo de parcerias publico-privadas
nos termos da Lei n® 11.079, de 30 de dezembro de 2004;

Il — investimento em pesquisa para o desenvolvimento de 1A no Pais, voltada ao
contexto socioeconémico brasileiro, prezando pela autonomia tecnoldgica e de dados do Pais
e sua insercdo e competitividade nos mercados interno e internacional;

I11 — financiamento de recursos fisicos e tecnoldgicos de 1A de dificil acesso para
pequenas e médias empresas e centros de pesquisa que promovam praticas sustentaveis;

IV —incentivo & ampliagdo da disponibilidade de data centers sustentaveis de alta
capacidade de processamento de dados para sistemas de 1A, com o adensamento dessa cadeia
produtiva e dos servicos digitais relacionados no Brasil, com o objetivo de apoiar o setor
produtivo e a pesquisa e o desenvolvimento técnico-cientificos;

V —incentivo a criacdo de centros multidisciplinares de pesquisa, desenvolvimento
e inovacdo em IA.

Art. 60. Entidades publicas e privadas devem priorizar a utilizacdo de sistemas e
aplicagdes de 1A que visem & eficiéncia energetica e a racionalizacdo do consumo de recursos
naturais.

Art. 61. O Cria, em cooperacdo com o Ministério do Meio Ambiente e Mudanca
do Clima, fomentara a pesquisa e o desenvolvimento de programas de certificacdo para
reducé@o do impacto ambiental de sistemas de IA.

Secao IV
Dos Direitos de Autor e Conexos

Art. 62. O desenvolvedor de 1A que utilizar conteddo protegido por direitos de
autor e conexos devera informar sobre os contetudos protegidos utilizados nos processos de
desenvolvimento dos sistemas de 1A, por meio da publicacdo de sumario em sitio eletrénico
de facil acesso, observados os segredos comercial e industrial, nos termos de regulamento
especifico.
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Paragrafo unico. Para fins deste Capitulo, o desenvolvimento compreende as
etapas de mineragéo, treinamento, retreinamento, testagem, validacdo e aplicacdo de sistemas
de IA.

Art. 63. N&o constitui ofensa aos direitos de autor e conexos a utilizagéo
automatizada de conteudos protegidos em processos de mineracao de textos e dados para 0s
fins de pesquisa e desenvolvimento de sistemas de IA por organizacles e instituicdes
cientificas, de pesquisa e educacionais, museus, arquivos publicos e bibliotecas, desde que
observadas as seguintes condicoes:

| — 0 acesso tenha se dado de forma licita;

Il — ndo tenha fins comerciais;

Il —a utilizacdo de conteudos protegidos por direitos de autor e conexos seja feita
na medida necessaria para o objetivo a ser alcangcado, sem prejuizo dos interesses econémicos
dos titulares e sem concorréncia com a exploracdo normal das obras e contetidos protegidos.

8 1° Copias de conteudos protegidos por direitos de autor e conexos utilizadas nos
sistemas de A deveréo ser armazenadas em condicdes de segurancga, e unicamente pelo tempo
necessario para a realizacdo da atividade ou para a finalidade especifica de verificacdo dos
resultados.

§ 2° E vedada a exibic&o ou a disseminac&o das obras e contelidos protegidos por
direitos de autor e conexos utilizados no desenvolvimento de sistemas de IA.

8§ 3° Este artigo néo se aplica a instituigdes vinculadas, coligadas ou controladas
por entidade com fins lucrativos que fornecam sistemas de IA ou que tenham, entre elas,
participacdo acionaria.

8 4° Aplica-se o disposto no caput deste artigo & mineragdo de dados, por entidades
publicas ou privadas, no contexto de sistemas de 1A para combate a ilicitos civis e criminais,
que atentem contra direitos de autor e conexos.

Art. 64. O titular de direitos de autor e conexos podera proibir a utilizacdo dos
conteddos de sua titularidade no desenvolvimento de sistemas de 1A nas hipoteses nédo
contempladas pelo art. 63 desta Lei.

Paragrafo Unico. A proibicdo do uso de obras e conteldos protegidos nas bases de
dados de um sistema de A posterior ao processo de treinamento ndo exime o agente de IA de
responder por perdas e danos morais e materiais, nos termos da legislacdo aplicavel.

Art. 65. O agente de IA que utilizar conteudos protegidos por direitos de autor e
conexos em processos de mineragéo, treinamento ou desenvolvimento de sistemas de IA deve
remunerar os titulares desses contetidos em virtude dessa utilizacdo, devendo-se assegurar:

| — que os titulares de direitos de autor e conexos tenham condicdes efetivas de
negociar coletivamente, nos termos do Titulo VI da Lei n° 9.610, de 19 de fevereiro de 1998
(Lei dos Direitos Autorais), ou diretamente a utilizacdo dos contetidos dos quais sao titulares,
podendo fazé-lo de forma gratuita ou onerosa;

Il — que o calculo da remuneracgéo a que se refere o caput considere 0s principios
da razoabilidade e da proporcionalidade e elementos relevantes, tais como o porte do agente
de 1A e os efeitos concorrenciais dos resultados em relacdo aos contetdos originais utilizados;
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1l — a livre negociacdo na utilizacdo dos conteudos protegidos, visando a
promogédo de ambiente de pesquisa e experimentagdo que possibilite o desenvolvimento de
praticas inovadoras, e que néo restrinjam a liberdade de pactuacgéo entre as partes envolvidas,
nos termos dos arts. 156, 157, 421, 422, 478 e 479 da Lei n° 10.406, de 10 de janeiro de 2002
(Cédigo Civil), e o art. 4° da Lei n°9.610, de 19 de fevereiro de 1998 (Lei dos Direitos
Autorais).

8 1° A remuneracao a que se refere o caput deste artigo € devida somente:

| — aos titulares de direitos de autor e conexos nacionais ou estrangeiros
domiciliados no Brasil;

Il —a pessoas domiciliadas em pais que assegure a reciprocidade na protecdo, em
termos equivalentes a este artigo, aos direitos de autor e conexos de brasileiros, conforme
disposto nos arts. 2°, paragrafo unico, e 97, § 4°, da Lei n® 9.610, de 19 de fevereiro de 1998
(Lei dos Direitos Autorais), sendo vedada a cobranca nos casos em que a reciprocidade nédo
estiver assegurada.

§ 2° O titular do direito de remuneragdo previsto no caput que optar pela
negociacdo e autorizacdo direta, nos termos do inciso | do caput, podera exercé-lo
independentemente de regulamentacéo posterior.

Art. 66. A utilizacdo de conteldos de imagem, audio, voz ou video que retratem
ou identifiquem pessoas naturais pelos sistemas de IA deverd respeitar os direitos da
personalidade, na forma prevista na Lei n°® 10.406, de 10 de janeiro de 2002 (Cadigo Civil), e
na legislacéo pertinente.

Secao VvV
Do Incentivo a Microempresas, Empresas de Pequeno Porte e Startups

Art. 67. As autoridades setoriais deverdo definir critérios diferenciados para
sistemas de IA ofertados por microempresas, empresas de pequeno porte e startups que
promovam o desenvolvimento da industria tecnolégica nacional.

Pardgrafo Unico. Critérios diferenciados devem considerar o0 impacto
concorrencial das atividades econdmicas correlatas, o nimero de usuarios afetados e a
natureza das atividades econémicas exercidas.

CEAPI'TULO Xt
DA ATUACAO DO PODER PUBLICO

Secao |
Disposicdes Gerais

Art. 68. Constituem diretrizes para a atuacdo da Unido, dos Estados, do Distrito
Federal e dos Municipios no desenvolvimento da 1A no Brasil:

| — estabelecimento de mecanismos de governanga multiparticipativa,
multissetorial transparente, colaborativa e democréatica, com a participacdo do governo, do
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setor empresarial, do terceiro setor e da comunidade académica, especialmente considerando
0S grupos vulneraveis;

Il — promocdo da confianga nas tecnologias de IA, com disseminacdo de
informacdes e de conhecimento sobre seus usos éticos e responsaveis;

Il — estimulo & capacitacdo e a preparacdo das pessoas para a reestruturacdo do
mercado de trabalho;

IV — promocédo da interoperabilidade entre sistemas de IA, inclusive entre os
diferentes ambitos federativos e diversos setores da sociedade, com decisfes que busquem
evitar a dependéncia tecnoldgica e propiciar a continuidade do emprego dos sistemas
desenvolvidos ou contratados;

V — publicidade e disseminacdo de dados, de forma aberta, estruturada e segura;

VI — protecdo ao meio ambiente e desenvolvimento sustentével;

VII — promocdo da cooperacdo internacional, mediante estimulo ao
compartilhamento do conhecimento sobre sistemas de IA, de modo a facilitar a
interoperabilidade regulatéria e tecnoldgica;

VIII — promocgédo de investimento em IA voltada para a solugéo dos problemas do
Pais, promovendo seu desenvolvimento socioeconémico, cultural e ambiental, e para o
desenvolvimento do sistema produtivo nacional e regional, prezando pela autonomia
tecnoldgica do Pais e sua insercdo e competitividade nos mercados interno e internacional.

Art. 69. Os sistemas de IA de entes do poder publico devem buscar:

| — acessibilidade das pessoas, independentemente de suas capacidades fisico-
motoras, perceptivas, sensoriais, intelectuais, mentais, culturais e sociais, resguardados 0s
aspectos de sigilo e restricbes administrativas e legais;

Il — compatibilidade tanto com a leitura humana quanto com o tratamento
automatizado das informacoes;

I11 — facilidade de uso dos servicos de governo eletronico que utilizem sistemas de
IA;

IV — garantia de transparéncia quanto ao uso de sistemas de IA;

V — promocdo da cultura e da lingua portuguesa;

VI — estimulo ao desenvolvimento de sistemas de IA nacionais, com especial
atencdo para questdes nacionais e nuances culturais, de idioma e de contexto socioecondmico.

Secao Il
Da Formacao, da Capacitacéo e da Educacao

Art. 70. A administragdo publica, no &mbito da Unido, dos Estados, do Distrito
Federal e dos Municipios, implementara programas de:

| — educacdo, formacdo, capacitacdo, qualificacdo e requalificacdo técnica e
superior em |A alinhados as demandas do mercado e do setor publico;

Il — letramento digital para uso significativo, responsavel e com equidade dos
sistemas de A disponiveis, priorizando-se a educacdo basica;
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I11 — apoio para trabalhadores impactados e possivelmente afetados pela adogao da
IA, com foco na promogdo do bem-estar, requalificacdo, adaptacdo as novas exigéncias do
mercado de trabalho e reinsercao profissional;

IV — conscientizacgdo e capacitagcdo em sustentabilidade no campo das tecnologias
digitais avancadas, com énfase em praticas responsaveis na utilizacdo de recursos; e

V — incentivo as instituicdes de ensino para incluir em seus curriculos disciplinas
sobre impacto ambiental e sustentabilidade no desenvolvimento e operacdo de sistemas e
aplicagdes de 1A e outras tecnologias digitais avangadas.

§ 1° Os programas de que trata o caput buscardo reduzir as desigualdades,
sobretudo entre as diferentes regides do Pais.

§ 2° As medidas de letramento de que trata o inciso Il do caput incluirdo nocdes e
competéncias basicas sobre os sistemas de IA e o seu funcionamento, incluindo os diferentes
tipos de produtos e utilizacdes, 0s seus riscos e 0s seus beneficios.

Art. 71. O Estado deve, periodicamente, formular e fomentar estudos, bem como
fixar metas, estratégias, planos e cronogramas, referentes ao uso e ao desenvolvimento da 1A
no Pais.

CAPITULO XII
DISPOSICOES FINAIS E TRANSITORIAS

Art. 72. Os direitos e principios expressos nesta Lei ndo excluem outros previstos
no ordenamento juridico patrio ou nos tratados internacionais de que a Republica Federativa
do Brasil seja parte.

Art. 73. A fim de promover o desenvolvimento tecnoldgico nacional, o SIA
regulamentara regimes simplificados, envolvendo flexibilizacdo de obrigacGes regulatdrias
previstas nesta Lei, nos seguintes casos:

| — padrdes e formatos abertos e livres, com excecéo daqueles considerados de alto
risco ou que se enquadrarem na Sec¢do V do Capitulo 1V desta Lei;

Il — fomento nacional,

1l — incentivo a inovacdo e a pesquisa cientifica e tecnolégica no ambiente
produtivo, com vistas a capacitacdo tecnologica, ao alcance da autonomia tecnoldgica e ao
desenvolvimento do sistema produtivo nacional e regional do Pais;

IV — projetos de interesse publico e aqueles que atendam as prioridades das
politicas industrial e de ciéncia, tecnologia e inovacao e que sejam relacionados a solucdo dos
problemas brasileiros;

V — projetos realizados em parceria publico-privada, ou em parcerias estratégicas,
em Instituicdo Cientifica, Tecnologica e de Inovacdo (ICT), Ndcleo de Inovacdo Tecnoldgica
(NIT), fundacéo de apoio, parques tecnoldgicos ou polos tecnolégicos.

Paragrafo Unico. O Poder Executivo dispora acerca de incentivos econdmicos nos
casos previstos no caput deste artigo.

Art. 74. Em conformidade com o Capitulo IX desta Lei, o Poder Executivo:
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| — fornecera, no prazo de 2 (dois) anos, 0s recursos necessarios a ANPD, inclusive
para sua reestruturacdo administrativa, a fim de garantir seguranca juridica e eficiéncia na
supervisao e fiscalizacdo do cumprimento desta Lei;

Il — definira a lista de 6rgdos e entidades que figurardo como autoridades setoriais
integrantes do SIA;

I11 — definird a composicdo detalhada do Cria;

IV — definira a atuacdo da Camara de Mediacao e de Conciliacdo da Administracdo
Publica Federal; e

V — definira a composicédo e as competéncias do Cecia.

Art. 75. O caput do art. 3° da Lei n® 14.533, de 11 de janeiro de 2023 (Politica
Nacional de Educacéo Digital), passa a vigorar acrescido do seguinte inciso VI:

AT, B0 it a e e e

VI — letramento algoritmico critico e computacdo critica, que envolve a
leitura sobre as implicagdes sociais e humanas das tecnologias, considerando
especialmente a inteligéncia artificial.

............................................................................................................... ” (NR)

Art. 76. O art. 12 da Lei n°® 11.540, de 12 de novembro de 2007, passa a vigorar
acrescido do seguinte § 6°:

CATE. 12, ettt et

8 6° Nas hipoteses do inciso | do caput, alineas “a”, “b” e “d”, sera
priorizada a execucdo de pesquisas e projetos de inteligéncia artificial por
parte dos diversos atores nos setores publico e privado, ou por meio de
parceria publico-privada.” (NR)

Art. 77. A regulacdo de aspectos associados a circulacao de contetudo online e que
possam afetar a liberdade de expresséo, inclusive o uso de 1A para moderacao e recomendacao
de conteddo, somente podera ser feita por meio de legislacdo especifica.

Art. 78. A implementacdo desta Lei observara o ato juridico perfeito, o direito
adquirido e a coisa julgada.

Art. 79. Considerando o impacto da transformacao tecnologica, cabera ao SIA, a
cada quadriénio, promover estudos e emitir parecer opinativo a ser enviado ao Congresso
Nacional quanto a necessidade de aprimoramento das normas estabelecidas nesta Lei.

Art. 80. Esta Lei entra em vigor apds decorridos 730 (setecentos e trinta) dias de
sua publicacao oficial.

8 1° Entram em vigor apos 180 (cento e oitenta) dias da publicacdo desta Lei:

| —oart. 13;

Il — as regras previstas na Secdo V do Capitulo IV; e



Il — as regras previstas na Secdo IV do Capitulo X, salvo o art. 62, que possui
vigéncia imediata.

8 2° Entram em vigor na data de publicacéo desta Lei:

| — as disposicbes do Capitulo IX, com excec¢do do art. 50;

Il — as seguintes Secbes do Capitulo X:

a) Secéo Ill; e

b) Secéo V.

Senado Federal, em de de

Senador Rodrigo Pacheco
Presidente do Senado Federal
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