VOTO EM SEPARADO

Perante a COMISSAO DE RELACOES
EXTERIORES E DEFESA NACIONAL,
sobre o Projeto de Lei da Camara n° 41, de
2010 (n° 219, de 2003, na origem), do
Deputado Reginaldo Lopes, que regula o
acesso a informagoes previsto no inciso
XXXIII do art. 5°, no inciso Il do § 3° do
art. 37 e no § 2° do art. 216 da
Constituicdo Federal; altera a Lei n® 8.112,
de 11 de dezembro de 1990, revoga a Lei
n® 11.111, de 5 de maio de 2005, e
dispositivos da Lei n°® 8.159, de 8 de janeiro
de 1991; e da outras providéncias.

I- RELATORIO

O Projeto de Lei da Camara (PLC) n® 41, de 2010, de autoria do Deputado
Reginaldo Lopes (PT/MG), visa regular o acesso a informacgdes previsto no
inciso XXXIII do art. 5°, no inciso II do § 3° do art. 37 e no § 2° do art.
216 da Constituicao Federal, bem como a alterar a Lei n® 8.112, de 1990,
revogar a Lein® 11.111, de 2005, e revogar dispositivos da Lei n° 8.159, de
1991.

O objetivo da proposicdo ¢ o de estabelecer os procedimentos a serem
observados pela Unido, Estados, Distrito Federal e Municipios, de modo a
garantir o acesso de qualquer cidaddo ou entidade as informacdes e
documentos publicos dos diversos orgaos integrantes da administragao

direta e indireta.



Depois de aprovada na Camara dos Deputados, a proposicao foi apreciada
por trés das comissOes permanentes do Senado Federal: de Direitos
Humanos, Defesa do Consumidor e Legislacdo Participativa (CDH); de
Constituigdo, Justica e Cidadania (CCJ); e de Ciéncia, Tecnologia,

Inovacao, Comunicag¢do e Informatica (CCT).

A matéria foi enviada, posteriormente, ao exame da Comissao de Relagdes
Exteriores ¢ Defesa Nacional (CRE) desta Casa, onde ndo recebeu

emendas.

Nas trés comissdes permanentes do Senado por onde ja tramitou, o Projeto

recebeu emendas apenas na CCT, todas de redagao.

Aprovado requerimento para tramitagdo em regime de urgéncia, o Projeto
for remetido diretamente ao Plenario, sendo necessaria, ainda, a
apresentacdo do parecer da CRE. Nesta Comissdo, o ilustre Relator
apresentou Parecer de Plendrio, em substituicdo a Comissao, que propde
um Substitutivo, o qual modifica substancialmente o texto original do

Projeto.

II- ANALISE

O Substitutivo apresentado pelo Relator, apesar de bem-fundamentado e
fruto, sem davida, de um esfor¢o intelectual notavel, introduz, no nosso

entendimento, retrocessos inaceitaveis no texto do PLC n° 41, de 2010.



De fato, indo na contramdo da transparéncia, do principio da

accountability e da tendéncia internacional, o Relator introduziu, entre

varias outras, as seguintes grandes modificagdes no texto aprovado na

Camara:

II.

Retira a obrigatoriedade da divulgagdo das informacgdes
desclassificadas pela rede mundial de computadores-internet- (arts
7° e 9° do Substitutivo). Agora, prevé-se apenas a possibilidade de
que 1sso ocorra. A alegag¢do do Relator de que a obrigatoriedade da
divulgacdo das informacdes provocaria um novo “Wikileaks”, em
referéncia a recente disseminacdo ilegal de informacdes secretas
pela internet, ndo nos parece razoavel. O PLC prevé que somente
informacdes ja legalmente disponibilizadas ao publico serdo
divulgadas pela internet. Lembramos que a le1 do EFOIA, aprovada
por Clinton em 1995, também tornou obrigatéria, nos EUA, a
divulgagdo das informagdes desclassificadas pela rede mundial de

computadores.

Suprime o § 3° do artigo 10 que, no texto original, vedava a
apresentagdo de exigéncias relativas aos motivos determinantes do
pedido de informagdo. Ora, se a informacdo ja estd legalmente
disponivel ao publico, ndo ha porque se fazer exigéncias sobre os
motivos do pedido. A simples identificagdo do cidaddo basta. As
legislagdes da Finlandia e dos EUA, por exemplo, funcionam dessa
maneira. Resta perguntar: se a autoridade considerar que os motivos

alegados sdo insuficientes, ela poderd negar a informacao que o
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I1I.

IV.

cidaddo tem o direito de receber?

Suprime o recurso a Controladoria Geral da Unido e da Comissao
Mista de Reavaliagdo de Informagdes, quando se tratar de
informacdes relativas as Forcas Armadas. Agora tal recurso pode
ser apresentado, em ultima instancia, apenas ao Ministro da

Defesa (artigo 15 do Substitutivo).

Suprime a desclassificacdo automatica de informagdes, no caso de
documentos ultrassecretos e daqueles de outras classificagcdes que
contenham informacdes cujo sigilo seja imprescindivel a seguranca
da sociedade e do Estado. Assim, tais informagdes s6 poderdo ser

divulgadas apoOs autorizacdo prévia de autoridades, mesmo que o

prazo do sigilo ja tenha se esgotado. Ora, se as autoridades nao se

pronunciarem, no prazo estipulado em lei, sobre os documentos e
informagdes cujo prazo de sigilo esteja vencendo, tais informacoes
ttm de ser disponibilizadas. Nao permitir a desclassificagao
automatica significa, na pratica, submeter a disponibilizacdo das
informagdes a um tramite burocratico feito ao sabor dos interesses
das autoridades de plantdo. Muitas informag¢des poderdo continuar
secretas, mesmo ao arrepio da lei, porque a decisdo burocratica sobre
a sua desclassificacao nao foi realizada, por quaisquer motivos. Dizer
que a desclassificagdo automatica vai provocar uma avalanche de
informagdes a serem disponibilizadas € que os 6rgdos publicos nao
terdo condicoes de fazer as avaliagcdes necessarias também nao nos

parece razoavel, at¢é mesmo porque o numero de documentos que



contém informacdes ultrassecretas ndao ¢ grande. Nos EUA, pais no
qual existe a desclassificacdo automatica, em face de eventual
omissao dos o6rgaos publicos sobre a prorrogacdo de prazos, nao ha
vazamentos indevidos e, muito menos, “Wikileaks” oficiais. A
burocracia brasileira tem de se adaptar a cultura da transparéncia e
revisar periodicamente os documentos sigilosos sob a sua guarda. A
transparéncia do Estado tem de ser ativa. Observe-se, por ultimo, que
o projeto original do Poder Executivo também previa a
desclassificacido automdtica de informacdes, inclusive para

informacoes secretas e ultrassecretas.

Permite o sigilo indefinido ou eterno para os documentos
classificados como ultrassecretos e os de outras classificacoes
cujo sigilo seja imprescindivel a seguranca da sociedade e do
Estado, para os quais ndao havera limite de prorrogacoes (§ 2° do
artigo 21 do Substitutivo). Com tal dispositivo, quaisquer
informagdes poderao ter prazo de sigilo indefinido, a depender da
decisdo monocratica de autoridades. Este ¢ um dos pontos mais
polémicos do Substitutivo apresentado. A alegacdo de que todas as
legislagdes das grandes democracias modernas prevéem o sigilo
eterno ndo ¢ verdadeira. Nos EUA, por exemplo, a Executive Order
13,526, assinada pelo presidente Barack Obama em dezembro de
2009, proibe, de forma taxativa, o sigilo eterno de quaisquer
informagdes. Permite-se, agora, um prazo maximo de 75 anos para
pouquissimas informagdes extremamente sensiveis, como as relativas
a detalhes sobre a construcdo de armas de destruicio em massa.
Entretanto, o texto do Substitutivo permite a prorrogagao por prazo
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VI

indefinido do sigilo de quaisquer informagdes que, sob o
discernimento monocratico de autoridades, seja essencial a seguranga
da sociedade e do Estado. Ora, com tal redacdo muito abrangente e
genérica, a imprescindivel transparéncia da administragdo publica
brasileira poderia ficar comprometida. Discordamos do argumento,
utilizado pelo Relator para justificar o sigilo eterno, de que o tempo
dos Estados ¢ distinto do tempo dos homens. Embora, obviamente, o
tempo do Estado seja diferente do tempo dos homens tomados
individualmente, numa democracia o tempo do Estado tem de ser
submetido ao tempo da cidadania. Ademais, duvidamos que, face a
mutabilidade dos cenarios mundial e nacional, existam informagdes
que tenham de ficar protegidas indefinidamente ou por um periodo
muito longo. Ha apenas 25 anos atrds, Argentina e Brasil sO se
pensavam no quadro restrito das confrontacdes e dos cendrios de
guerra. Hoje, no entanto, tais paises estdo unidos num projeto
estratégico comum: o Mercosul. Diga-se de passagem, o proprio
[tamaraty manifestou a opinido de que os antigos documentos
secretos sob seu resguardo, como os relativos a Guerra do Paraguai e
a incorporacdo do Acre ao territorio nacional, poderiam ser

divulgados, sem comprometer as relagcdes internacionais do Brasil.

Introduz ressalva no artigo 21 do projeto, permitindo que
possam ser negadas informacdes necessarias a tutela judicial ou
administrativa de direitos fundamentais (artigo 18 do
Substitutivo). De fato, a nova redacdo permite tal recusa, quando o
sigilo da informagdo “for imprescindivel a seguranga da sociedade e

do Estado”. Com isso, documentos que seriam necessarios as
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VII.

investigagdes relativas a violagdes de direitos humanos poderdo ser
recusados, sob a desculpa da protecao de sigilo. Evidentemente, tal
texto, se aprovado, poderia afetar gravemente a Comissdo da
Verdade, bem como quaisquer outras instancias que se dispusessem a
apurar violagdes de diretos humanos, pretéritas ou atuais. Trata-se,
neste caso, de retrocesso fundamental, ndo apenas em relacdo ao
PLC n° 41, mas também em relagdo ao texto original do projeto do

Executivo.

Retira as prerrogativas decisorias da Comissio Mista de
Reavaliacio de Informacoes, transformando-a em instincia

meramente consultiva.

Além disso, verificamos varias outras modificagdes que conspiram contra o

principio da transparéncia ativa do Estado, como, por exemplo:

a) a exclusdo do dever geral do Estado de “garantir o
direito de acesso a informac¢do, que sera franqueada,
mediante procedimentos objetivos e ageis, de forma
transparente, clara e em linguagem de facil
compreensdo” (art. 5° do PLC);

b) a exclusdo da expressdo ‘“independentemente de
solicitagcdes” do principio da divulgag¢do de informacdes

pelo Poder Publico (art. 3°, II do PLC).



Também nos causou surpresa a supressao da responsabilidade do agente
publico pela negativa de acesso nao fundamentada e pelo extravio de

informagao (supressao dos §§ 4°, 5° e 6° do art. 7° do PLC).

Assim sendo, o texto do Substitutivo representa, de fato, grande retrocesso,

inclusive quando o comparamos com 0 texto do projeto original do Poder

Executivo, que € bem mais avancado.

Além dos argumentos ja expostos, gostariamos de aduzir que discordamos

de varios outros pontos do parecer do ilustre Relator.

Em primeiro lugar, discordamos do Relator quando afirma que a extingado
da categoria de sigilo “confidencial” poderia criar embaragos para o Brasil,
em razao de que alguns acordos internacionais firmados pelo pais prevéem

tal categoria de sigilo em seu escopo.

Ora, inicialmente ¢ preciso considerar que todos os paises t€m normas
diferenciadas sobre a protecdo de sigilo. Se a harmoniza¢do das normas
internas sobre o tema fosse pré-condicdo para a assinatura de atos
internacionais, nao haveria acordos em muitas areas sensiveis. Na

realidade, o que acontece normalmente € que tais acordos prevéem que o

sigilo serd tratado consoante as normas internas dos signatarios. Eventuais
diferengas sdo harmonizadas mediante ajustes complementares. Assim,
caso as informagdes geradas por algum acordo internacional tenham prazo
de sigilo de 10 anos (o equivalente ao prazo ‘“confidencial”, na atual

normativa brasileira), elas poderdo ser reclassificadas como secretas ou



reservadas, a depender das negociacdes entabuladas com a outra Parte

Contratante. Nao ha nenhum problema quanto a isso.

Além disso, o artigo 36 do PLC n° 41 estipula claramente que:

Art. 36. O tratamento de informagdo sigilosa resultante de tratados,
acordos ou atos internacionais atendera as normas e recomendacoes
constantes desses instrumentos.

Lembramos também que a atual normativa norte-americana sobre o tema

tem, tal como proposto no PLC n® 41 e no projeto original do Poder

Executivo, apenas trés categorias de sigilo: top secret, secret e confidential.
Assim, ndo ha, naquele pais, a categoria de reservado, constante na
normativa atual brasileira e mantida pelo PLC n°® 41. Outros paises também
tém categorias diferentes. No entanto, isso ndo impediu o Brasil de firmar
acordos com essas outras nacodes. Observe-se que, no caso da legislagao
norte-americana, o prazo do sigilo ¢ dado, prioritariamente, pelo evento ou
data a partir da qual ndo se justificaria mais o sigilo da informacao.
Somente na eventualidade de que essa data ou evento especifico ndo possa
ser determinado ¢ que ¢ estabelecido um prazo genérico. Portanto, no que

se refere a prazos de sigilo, eles podem ser extremamente variados.

Duvidamos, por ultimo, que quaisquer informagdes produzidas no ambito
desses acordos necessitem de mais de 50 anos de prote¢cdo (prazo maximo

previsto no PLC n°41).



Em segundo lugar, também nao concordamos com as apreciagdes do
Relator sobre a Comissao Mista de Reavaliagdo de Informagdes. O PLC n°
41 mudou a natureza dessa comissdao. O projeto original do Poder

Executivo criava a Comissdao de Reavaliagao de Informacgdes, instituida no

ambito da Casa Civil. Tratava-se de um 6rgdo do Executivo, composto por
Ministros de Estado. O PLC 41° criou a Comissao Mista de Informagdes,

instituida em contato permanente com a Casa Civil e composto por

membros dos trés poderes: Executivo, Legislativo e Judiciario. Nao se trata

mais, portanto, de um 6rgao tipico do Executivo. Assim, a Comissao Mista
de Reavaliacdo de Informacdes ndo pode estar diretamente subordinada a
autoridades daquele poder. Por isso mesmo, na nova redagdo ela estd em
contato permanente com a Casa Civil, mas ndo a ela subordinada. Por
obvio, ela também ndao pode ser submetida a hierarquia decisoria de

qualquer poder tomado isoladamente, como pretende o Relator.

Trata-se, a nosso ver, de extraordinario progresso democratico. Permitir
que representantes do Legislativo e do Judicidrio participem também das
grandes decisdes relativas a desclassificacdo de documentos sigilosos
significa dar maior legitimidade a politica de tratamento das informacdes
sigilosas, submetendo decisdes monocraticas ao crivo de um O&rgao

colegiado representativo dos trés poderes da republica.

Ora, tornar a Comissao um 6rgdao meramente consultivo, como pretende o
Relator, implica retrocesso inaceitdvel. Mencione-se que o projeto original
do Poder Executivo também conferia a Comissao poderes decisérios, como

a prerrogativa de rever a classificacdo de documentos sigilosos.
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No que tange a classificagdo dos documentos sigilosos, saudamos a
preocupacdo do Relator em estabelecer, na lei, pardmetros e critérios
objetivos para tal procedimento. Contudo, consideramos que tais critérios
poderdo ser melhor estipulados na regulamentacdo, como ja ¢ a praxe da

normativa brasileira.

Em nossa opinido, deveria prevalecer o texto do PLC n°® 41, pelas razdes

que passamos a apresentar.

A) A Tendéncia Internacional

Nas ultimas décadas, observa-se, especialmente nas nagdes com maior
experiéncia democratica, uma tendéncia irreversivel a flexibilizacdo das
normas relativas a producdo e manutengdo de informagdes sigilosas e a

facilitacdo do acesso a essas informagdes por parte do cidaddo comum.

Esse processo vem sendo consubstanciado em leis conhecidas normalmente
como Freedom of Information Acts (Leis de Liberdade de Informagdo), as
quais se baseiam no entendimento de que as informagdes produzidas pelos
governos, sigilosas ou ndo, sdo financiadas com dinheiro publico e,

portanto, pertencem aos cidaddos pagadores de impostos.

Tal processo, entretanto, ndo ¢ linear. Ao se analisar a historia recente da
claboracdo e da aplicagdo dessas leis, constata-se que elas despertam
resisténcias e, freqlientemente, sdo descumpridas ou cumpridas apenas de
forma parcial. Ademais, os atentados de 11 de setembro e outros atos

terroristas ocorridos nos EUA, no Reino Unido ¢ em outros paises do
11



mundo introduziram um grave elemento complicador em todo esse

processo, ja de por si complexo e delicado.

De fato, a elaboragdo desses instrumentos legais deve ser bem estudada e
debatida, de forma a se alcancar o delicado equilibrio entre a necessidade
de se proteger adequadamente documentos e informagdes que, de fato,
sejam, por prazo determinado, vitais para a seguran¢ca do pais, e a
imprescindivel transparéncia no trato da coisa publica, a qual define

qualquer regime democratico que mere¢a tal denominag¢do. Sem duvida

alguma, esse ¢ o ponto crucial de qualquer iniciativa que se refira a tal

assunto.

Nao obstante as marchas e contramarchas inerentes a esse processo, muitos

avangos importantes e irreversiveis foram realizados.

Nos EUA, pais que preza como poucos a liberdade de informacao, foi
elaborada, ja em 1966, o Freedom of Information Act (Lei de Liberdade de
Informacao), mais conhecido como FOIA. Essa lei, além de determinar o
livre acesso a maior parte das informagdes produzidas pelo Executivo,
permite que cidaddos comuns contestem, na Justica, a classificacdo de

documentos por parte de agéncias governamentais norte-americanas.

Porém, a efetiva implantagdo do FOIA norte-americano demorou décadas.
Nos anos 60 ¢ 70, ele praticamente inexistiu, dadas as resisténcias e a ma
vontade do Executivo, notadamente das agéncias de inteligéncia (CIA, FBI,
Secret Service, etc.). Ademais, ndo havia outras normas que

regulamentassem, de forma clara, as determinagdes contidas naquela lei.
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A situagdo comegou a mudar na década de 80, quando cidaddos comuns
questionaram, de forma mais intensa, a manuten¢dao do sigilo de certos
documentos. Embora as cortes norte-americanas fossem, em geral,
deferentes em relagdao aos argumentos das agéncias governamentais, houve
casos em que simples cidaddos conseguiram a revelagdo de informagoes

sigilosas.

Em 1985, o caso, julgado em corte californiana, que ficou conhecido como
Powell versus United States Department of Justice resultou na
desclassificacdo de documentos sigilosos. A citada corte convenceu-se de
que ‘“a revelacdo das informagdes ndo representava ameaca a seguranga
nacional”. Ressalte-se que o governo norte-americano apelou do resultado
na Court of Appeals for the Ninth Circuit ¢ na Suprema Corte, tendo

perdido em ambas.

Em 1986, em Nova lorque, uma corte distrital também deu ganho de causa
a um cidadao comum, no caso que ficou conhecido como Donavan versus
FBI. A Court of Appeals for the Second Circuit manteve a decisdo da corte
distrital.

Tais casos, além de varios outros, demonstram que, em nome da liberdade
de informagao e da transparéncia da administragdo publica, a classificagao
de documentos sigilosos por parte de autoridades do Executivo pode ser

contestada por outro poder.
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Mas foi na administragdo de Clinton que o processo de transparéncia
ganhou maior impulso. Clinton elaborou e implantou o Electronic FOIA
(EFOIA), lei que aprimorou o FOIA e obrigou as agéncias de governo
norte-americanas a disponibilizar, na internet, informacdes sigilosas
desclassificadas. Desse modo, qualquer cidaddo, norte-americano ou nao,

pode, hoje em dia, acessar livremente documentos que eram sigilosos.

Além do EFOIA, a administracdo Clinton também elaborou e implantou
outra importante norma juridica destinada a ampliagdo da transparéncia.
Referimo-nos a Executive Order 12,958, de 14 de outubro de 1995, a qual
normatiza a classificacdo de documentos sigilosos. Pois bem, a Section 1.5
(Secgao 1.5) do referido instrumento especifica os tipos de informagdo que

podem ser objeto de classificacao sigilosa. Sao elas:

a) vulnerabilidades e capacidades dos sistemas, instalagdes, projetos e

planos relativos a seguranga nacional;

b) métodos, fontes e atividades dos servigos de informagao;

c) criptologia;

d) operagdes e planos militares;

e) assuntos econdmicos, cientificos e tecnoldgicos relacionados a

seguranga nacional;
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f) programas governamentais para a seguranca ¢ salvaguarda de materiais

¢ instalacdes nucleares;

g) informacgdes sobre governos estrangeiros;

h) informagdes sobre atividades externas, incluindo fontes confidenciais.

Trata-se, evidentemente, de uma categorizacdo detalhada e precisa das
informagdes que podem ser classificadas como sigilosas. Esclareca-se que
a norma norte-americana estipula que tais informagdes ndo deveriam ser, a
priori, automaticamente classificadas. Ademais, a Executive Order 12,958
determinava que, no caso de duvida sobre a necessidade de se classificar

uma informacgao, ela deveria ser mantida nao confidencial.

A citada norma também dispunha sobre os limites da classificacio, o que ¢

de extrema relevancia para balizar o arbitrio das autoridades que t€m poder
para atribuir sigilo as informagdes. De acordo com a regulamenta¢do norte-
americana, a classificacdo de informacdes nao poderia ser feita para, entre

outros motivos:

1- encobrir violagdo da lei, ineficiéncia ou erro administrativo;

11-  prevenir embaracos as autoridades ou as agéncias governamentais;

iii-  prevenir ou atrasar a revelagdo de informacdo que ndo represente

ameaga concreta a seguranga nacional;
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Outra importantissima disposi¢do encontrada na Executive Order 12,958
refere-se a implantacdo de mecanismo, mediante o qual a atribuicao de
sigilo pode ser questionada no proprio ambito governamental. Os
individuos que tém acesso as informacgodes sigilosas sdo ‘“encorajados” a
questionar a sua classificacdo, sempre que considerarem que ela ¢
impropria. Além disso, a norma norte-americana obriga as “agéncias” a
implantarem programas relativos a desclassificagdo de informacgdes, de
forma a se evitar que os individuos que questionem o sigilo de documentos

sofram represalias.

Essas duas normas juridicas do governo Clinton tornaram mais facil a
obtencao de informag¢des e contribuiram significativamente para a causa da
transparéncia na administragdo publica. No entanto, essa norma ainda
continha brechas que permitiam, em casos excepcionais, a manutencao do

sigilo por tempo indeterminado.

Ora, a mais recente norma norte-americana sobre o assunto, a Executive
Order (Ordem Executiva) 13,526, que substitui a Executive Order 12,958,
assinada por Barack Obama em dezembro de 2009, sepultou de vez essa

possibilidade. De fato, a nova norma proibe taxativamente que quaisquer

informacoes possam permanecer sigilosas por prazo indefinido.

O prazo maximo previsto, em casos absolutamente excepcionais, ¢ de 75

anos. Saliente-se que tais casos s6 podem contemplar informacgdes relativas
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a fabricacdo de armas de destruicao em massa e a identidade de fontes

de informacdes sigilosas.

O mesmo processo ocorrido no EUA também ocorreu, com ritmos e
intensidades diferentes, em outros paises, como Canada e Reino Unido. No
Canada, foi implantado, em 1983, o Acess to Information Act, medida legal
semelhante ao FOIA dos EUA, que permite que cidadaos possam obter
registros, documentos e informagdes governamentais, sigilosas ou ndo, no

prazo de 15 dias. No Reino Unido também foi implantado, recentemente

(2005) e apos muitas resisténcias, o FOIA Act, similar as leis norte-

americana e canadense.

Sao leis bastante liberais, sem divida mais avangadas que a brasileira. No
Canad4, por exemplo, h& as chamadas Cabinet -confidences
(“confidencialidades do Gabinete”), que excluem da lei de acesso
canadense informagdes, registros e documentos que possam ser
considerados, sob critério governamental, sensiveis ou capazes de produzir,
se divulgados, prejuizos ao pais ou a nagdo estrangeira. Nesses casos,
contudo, as informacdes sdo mantidas em sigilo pelo prazo MAXIMO de
20 anos. Além disso, o cidaddo comum pode contestar a classificagao de

informacgdes na justica.

Também paises como Noruega, Dinamarca, Suécia, Franga, Italia, Bélgica,
Holanda, Portugal, Espanha, Eslovénia, etc., tém leis semelhantes,
inspiradas, em alguns casos, na experiéncia pioneira dos EUA. No caso da
Dinamarca e da Suécia, as primeiras normas sobre o assunto datam do

século XVIII.
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Na América Latina, na¢des como Meéxico e Chile também tém legislagdes
mais avancadas que a nossa a esse respeito. A lei mexicana, aprovada em
2002, proibe, por exemplo, que informagdes relativas as violacdes de

direitos humanos possam ser mantidas sigilosas.

Pois bem, quais as caracteristicas gerais dessas leis?

Em primeiro lugar, elas consagram o principio da transparéncia e a idéia
de que a informacao pertence ao cidaddo. A ampla divulgacdo ¢ a regra. O

sigilo € excegao.

Em segundo, embora todas elas determinem excegdes baseadas na
seguranca nacional, tais exceg¢des sao realmente excegdes que tém, em
geral, prazo de validade determinado. Ademais, elas sdo continuamente

revistas.

Em terceiro, elas permitem a contestacao da classificagcdo na justica.

Em quarto, elas criam programas de desclassificagdo sistematica e

automatica das informagdes sigilosas.

Em quinto, elas estabelecem a primazia dos direitos humanos

fundamentais e do direito a informagao sobre o sigilo dos documentos.

No plano do direito internacional ptiblico, ademais das normas relativas ao

direito a informag¢ao contidas na Declaragdo dos Direitos do Homem, ¢
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preciso mencionar a CONVENCAO SOBRE ACESSO A INFORMACAO,
PARTICIPACAO DO PUBLICO NO PROCESSO DE TOMADA DE
DECISAO E ACESSO A JUSTICA EM MATERIA DE MEIO AMBIENTE,
firmada em Aarhus, Dinamarca, 25 de Junho de 1998, mais conhecida

como “Convencao de Aarhus”.

Tal convengio, assinada no ambito da Europa e da Asia Central, inclui 44
paises e propugna pelo direito dos cidaddos de acessar livremente

informagdes relativas as politicas e a¢des relativas a area ambiental.

Ela estd baseada em trés pilares:

a) O direito de requerer e acessar livremente informacoes
governamentais referentes ao assunto;

b) O direito de participar do processo de decisdo sobre as politicas e
legislagcdes ambientais; e,

c) O direito de contestar, na justica, acdes governamentais que
restrinjam a participagdo dos cidaddos na tomada de decisdes e seus

direitos relativos a informacao.

Muito embora a Convencdo de Aarhus preveja que os Estados possam
negar algumas informagdes consideradas sigilosas por sua legislacdo
interna, ela estipula que tal denegacao tem de ser justificada. Ademais, ela

permite a contestacdo dessa denegagado pela via judicidria.

A Convengao de Aarhus, apesar de limitada as informagdes sobre meio

ambiente, criou um precedente importante no direito internacional publico.
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Trata-se do primeiro instrumento desse ramo do direito que reconhece
explicitamente a primazia do direito a informagdo sobre as “razdes de
Estado” e que instrumentaliza o cidaddo para o exercicio efetivo desse

direito.

B) A Normativa Nacional

Pois bem, ao contrario desses paises ¢ na contramdo da tendéncia
internacional, o Brasil ainda nao possui uma lei especifica que discipline tal
questdo com prolixidade e precisdo. Atualmente, as principais regras que
regem a classificacio e a salvaguarda de documentos sigilosos estdo
consubstanciadas no artigo 23 da Lei n°® 8.159, de 8 de janeiro de 1991, na
Lein®11.111, de 2005, oriunda da Medida Proviséria n® 228, de 2004, ¢ no
0

Decreto n° 5.301, de 9 de dezembro de 2004, que modificou o Decreto n
4.553, de dezembro de 2002.

A Lein®11.111, de 2005, resultante da Medida Proviséria n° 228, de 2004,
regulamentou “a parte final do disposto no inciso XXXIII do caput do art.
52 da Constituicdo Federal” e deu outras providéncias. Esse inciso

constitucional tem a seguinte redacao:

XXXIII — todos tém direito a receber dos orgdos publicos informagoes de
seu interesse particular, ou de interesse coletivo ou geral, que serdo
prestadas no prazo da lei, sob pena de responsabilidade, ressalvadas
aquelas cujo sigilo seja imprescindivel a seguranca da sociedade e do

Estado, (grifo nosso)
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Dessa maneira, a nossa Constituicdo Federal assegura o direito de todo
cidadao receber do poder publico ndo somente informagdes do seu
interesse particular, mas também informacdes de interesse coletivo e geral,
ressalvado o sigilo imprescindivel a seguranca da sociedade e do Estado.
Pois bem, a Lei n° 11.111, de 2005, tentou regulamentar precisamente essa

ressalva do texto constitucional.

Ela estipula, em seu artigo 2° que o “acesso aos documentos publicos de
interesse particular ou de interesse coletivo ou geral sera ressalvado
exclusivamente nas hipoteses em que o sigilo seja ou permaneca
imprescindivel a seguranca da sociedade e do Estado, nos termos do
disposto na parte final do inciso XXXIII do caput do art. 5° da Constituigdo
Federal.”

Além disso, ela instituiu, no ambito da Casa Civil da Presidéncia da
Republica, a Comissdo de Averiguacido e Analise de Informacoées
Sigilosas, com a finalidade de decidir sobre a aplicacdo da ressalva ao

acesso de documentos.

A citada lei também determinou que o acesso aos documentos publicos
classificados no mais alto grau de sigilo poderé ser restringido pelo prazo e
prorrogacgdo previstos no § 2° do art. 23 da Lei n°® 8.159, de 8 de janeiro de
1991(trinta anos + trinta anos, no caso dos documentos ultrassecretos), bem
como estipulou que, vencido esse prazo maximo, os documentos

classificados no mais alto grau de sigilo tornar-se-ao de acesso publico.
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Porém, a norma dispos que:

Antes de expirada a prorrogagdo do prazo de que trata o caput deste
artigo, a autoridade competente para a classificacdo do documento no
mais alto grau de sigilo podera provocar, de modo justificado, a
manifestacdo da Comissdo de Averiguag¢do e Andlise de Informagoes
Sigilosas para que avalie se o acesso ao documento ameagara a soberania,
a integridade territorial nacional ou as relagoes internacionais do Pais,
caso em que a Comissdo poderd manter a permanéncia da ressalva ao

acesso do documento pelo tempo que estipular.

Dessa forma, a norma atual determina que, no caso dos documentos com
maior grau de sigilo, o prazo maximo para a sua desclassificacdo podera se
prolongar além dos 60 anos, de forma indefinida, a depender da avaliagdao

da referida Comissao.

Assim, persistem criticas sobre a norma atual. A maioria delas tange a
possibilidade de que os documentos de maior grau de sigilo fiquem
indisponiveis ao publico por um periodo excessivamente dilatado ou
mesmo indefinidamente, o que poderia ensejar a protecdo a atos ilegais,
antidemocraticos e atentatérios aos direitos humanos. Ademais, a
legislagdo atual ndo estabeleceu, com a devida acuidade, as condigdes € os
mecanismos de acesso a informagdo e tampouco determinou a necessaria

primazia da prote¢do dos direitos humanos, em relagao ao sigilo do Estado.

Por conseguinte, e mesmo reconhecendo os avangos produzidos

recentemente nesse campo, ¢ imperioso constatar que o Brasil ainda precisa
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de norma mais completa ¢ moderna sobre acesso a informagdo. Na

realidade, estamos muito atrasados, nesse aspecto.

De um modo geral, precisamos ainda de uma normativa que, tais como as

leis de outros paises e acompanhando a tendéncia internacional:

v estabeleca limites claros para os processos de classificacdo de

informacoes;

v' estipule processos atives, sistematicos ¢ transparentes de

desclassificacao das informacades;

4 facilite o acesso do publico as informacgdes, prevendo, inclusive, a
sua disponibilizacdo na internet, prazos exiguos para o cumprimento de
demandas e instancias independentes para que o cidaddo possa recorrer da

decisao monocratica de autoridades;

v' determine a elaboragdo de relatdrios transparentes sobre 0s processos

de desclassificacao de informagdes e documentos;

v' estabelega claramente a primazia da protegdo aos direitos humanos

fundamentais sobre “as razoes de Estado”.
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C) OPLCn®41,de 2010

Na realidade, esses sdo precisamente os objetivos do PLC n° 41, de 2010.
Ele ¢ condizente com a normativa internacional sobre o assunto. Consagra
os principios da transparéncia e da publicidade e regulamenta, de fato, o
direito do cidadao de ter acesso a informagao. As exce¢oes sao concebidas
como tal: devem ser devidamente justificadas, submetidas a revisdao
sistematica, independentemente de solicitacdes, e, acima de tudo, nao
podem ter prazo indeterminado. Ademais, ele prevé explicitamente a
obrigatoriedade da desclassificagdo de informagdes nas investigacdes sobre

violagdes de direitos humanos.

Embora baseado no Projeto de Lei n® 5.228, de 2009, que tem como autor o
Poder Executivo, o PLC n° 41, de 2010, introduziu uma série de avangos no

texto original. Entre os principais avangos, podemos destacar os seguintes:

1. Ambito da Norma

O projeto do Poder Executivo, embora regulamente dispositivos
constitucionais que dizem respeito a Administragdo Publica como um todo,
nao explicita com clareza o seu ambito de aplicacdo. O PLC n° 41, de 2010,
corrigiu tal omissao estipulando, com precisdo, que a nova norma se aplica
a todos os poderes (legislativo, executivo e judiciario) em todas as esferas
(Unido, Estadual e Municipal), inclusive a administracdo indireta. Com
1sso, a nova proposta de normativa da Camara tornou-se clara e

explicitamente abrangente, ndo dando margem a interpretagdes restritivas.
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2. Prazo de Sigilo

O Projeto do Poder Executivo preve, assim como a norma atualmente em

vigor, que a Comissiao de Reavaliacio de Informacdes (Comissdao Mista
de Reavaliacao de Informacgdes, no PLC n°® 41) pode prorrogar o prazo de
protecdo das informacdes ultrassecretas, sempre que considerar que a
desclassificacdo de tais informacdes pode causar prejuizo a seguranca
nacional ou as relagdes internacionais do Pais. Com isso, sdo criadas as
condi¢des para os sigilos por prazo indeterminado. O PLC n° 41 permite
uma unica renovacdo dos prazos de protecdo para as informacgoes
ultrassecretas. Assim sendo, o prazo maximo de sigilo para as informacgoes

ultrassecretas seria de 50 anos (25+25).

Esse ¢, como se sabe, o ponto mais polémico do projeto. No entanto,
podemos afirmar que a proibicdo do sigilo por prazo indefinido, ¢
condizente com a tendéncia internacional, em linhas gerais liberalizante, e,

particularmente, com a nova normativa norte-americana.

Ademais, duvidamos que, num mundo tdo mutavel, a divulgacdo de uma

informagao com mais de 50 anos possa causar algum embarago ao Pais.

Por exemplo: na década de 60, a nossa relacdo com a Argentina era muito
delicada e se previa, inclusive, um cenario provavel de guerra. Vinte e
cinco anos depois, Brasil e Argentina resolveram formar o Mercosul,

tornando-se parceiros estratégicos.
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Em relagdo as informacdes historicas que poderiam comprometer as
relagdes internacionais do Pais, que teriam causado grande preocupacao no
Itamaraty, ¢ necessario lembrar de novo que o proprio MRE se encarregou
de afirmar que as informagdes que constam em seus arquivos, inclusive
aquelas referentes & Guerra do Paraguai e a incorporacdo do Acre podem

ser divulgadas sem problemas.

3. Divulgacao das Informacoes Pela Internet
O Projeto do Executivo prevé que as informagdes desclassificadas tém de

ser divulgadas preferencialmente pela internet. J& o PLC n° 41, de 2010,

prevé que tal divulgacdo tem de ser obrigatéria. Dessa regra sdo excetuados
os municipios com menos de 10.000 habitantes. Trata-se, a nosso ver, de
um avango positivo, condizente com a experiéncia internacional mais
moderna, pois a rede mundial de computadores ¢ o mais eficiente meio
para a divulgacdo de informagdes. Ademais, o PLC 41 prevé também que
os sites de divulgacdo tém de disponibilizar as informacgdes por meio,

inclusive, de programas gratuitos e nao proprietarios (abertos).

4, Pedido de Informacao

A esse respeito, as diferengas essenciais tangem as vedagdes, contidas no
projeto da Céamara, a quaisquer exigéncias sobre a identificacio do
requerente que possam inviabilizar o pedido de informaciao, bem como

a exigéncias sobre os motivos determinantes do pedido.

Na realidade, o projeto do Executivo ja se inspirava nas legislacdes do

EUA e da Finlandia, que exigem apenas a especificagdo da informacgao
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requerida ¢ a identidade do requerente, sem demandar os motivos do
requerimento. Saliente-se que o agente publico ndo poderia fazer
exigéncias que ndo constam da lei. Entretanto, as vedag¢des contidas no
texto da Camara reforcam a_idéia de que a informacgdo tem de ser fornecida

celeremente e sem maiores exigéncias.

5. Revisao Peridodica da Classificacao e Desclassificacio Automatica
das Informacoes

Uma alteragdo importante no projeto da Camara tange a instituicio de um
prazo maximo de 4 anos para que a Comissao revise, de oficio, a
classificacdo de informagdes ultrassecretas e secretas. O projeto do
Executivo ndo impde prazos para tal revisdio. E uma modificagdo

importante, pois exige, do poder publico, um esforco constante e periddico

de reclassificacao das informacaoes.

Outra modificagdo de relevo diz respeito a previsdo de que a nado
deliberacdo da Comissdo, nos prazos previstos sobre a revisdo da
classificacdo de documentos implicara a desclassificacio automaticas das
informacoées. Trata-se, a nosso ver, de uma medida positiva, que impde a

reavaliacdo constante e pro-ativa do sigilo das informacdes.

6. Composicido e Status da Comissio de Reavaliacio de
Informacoes

Uma alteragdo importante relaciona-se a composicdo da Comissdo, que,
pelo texto da Camara, contara também com representantes dos Poderes
Legislativo e Judiciario (caput), além de Ministros de Estado, como

previa, de forma restritiva, o projeto original. Além disso, o projeto da
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Camara retira a Comissao do ambito da Casa Civil, mantendo-a, no
entanto, em contato permanente com aquele 6rgdo. Trata-se, neste ultimo
caso, de uma medida muito importante, que tende a assegurar a

independéncia da Comissao, tal como ja salientado neste voto em separado.

7. Prazos para Recursos

O Projeto do Executivo ndo impde prazos para que a Administraciao
Publica responda aos recursos impetrados pelos cidaddos que tiveram seus
pedidos de informacdo negados. O PLC 41, ao contrario, impde prazos

bastante exiguos para tais respostas.

8. Informacao sobre Pedidos Negados
O PLC prevé que, caso negado o acesso a informagdo que se relacione a
matéria contabil, financeira, orcamentaria e patrimonial, os Orgaos e

entidades publicas deverdo informar o fato aos Tribunais de Contas.

Por sua vez, os indeferimentos feitos no Judiciario e no Ministério Publico
deverdo ser encaminhados ao Conselho Nacional de Justi¢a ou ao Conselho

Nacional do Ministério Publico, respectivamente.

Trata-se de medida interessante, pois submete os indeferimentos a outros
orgdos, evitando, assim, abusos ou a ocultacdo de informacdo de forma

indevida.

CONCLUSAO
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Levando em consideragdo as informacgdes acima detalhadas, parece-nos que
o PLC n° 41, de 2010, introduziu avangos importantes no texto do projeto
de lei ortundo do Poder Executivo. Trata-se, sem davida, de um projeto
mais completo e que coloca maior énfase na transparéncia e na prote¢ao ao
exercicio do acesso a informacao, direito assegurado a todos por nossa
Carta Magna. Salientamos, por outro lado, que ambos 0s projetos prevéem
que as informagdes ou documentos que versem sobre condutas que
impliquem violagao dos direitos humanos praticada por agentes publicos ou

a mando de autoridades publicas ndo poderdo ser objeto de restricdo de

acesso. Trata-se do principal avango da nova normativa, que vem sendo

obscurecido pelo debate em torno do sigilo por prazo indefinido.

Assim sendo, julgamos que o PLC n°® 41, de 2010, em que pese algumas
imprecisOoes de redacdo, € o mais consistente € moderno. No nosso
entendimento, ele daria, se aprovado, contribui¢do bastante positiva para o
aperfeicoamento da democracia brasileira. A bem da verdade, a
aprovacio do PLC n° 41 colocaria o Brasil na vanguarda
internacional, no que tange ao acesso a informacao. Acrescentamos,
todavia, que o projeto original do Poder Executivo também representa
avangos importantes, relativamente a norma atual. Avangos esses que sdo
revistos no Substitutivo apresentado pelo Relator da matéria na Comissao

de Relagdes Exteriores e de Defesa Nacional (CRE).

Voltamos a reafirmar, assim, que o Substitutivo apresentado pelo nobre
Relator ao crivo desta Comissao nao contempla os anseios daqueles que

desejam uma maior transparéncia na relagao entre Estado e sociedade civil.
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Em relacdo as emendas de redacdo aprovadas na Comissdao de Ciéncia e
Tecnologia, Comunicacdo e Informatica (CCT), consideramos que elas
aperfeicoam o texto do PLC n°® 41 e, por conseguinte, merecem o voto

favoravel desta Comissao.

1 -vOTO

Ante o exposto, manifestamo-nos pela aprovac¢ao do texto do PLC n° 41,
de 2010, com as emendas de reda¢dao aprovadas na Comissao de Ciéncia e
Tecnologia, Comunicagdo e Informatica (CCT), e pela rejeicdo do parecer

do Relator e do Substitutivo por ele apresentado.

Sala das Sessoes, em de setembro de 2011

Senador
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