PROJETO DE LEI N° , DE 2025

Dispde sobre aspectos gerais da Inteligéncia no Estado
brasileiro, e altera a Lei n® 9.883, de 7 de dezembro de 1999,
alein®12.527, de 18 de novembro de 2011, a Lein®8.112,
de 11 de dezembro de 1990, e a Lei n° 9.503, de 23 de
setembro de 1997.

O CONGRESSO NACIONAL decreta:

CAPITULO 1
DAS DEFINICOES

Art. 1° Entende-se por Inteligéncia os processos, os produtos e as estruturas
funcionais relacionados a obten¢do de dados e informacdes e a anélise, produgdo e
difusdo de conhecimentos destinados as autoridades competentes, relativos a fatos e
situacoes que ocorram dentro e fora do territorio nacional, de imediata ou potencial
influéncia sobre processos decisOrios, acdes governamentais ou salvaguarda da
sociedade e do Estado, definindo-se:

I — como atividade ou processo:

a) no exercicio permanente de acdes especializadas para obtengao, andlise,
producio e disseminac¢do de conhecimentos, dentro e fora do territorio nacional, em
ambientes fisico e cibernético, destinadas ao assessoramento de autoridades
governamentais nos respectivos niveis e areas de atribuicdo para a consecuc¢do dos
objetivos e interesses estratégicos do Estado e a defesa da soberania nacional, das
instituicoes democraticas e da ordem constitucional;

b) nas acdes por meio das quais certos tipos de dados e informagdes sao
requeridos, reunidos, analisados e difundidos, com vistas ao assessoramento a
processos decisorios;

¢) os procedimentos operacionais para a obten¢do de determinados dados, em
especial aqueles considerados protegidos.
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IT — como produto ou conhecimento: no resultado do processo de producao de
conhecimento especifico, a partir de metodologia propria e com parcela de dados ou
informacoes sigilosos, € que tem como destinatiario o tomador de decisio em
diferentes niveis.

Il — como organizagdo: nas estruturas funcionais que t€m como missao
primordial a obten¢ao de dados e informagdes e a produ¢dao de conhecimentos de
inteligéncia.

§ 1° Para fins desta Lei, o termo Inteligéncia abrange as atividades, os
documentos e as organizacdes de inteligéncia e contrainteligéncia, de operagdes e
de salvaguarda de assuntos sigilosos.

§ 2° A Inteligéncia desenvolvera suas atividades empregando meios e técnicas
adequados, com irrestrita observancia dos principios da legalidade, da necessidade
e da proporcionalidade, respeitados os direitos e garantias fundamentais, a
motivacdo e a finalidade publicas, a fidelidade as institui¢cdes e os principios éticos
que regem os interesses e a seguranc¢a da sociedade e do Estado.

Art. 2° Entende-se por Contrainteligéncia as estruturas funcionais, os
produtos e os processos que tém por objetivo prevenir, detectar, obstruir e neutralizar
a Inteligéncia adversa e as acdes que constituam ameacga a salvaguarda de dados,
informacoes e conhecimentos, pessoas, areas e instalacdes de interesse da sociedade
e do Estado, bem como das areas e dos meios que os retenham ou em que transitem,
sendo func¢do inerente a atividade de inteligéncia, dela ndo podendo ser dissociada.

Art. 3° Entende-se por operacdes de inteligéncia o conjunto de acgdes
especializadas conduzidas em apoio a Inteligéncia e a Contrainteligéncia e
destinadas:

I — 4 obtencao de dados negados;
IT — a contraposi¢do a agdes operacionais adversas; e
III — a influéncia legitima sobre pessoas, organizacoes e processos decisorios.

§ 1° Entende-se por dado negado aquele que, devido a sua sensibilidade,
encontra-se sob protecao de seu detentor, que o resguarda do acesso nao autorizado.

§ 2° Nas operagdes de inteligéncia serdo empregados meios e métodos de
carater sigiloso, devendo ser estas classificadas com o grau ‘“secreto” ou
“ultrassecreto”.
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§ 3° As operagdes de inteligéncia devem ser conduzidas sob estrito amparo
legal, de acordo com diretrizes claras e expressas emanadas de autoridades legitimas,
e sob rigido controle.

CAPITULO I
DA INTELIGENCIA COMO FUNCAO DE ESTADO

Art. 4° Como func¢io de Estado, a Inteligéncia compreende as atividades, as
estruturas funcionais e os produtos relacionados ao exercicio permanente de acdes
especializadas para obtencdo, andlise e disseminac¢do de conhecimentos, dentro e
fora do territério nacional, em ambientes fisico e cibernético, destinadas ao
assessoramento de autoridades governamentais nos respectivos niveis e areas de
atribui¢cdo, considerando-se os objetivos e interesses estratégicos do Estado e em
defesa da soberania, dos interesses nacionais, das instituicdes democraticas e da
ordem constitucional.

Pardgrafo tunico. A Inteligéncia como funcdo de Estado tem caréter
estratégico e € essencial a preservacdao da soberania e a persecugdo dos interesses
nacionais.

CAPITULO III
DA PRODUCAO DE INTELIGENCIA

Art. 5° A producdo de Inteligéncia € o resultado da aplicacdo de
procedimentos proprios da Inteligéncia, conforme metodologia estabelecida em
legislacdo e em doutrina especifica, com vistas ao assessoramento do processo
decisorio em distintos niveis.

§ 1° A producdo de inteligéncia sera formalizada em documento estabelecido
em normativos proprios, garantidas a sua rastreabilidade e a sua auditabilidade, e
observadas as disposicdes legais sobre sigilo e sobre salvaguarda de assuntos
sigilosos.

§ 2°E vedada aos érgdos de inteligéncia a execucdo de diligéncias probatérias
tipicas dos 6rgdos de persecucdo penal.

§ 3° O conteudo da producdo de inteligéncia nao podera ser utilizado como
fundamento para a responsabilizacdo administrativa, civil ou penal das pessoas nele
referidas.

§ 4° Os produtos de inteligéncia ndo poderdo ser utilizados como elementos
probatdrios para compor inquéritos policiais ou processos judiciais.
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§ 5° A atividade conduzida pela Inteligéncia € autbnoma e independente em
relacdo a outras atividades da administracdo publica, e suas agdes ndo serdo
interrompidas enquanto persistir o interesse na produ¢ao de inteligéncia preventiva,
antecipatdria e oportuna.

Art. 6° A producdo de Inteligéncia de carater estratégico considerari,
especialmente:

I — a potencial existéncia de ameacgas, internas ou externas, a ordem
constitucional, a soberania do Estado e aos direitos e garantias fundamentais;

I — a protecdo de conhecimentos sensiveis relativos aos interesses € a
seguranca do Estado e da sociedade;

Il — as oportunidades a consecucdo dos objetivos fundamentais e dos
interesses do Estado e da sociedade.

§ 1° A Politica Nacional de Inteligéncia delimitard o escopo das ameacas,
conhecimentos sensiveis e oportunidades de que trata este artigo.

§ 2° S@o vedados a reunido, o tratamento, o compartilhamento ou a difusdo de
insumos para producio de Inteligéncia com a finalidade de beneficiar interesses
privados de autoridades, ocupantes de cargos publicos, agentes ou grupos politicos
de qualquer natureza.

Art. 7° Para fins de producdo de Inteligéncia, € no ambito de suas
competéncias legais, os 6rgdos de inteligéncia poderao:

I — reunir e cruzar dados em fontes abertas, inclusive de forma automatizada;

IT — cooperar com instituicoes e Orgdos federais, estaduais, distritais e
municipais, bem como com organismos estrangeiros congéneres, para obten¢ao ou
intercambio de informagdes de interesse para a atividade de inteligéncia;

Il — utilizar ferramentas de tecnologia da informagdo, como inteligéncia
artificial, tecnologias de big data, sistemas de andlise, processamento, mineragao,
consulta, cruzamento e raspagem de dados, respeitada a proporcionalidade e
assegurada a rastreabilidade de seu uso;

IV — acessar dados cadastrais constantes de bancos de dados publicos ou
privados, informacdes eleitorais ou comerciais e registros de comunicacdes
telematicas, vedado o acesso ao conteido das comunicacdOes sem autorizacao
judicial;
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V — acessar bancos de dados publicos e privados, de qualquer natureza, que
nao estejam protegidos por sigilo;

VI — executar operacoes de inteligéncia, sob estrito controle e amparo legal; e

VII — empregar técnicas e meios sigilosos excepcionais, mediante autorizagdo
judicial.

CAPITULO IV

DO ACESSO A REGISTROS, DADOS CADASTRAIS, DOCUMENTOS E
INFORMACOES

Art. 8° O profissional de inteligéncia, no exercicio de suas fungdes, podera
acessar, independentemente de autorizagcdo judicial, dados cadastrais de pessoas,
grupos ou organizagdes, que informem exclusivamente a qualificacdo pessoal, a
filiacdo e o endereco mantidos por Orgdos publicos da administracdo direta ou
indireta, servicos notariais e de registro, empresas telefOnicas, instituicoes
financeiras, provedores de internet e administradoras de cartdo de crédito.

Pardgrafo unico. Todo acesso a dados previsto nesta Lei sera auditavel,
estando sob controle externo e interno, permitido apenas para o cumprimento das
atribui¢des funcionais daquele que o realizar.

Art. 9° As empresas de transporte possibilitardo, pelo prazo de 5 (cinco) anos,
acesso direto e permanente dos 6rgdos de inteligéncia aos bancos de dados de
reservas e registro de viagens.

Art. 10. As concessionarias de telefonia fixa ou movel manterao, pelo prazo
de 5 (cinco) anos, a disposi¢ao dos orgdos de inteligéncia, registros de identificacio
dos numeros dos terminais de origem e de destino das ligacdes telefonicas
internacionais, interurbanas e locais.

Art. 11. As provedoras de servicos de conexdo e aplicacdes de internet
deverdo manter, pelo prazo de 5 (cinco) anos, a disposi¢do dos Orgdos de
inteligéncia, registros de identificacdo de usuarios e metadados de trafego,
compreendendo:

I — enderecos de protocolo de internet (IP) de origem e destino, portas 16gicas
utilizadas, data, horario e fuso horario das conexdes realizadas;

IT — identificacdo do assinante ou usuario responsavel pelo acesso, inclusive
dados cadastrais vinculados ao servigo contratado;
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IIT — histérico de registros de conexao e informacdes técnicas necessarias a
individualizac@o da origem do acesso, preservando a integridade do conteudo das
comunicacoes.

§ 1° O acesso aos registros previstos nesta Lei devera ser realizado mediante
requisicdo formal do 6rgdo de inteligéncia, observado o sigilo legal e as normas de
protecdo de dados pessoais vigentes.

§ 2° As provedoras de servicos deverdo assegurar a integridade,
confidencialidade e disponibilidade dos registros armazenados, garantindo que
sejam fornecidos em meio seguro e auditivel quando solicitados pelo 6rgdo de
inteligéncia.

CAPITULO V
DAS OPERACOES DE INTELIGENCIA
Art. 12. As operacdes de inteligéncia destinam-se a:

I — obtencdo de dados negados, insumos indisponiveis para a producio de
Inteligéncia, sendo buscados de acordo com metodologia especifica;

IT — contraposi¢do a agdes operacionais adversas; e
III — influéncia legitima sobre pessoas, organizagcdes e processos decisorios.

Pardgrafo vnico. As operacoes de inteligéncia serdo previamente autorizadas
pelo dirigente maximo o 6rgdo que as executar, estando sujeitas ao controle interno
no ambito do Poder Executivo e a fiscalizacdo e ao controle externo pelo Poder
Legislativo, na forma da lei.

Art. 13. No ambito das operacOes de inteligéncia, o profissional de
Inteligéncia poderd, com a devida autorizacdo e baseando-se em plano especifico
devidamente validado por superior hierarquico, empregar técnicas € meios sigilosos,
como acompanhamento e monitoramento de alvos, recrutamento e controle de fontes
humanas, comunicagao sigilosa, dissimulacao, infiltracdo de inteligéncia, captacao
ambiental de sinais eletromagnéticos, Opticos ou acusticos, € meios técnicos e
cibernéticos.

CAPITULO VI

DAS TECNICAS E MEIOS SIGILOSOS EXCEPCIONAIS

Art. 14. Entende-se por técnicas e meios sigilosos excepcionais aqueles que,
voltados a obtencdo de insumos para a producdo de inteligéncia, dependem de
autorizacao judicial prévia para o seu emprego.
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Art. 15. Para os fins desta Lei, sdo considerados técnicas € meios sigilosos
excepcionais:

I — as ferramentas de monitoramento remoto de terminais de comunicacoes
pessoais; e

IT — o afastamento dos sigilos financeiro, bancario e fiscal, nos termos da
legislacao especifica.

Art. 16. As técnicas e meios sigilosos excepcionais somente poderdo ser
empregados na produgao de conhecimentos relacionados a:

I — extremismo;

IT — terrorismo;

IIT — espionagem;

IV — interferéncia externa;
V - sabotagem;

VI — ameacas cibernéticas.

Art. 17. O pedido de autorizagdo judicial feito pelo 6rgdo de inteligéncia, nas
hipoteses de emprego de técnicas e meios sigilosos excepcionais, devera conter:

I — a descri¢do dos fatos, a fim de demonstrar, de maneira suficiente, que a
execucao da medida pleiteada se relaciona ao estrito cumprimento das atribui¢cdes
legais do 6rgdo de inteligéncia;

IT — a indicacdo e a qualificacdo da pessoa que possui informacao, registro,
documento ou coisa a ser obtida, salvo impossibilidade manifesta devidamente
justificada;

Il — a demonstracdo de que a sua realizacdo € necessaria, adequada e
proporcional ao caso concreto, com esclarecimentos que explicitem que:

a) ndo ha outro meio ou técnica menos gravoso mediante o qual se possa obter
a informacao;

b) os meios sigilosos excepcionais requeridos sdo adequados a obtencdo da
informacdo pretendida.

IV — a delimitacdo do lugar em que a ordem judicial serd executada, salvo
impossibilidade manifesta devidamente justificada;
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V —aindicacao das pessoas a quem a ordem judicial sera dirigida; e

VI - o prazo pretendido de dura¢cdo da medida ndo excedera 90 (noventa) dias,
podendo o juizo, a pedido, autorizar renovacdes por igual periodo, desde que
comprovada a necessidade e que permanecam presentes os requisitos legais.

Pardgrafo tnico. Concluida a execucdao da medida, seu resultado sera
encaminhado ao juizo, acompanhado de relatério circunstanciado das atividades
autorizadas, que conterd o resumo das a¢des realizadas.

Art. 18. O pedido de autorizagdo para emprego de técnicas € meios sigilosos
excepcionais serd encaminhado diretamente ao juizo responsavel, preservando-se
seu carater sigiloso.

§ 1° O processo de autorizacdo judicial correrd sob segredo de justica desde a
sua distribui¢cdo, preservando-se o sigilo de informacgdes que possam identificar o
objeto do pedido, o profissional de inteligéncia relacionado ou os detalhes da
operacao.

§ 2° O acesso aos autos serd reservado a autoridade judicial, ao Ministério
Publico, ao 6rgao de inteligéncia e aos respectivos Orgaos de controle interno e
externo.

Art. 19. Os insumos coletados que forem considerados irrelevantes ou
improprios para a producdo de inteligéncia, ou ainda obtidos fora do periodo de
duracdo autorizado judicialmente, serdo descartados, sendo vedada a sua
manutencdo em qualquer sistema de armazenamento.

CAPITULO VII

DAS FERRAMENTAS DE MONITORAMENTO REMOTO DE TERMINAIS
DE COMUNICACOES PESSOAIS

Art. 20. A disciplina da utilizagdo de ferramentas de monitoramento remoto
de terminais de comunicacdes pessoais para a produgao de Inteligéncia observara os
principios constitucionais de protecdo da intimidade e da vida privada, e de
inviolabilidade do sigilo das comunicagdes pessoais e de dados.

Pardgrafo unico. A utilizagdo de ferramentas de monitoramento remoto de
terminais de comunicacdes pessoais obedecera ao principio da transparéncia, com a
disponibilizagdo, quando determinado pelas autoridades competentes, de
informacodes sobre os contratos firmados, as caracteristicas técnicas das ferramentas,
seus desenvolvedores e revendedores, e a efetividade de uso.

Art. 21. Para efeitos desta Lei, consideram-se:
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I — ferramentas de monitoramento remoto: equipamentos € programas de
informatica que permitam, a partir de vulnerabilidades da infraestrutura de redes de
telecomunicagdes ou dos terminais de comunicagdes pessoais, 0 acesso parcial ou
total a informacdes compartilhadas ou armazenadas nesses terminais, bem como aos
dados de conexao e de geolocalizacdo dos aparelhos; e

IT — terminal de comunicacdes pessoais: equipamentos, moveis ou fixos,
utilizados para a comunica¢do interpessoal e acesso a internet e suas aplicagdes,
como smartphones, notebooks, desktops e tablets.

Pardgrafo unico. O disposto nesta Lei se aplica aos equipamentos e
programas de informatica que possibilitem a extracdo em massa de dados dos
terminais de comunicagdes pessoais a partir de seu acesso fisico.

Art. 22. Além dos requisitos exigidos no artigo 16 desta Lei, o pedido para a
utilizacdo de ferramentas de monitoramento remoto de terminais de comunicacoes
pessoais a autoridade judicial conterd, ainda, as seguintes informagdes:

I — as especificacdes e o alcance da ferramenta de monitoramento remoto a
ser utilizada;

IT — a estimativa do numero de terminais de comunicacdes pessoais afetados.

Art. 23. Para os procedimentos de monitoramento remoto de terminais de
comunicagdes pessoais, poderdo ser requisitados servigos e técnicos especializados
aos provedores de conexdo e aos provedores de aplicacdes de internet, nos termos
da Lein® 12.965, de 23 de abril de 2014.

CAPITULO VI1II
DO PROFISSIONAL DE INTELIGENCIA

Art. 24. No exercicio de suas atribuicdes, € garantido aos profissionais de
inteligéncia o acesso, mediante identificacdo funcional, as areas restritas dos
terminais de transporte aéreo, rodoviario, ferroviario, maritimo e fluvial, desde que
nao impliquem risco a infraestruturas ou pessoas.

Pardgrafo unico. Entende-se por profissional de inteligéncia o servidor
publico vinculado a 6rgdo de inteligéncia e que se encontre no devido e pleno
exercicio de suas fungdes, garantindo-se-lhe a preservacdo da identidade, mesmo
apos seu desligamento da organizacao.

Art. 25. Aos profissionais de inteligéncia € garantida a preservacdo do nome,
da qualificacdo, da imagem e das demais informacdes pessoais, sendo vedada a
revelacdo de sua identidade por qualquer meio de comunicacdo, ou exposi¢ao por
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intermédio de fotografia ou filmagem, sem sua prévia autorizag¢ao por escrito ou por
decisdo judicial ou administrativa, devidamente fundamentada.

Art. 26. A administracdo publica, direta e indireta, e as entidades privadas que
tiverem acesso a dados de identificacdo de profissionais de inteligéncia deverdo:

I — resguardar informacgdes de identificacdo dos profissionais de inteligé€ncia
contra acessos indevidos;

IT — registrar aqueles que tiverem acesso as informacdes de identificacdo dos
profissionais de inteligéncia.

Pardgrafo vnico. Em quaisquer procedimentos externos ostensivos, inclusive
em ambito judicial, a vincula¢io do profissional com o 6rgdo de inteligéncia dar-se-
4 somente pelo registro do respectivo nimero de matricula funcional.

Art. 27. Nao comete crime o profissional de inteligéncia que oculta a sua
identidade no ambito de atividades destinadas a producdo de conhecimentos,
inclusive em ambiente cibernético.

Art. 28. Fica autorizado o uso de identidade ficticia pelos profissionais de
inteligéncia, no ambito de sua atuacdo funcional, para os fins exclusivos de preservar
sua seguranga pessoal, proteger sua identidade civil e seu vinculo funcional, ou para
garantir a consecucao dos objetivos da missao.

§ 1° Os documentos necessarios a identidade ficticia serdo emitidos em meio
fisico e digital com padrio de seguranca e confiabilidade equivalentes aos
documentos de identificacao ordinarios.

§ 2° A emissdo e o uso da identidade ficticia deverdo ser previamente
autorizados por decisdo judicial circunstanciada, motivada e sigilosa, que
estabelecera os limites de seu uso, prazo de aplicagcdo, abrangéncia territorial e a
frequéncia dos relatorios de atividades.

§ 3° ApOs autorizagdo do dirigente maximo do 6rgdo de inteligéncia e
manifestacdo técnica do responsavel pela unidade de lotacdo do profissional de
inteligéncia, a identidade ficticia serd solicitada por este 6rgdo, junto ao juizo
competente, por meio de pedido instruido com dados sobre o contexto relacionado,
demonstracdo da finalidade da medida e o alcance das tarefas dos profissionais e,
quando possivel, localidades da atuacdo e individuos ou grupos provavelmente
impactados pelo uso da identidade ficticia.

§ 4° A solicitagdo de identidade ficticia serd sigilosamente distribuida,
suprimindo-se informagdes publicas que possam identificar o objeto do pedido, o
profissional de inteligéncia relacionado ou os detalhes da acao de Inteligéncia.
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§ 5° A solicitagdo devidamente instruida sera dirigida diretamente ao juizo
competente, que decidird no prazo de 24 (vinte e quatro) horas.

§ 6° As atividades realizadas com o uso da identidade ficticia serdo objeto de
relatorio por parte do profissional de inteligéncia, o qual serd remetido ao juizo
competente.

§ 7° A autorizacdo para uso de identidade ficticia terd duracdo de até 1 (um)
ano, podendo ser renovada, desde que autorizado pelo juizo competente.

§ 8° O juizo podera autorizar, mediante solicitacdo fundamentada pelo 6rgao
de inteligéncia, a manutencdo de identidade ficticia criada, mesmo apds o
encerramento das circunstincias originalmente relacionadas, desde que presentes 0s
imperativos do interesse publico e da razoabilidade.

§ 9° O uso da identidade ficticia mantida nos termos do § 8° dependera de
nova autorizagao judicial.

Art. 29. Os dados constantes da identidade ficticia estardo vinculados ao
profissional de inteligé€ncia que os portard, e serdo registrados em cadastro especifico
do 6rgdo ao qual esteja vinculado, observado o sigilo de dados pessoais previsto no
art. 31 da Lei n° 12.527, de 18 de novembro de 2011, de forma a permitir, quando
necessario, a correlacao entre a identidade ficticia e a identidade real do profissional
de inteligéncia.

Art. 30. O profissional de Inteligéncia autorizado judicialmente podera
utilizar a identidade ficticia para a pratica de todos os atos civis, desde que
necessarios ao atendimento das razdes de sua criagdo, observados os limites legais e
as delimitacdes da decisdo judicial.

§ 1° Nao € punivel, no ambito da operacao de inteligéncia, a pratica de crime
pelo profissional de inteligéncia no curso da operacdo, quando inexigivel conduta
diversa.

§ 2° O profissional de Inteligéncia que se valer de identidade ficticia para fins
nao relacionados ao seu proposito, em abuso ou desvio de finalidade, respondera
civil e penalmente pelos excessos praticados, sem prejuizo de penalidade
administrativa disciplinar.

Art. 31. Os orgdos de registro e cadastro publico deverao incluir nos bancos
de dados proprios, mediante procedimento sigiloso e requisicio da autoridade
judicial, as informacdes necessarias a efetividade da identidade ficticia criada nos
termos desta Lei.
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Pardgrafo unico. Os 6rgaos de registro e cadastro publico adotardao medidas
adicionais de protecdo para a guarda das informagdes de identidade ficticia a que
tenham acesso.

Art. 32. Consideradas as circunstincias do caso concreto, o Poder Publico
podera inserir os profissionais empregados em operacoes de inteligéncia e suas
familias nos programas de protecao tratados na Lei n® 9.807, de 13 de julho de 1999,
na forma e nos termos por ela disciplinados.

CAPITULO IX

DO CONTROLE DA INTELIGENCIA

Art. 33. Os 6rgdos de controle interno e externo poderdo, a qualquer tempo,
requerer relatorios especificos sobre a producao de inteligéncia e demais atividades
conduzidas pelos entes controlados.

§ 1° O o6rgao de controle externo da Inteligéncia terd acesso a documentos,
arquivos, areas e instalacdes dos entes controlados, e aos conhecimentos por eles
produzidos, independentemente de seu grau de sigilo.

§ 2° Os relatérios a que se refere o caput serdo classificados como secretos ou
ultrassecretos, conforme o grau de sigilo de seu conteido, devendo em seu
tratamento ser observados os critérios legais e regimentais relativos ao grau de
classificacio.

CAPITULO X
DOS CRIMES CONTRA A INTELIGENCIA

Art. 34. Oferecer, publicar, revelar ou divulgar, por qualquer meio, a
identidade funcional de profissional de inteligéncia, em desacordo com a
determinacao legal ou regulamentar, sem prévia autorizacdo por escrito ou por
decisdo judicial ou administrativa, devidamente fundamentada.

Pena — reclusao, de 2 (dois) anos a 6 (seis) anos, e multa.
§ 1° Nas mesmas penas incorre quem:

I — publica, revela ou divulga, por qualquer meio, fotografia, video ou outro
registro, inclusive de voz, dos profissionais a que se refere o caput;

IT — publica, revela ou divulga, sabendo ser sigilosa, a identidade ficticia
atribuida aos profissionais a que se refere o caput.

§ 2° A pena € aumentada em um tergo se:
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I - a finalidade das ac¢des for expor a identidade de profissional de inteligéncia
a organizacao ou governo estrangeiro;

IT — o crime for cometido com o objetivo de obter vantagem indevida; ou
III — o crime for cometido por agente publico.

Art. 35. Obstar, impedir ou dificultar, sem justa causa, o seguimento de
operacdo ou de producdo de conhecimento de inteligéncia.

Pena — reclusdo, de 6 (seis) meses a 2 (dois) anos, € multa.

Art. 36. Oferecer, publicar, revelar ou divulgar, sendo ou tendo sido fonte
humana, dado, informac¢do ou documento originado ou produzido a partir de relacao
com profissionais de inteligéncia e disso tendo conhecimento, inclusive a existéncia
da propria relagdo, que se deveria manter em sigilo.

Pena — reclusdo, de 2 (dois) anos a 4 (quatro) anos, e multa.

Pardgrafo tnico. Nao constitui crime a comunica¢do, a entrega ou a
publicacdo de informag¢des ou de documentos com o fim de expor a pratica de crime
ou a violacao de direitos humanos.

CAPITULO XI
DISPOSICOES FINAIS E TRANSITORIAS

Art. 37.Revoguem-se os §§ 2° e 3°do art. 1°da Lein®9.883, de 7 de dezembro
de 1999.

Art. 38. O caput do art. 6° da Lei n° 9.883, de 7 de dezembro de 1999, passa
a vigorar com a seguinte redacao:

“Art. 6° O controle e fiscalizacdo externos da Inteligéncia serdo
exercidos pelo Poder Legislativo na forma a ser estabelecida por Resolucao
do Congresso Nacional.

Art. 39. O inciso I do art. 27 da Lei n° 12.527, de 18 de novembro de 2011,
passa a vigorar acrescido da seguinte alinea f):

CATE 270 e
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Art. 40. O § 3° do art. 95 da Lei n° 8.112, de 11 de dezembro de 1990, passa
a vigorar com a seguinte redacao:

§ 3° O disposto neste artigo ndo se aplica aos servidores da carreira
diplomadtica e das carreiras de inteligéncia.

Art. 41. O caput do art. 116 da Lei n® 9.503, de 23 de setembro de 1997, passa
a vigorar com a seguinte redacao:

“Art. 116. Os veiculos de propriedade da Unido, dos Estados e do
Distrito Federal, devidamente registrados e licenciados, ou aqueles sob posse
dos orgdos de seguranca publica ou de inteligéncia, somente quando
estritamente usados em servico reservado de cardter policial ou de
inteligéncia, poderdo usar placas particulares, obedecidos os critérios € 0s
limites estabelecidos pela legislacdo que regula o uso de veiculo oficial.

Art. 42. Esta Lei entra em vigor na data de sua publicacao.

JUSTIFICACAO

E indiscutivel a importancia da Inteligéncia em regimes democraticos.
Servicos secretos sdo estruturas funcionais modernas, presentes nas grandes
democracias pelo globo e atuantes na defesa do Estado e da sociedade, e no
assessoramento adequado a processos decisorios legitimos. Nesse sentido, somente
com a Inteligéncia € possivel ao tomador de decisdo dispor de um tipo especifico de
subsidios que lhe serdo tteis em suas escolhas sobre matéria de seguranca nacional,
de defesa, de relacdes exteriores e de desenvolvimento.

Na Presidéncia da Comissdo Mista de Controle das Atividades de
Inteligéncia (CCAI), o 6rgao de controle externo da Inteligéncia, percebemos o
quanto nossa legislacio sobre a matéria pode ser aperfeicoada. Assim, apods
estudarmos o assunto, conversarmos com especialistas € com profissionais da
comunidade de inteligé€ncia, achamos por bem propor um arcabougo normativo que
contribua no preenchimento das muitas lacunas normativas sobre Inteligéncia. Este
Projeto de Lei € uma dessas iniciativas.
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Assim, busca-se com o presente PL trazer luz a Inteligéncia,
compreendida como os processos, produtos e estruturas funcionais que desenvolvem
a producdo de conhecimento, com base em metodologia propria e lidando com
componentes sigilosos, para assessorar processos decisorios em distintos niveis, com
vistas a protecdo e a seguranca da sociedade e do Estado, e a defesa dos mais
relevantes interesses nacionais. Tratamos aqui de conceitos, mas também de
procedimentos dos 6rgdos de inteligéncia que devem ser regulamentados, de modo
a garantir a efetividade e a legitimidade do servico por eles prestados.

Ademais, cientes das peculiaridades da profissdo de inteligéncia,
trouxemos ndo sO obrigacdes, mas garantias aqueles servidores publicos que atuam
nessa area, também estabelecendo, naturalmente, limites a sua atuacio. E nosso
desejo, ainda, propor um rol de crimes contra a Inteligéncia, condutas tipicas ja
consagradas em outros ordenamentos juridicos, mas ausentes no arcabouco legal
brasileiro.

Sempre com o objetivo de ter servicos de inteligéncia eficientes,
eficazes, efetivos e com atuagdo consentinea com o regime democritico,
apresentamos este Projeto Lei. Contamos com os Pares para avancarmos nesta
iniciativa.

Sala das Sessoes,

Deputado FILIPE BARROS
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CONGRESSO NACIONAL
Comissao Mista de Controle das Atividades de Inteligéncia

Oficio n°® 18/2025-CCAI

Brasilia, 10 de dezembro de 2025

A Sua Exceléncia o Senhor
Senador DAVI ALCOLUMBRE
Presidente do Congresso Nacional

Senhor Presidente,

Cumprimentando-o cordialmente, informo que no dia 10 de dezembro do corrente foi
aprovada, no ambito da Comissao Mista de Controle das Atividades de Inteligéncia (CCAI), a
Minuta de Projeto de Lei que dispde sobre aspectos gerais da Inteligéncia no Estado brasileiro,
conforme competéncia prevista no inciso VIII do art. 3° da Resolucdo n° 2, de 2013-CN.

Assim, nos termos do art. 142 do Regimento Comum, encaminho a Mesa do
Congresso Nacional o texto da mencionada Minuta para autuacdo e prosseguimento dos tramites

legislativos necessarios.

Respeitosamente,

Deputado FILIPE BARROS
Presidente da CCAI
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