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9300
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9581
9911

Product
7311-D20
3147
4651
5701
6006
6239
6268
6417
9172
9300
9911

Preduct
7014-T00
6068
6098
7176

9176
9300
9800

Power Specify, AC

Lang.Group Spec.-US English

6 Slot PCI Riser “™itia’ ~~der only)
RIO-2 Enableme... Indicator
Power C.-All(Std.Rack P.C.)

Description
/0 Drawer 1:Model D20 1/O Drawer
Remote I/0O Cable, 3.5M
Rack Indica  Rack #1
IBM 10/10/1000 Base-TX Ethernet PCI-X Adapter
SPCN . Cable ~ rawer to Drawer
2 Gigabit Fibre ¢ nnel PCI-X Adapter
Power Supply, 4, Watt AC, Hc* swap, Base and Redundant
RI10O-2 Ports to 1/0 Planar Riser vard
Power Specify, AC
Lang Grp Spec.-US English
Pwr Cord Spec.- All

7014-T00 : Rack 1:1B! xdel TOO

Front door (Black) for ..c.....c.g.. - <-.<.-tion) racks

Side panel (blaclk for 1.8M ~~ 2M racks

Power Distributi ~ Unit - Siae Mount, Single Phase, L6-30
Connector

Pwr Dist Unit Spec.1 Ph.L6-30

Language Group US English

Power Cord US/Canada

Brasilia - DF, 24 de Julho de 2003.
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Operating

Temperature: -25° to 131°F (-5° to 55°C)
Relative Humidity: 5% to 95%, noncondensing
Altitude: 0 to 9843 ft (3000 m)

Shock: 1.14 m/sec (45 in./sec) 1/2 sine input
Vibration: 0.41 Grms2 (3-500 Hz) random input

Acoustic Nc 65 dBa maximum

Nonoperating

Temperature: -13° to 158°F (-25° to 70°C)
Relative Humidity: 5% to 95%, noncondensing
Altitude: 0 to 15,000 ft (4570 m)

Shock: 30 G

Vibration: 0.41 Grms2 (3-500 Hz) random input

Power

input (per power supply)
Range Line Voltage: 100V to 240V AC or 48V DC
Nominal Line Voltage: 160V to 240V AC or 48V DC
Current: 4 _ Amps

uency to 60 single p

Power: 220W (dual hot swap power supply capable)

Output

Steady State: 135W

Maximum Peak: 220W

Maximum Heat Dissipation: 750 BT U/hr, full power usage (220W)

Physical Specifications

Dimensions and Weight Specifications

Form factor: 3 RU, standard 19-in. rack mountable

Dimensions (H x W x D): 5.25 x 17.5 x 18.25 in. (13.33 x 44.45 x 46.36 ¢
Weight (one power supply): 32 1b (14.5 kg)

co Systems, Inc.

All contents are Copyright © 1992-2003 Cisco Systems, Inc. All rights reserved. Important |
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Additiol Information

Cisco PIX Security Appliance Series:

http://www.cisco.com/go/pix

Cisco PIX Device Manager:

http://www.cisco.com/warp/public/cc/pd/fw/sqfw500/prodlit/pixd 3_ds.pdf

Cisco Secure ACS:

http://www.cisco.com/go/acs

CiscoWorks VMS, Management Center for Firewalls, Auto Update Server Software and Security Monitor:
l://www.cisco.com/go/vms

SAFEBlu . ntfr  Cisco:

http://www.cisco.com/go/safe

yorate Headquarters

o Systems, Inc.

West Tasman Drive
San Jose, CA 95134-1706

™-ropean Headquarters

ico Systems Internationi._ -

Haarlerbergpark
H  lerbergweg 13-19

leadquarters
. ms, Inc.
170 West Tasman Drive
San Jose, CA 95134-1706

Asia Pacific Headquarters
Cisco Systems, Inc.
Capital Tower

168 Robinson Road

USA 1:v: CH Amsterdam USA #22-01 to #29-01
www.cisco.com The Netherlands WWwWw.cisco.com Singapore 068912
Tel: 408 526-4000 WWW-europe.cisco.com Tel: 408 526-7660 WWW.Cisco.com

800 553-NETS (6387) Tel: 310 20 357 1000 Fax: 408 527-0883 Tel: +65 6317 7777

Fax: +65 6317 7799

Fax: 408 526-4100 Fax: 31020357 1100

Cisco Systems has more than 200 offices in the following countries and regions. Addresses, phone numbers, and fax numbers are listed on the
Cisco Web site at www.cisco.com/go/offices

Argentina + Australia + Austria * Belgium < Brazil  Bulgaria ¢ Canada < Chile ¢ China PRC + Colombia ¢« Costa Rica < Croatia
Czech Republic » Denmark * Dubai, UAE ¢ Finland » France * Germany * Greece *« Hong Kong SAR ¢ Hungary * India * Indonesia - Ireland
Israel » Italy « Japan ¢ Korea ¢ Luxembourg ¢ Malaysia * Mexico ¢ The Nethe-'-~ds ¢« New Zealand » Norway * Peru - Philippines - Poland
Portugal * Puerto Rico » Romania * Russia * Saudi Arabia ¢ Scotland ¢ Singup.uce ¢ Slovalkia s Slnvenia o Santh Africa o Snain e Sweden

Switzerland ¢ Taiwan + Thailand ¢ Turkey « Ukraine ¢ United Kingdom -+ Unite Zimbabwe
All contents are Copyright © 1992-2003 Cisco Systems, Inc. All rights reserved. CCIP, CCSP, the Cisco Arrow logo, the Cisco Powered Netw 1d StackWise are
trademarks of Cisco Systems, Inc.; Changing the Way We Work, Live, Play, and Learn, and iQuick Study are se: marks of Cisco Systems, | ., CCNA, CCNP,
Cisco, the Cisco Certified Internetwork Expert logo, Cisco 10S. the Cisco 10S logo. Cisco Press, Cisco Systen isco Systems Capital, the ‘nterprise/Solver,

EtherChannel, EtherSwitch, Fast Step, GigaStack, Internet Quotient. 10S, IP/TV, iQ Expertise, the iQ logo. iQ l... Readiness Scorecard, Ligh ademy, Network
Registrar, Packet, PIX. Post-Routing. Pre-Routing, RateMUX, Registrar, ScriptShare, SlideCast, SMARTnet ~ °" w Plus, Stratm, Swi iternet Quotient,
TransPath, and VCO are registered trademarks of Cisco Systems, Inc. and/or its affiliates in the U.S. and certa untries,

" other company.

All other trademarks mentioned in this document or Web site are the property of their respective owners. The use of the word partner does
/LW3946 04/03

(0304R)
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Additional Information

For more information, please visit the following links:

Cisco PIX Firewall:

http://www.cisco.com/go/pix

Cisco PIX Device Manager:
http://www.cisco.com/warp/public/cc/pd/fw/sqfv  10/prodlit/pixdm_ds.pdf
Cisco Secure ACS:

http://www.cisco.com/go/acs

Cisco Secure Policy Manager:

http://www.cisco.com/go/policymanager

Cisco VPN Security Management Solution (VMS), CiscoWorks Management Center for Cisco PIX Firewalis and
Auto Update Server:

http://www.cisco.com/go/vms

Cisco S: . _ Blueprint:

http://www.cisco.com/go/safe

To download the latest Cisco PIX Firewall OS and Cisco PIX Device Manager software (with a valid Cisco.com
login), visit:

http://www.cisco.c  :gi-bin/tablebuild.pi/pix

oo tems, inc.

All contents are Copyright © 1992-2002 Cisco Systems, Inc. All rights reserved. Important Notic
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Chapter 6 Configuring Building Blocks |

Figure 6-2 Example =~ WNetwork Object "Corp Network” Shown at the
Device Scope

AN104

When you define Corp Netw -~ -+~ PV T ~~yg]] scope, the new network object
replaces the one defined at t d assigns an IP address to it
(Figure 6-3). Corp Network it the device scope; it is no longer
shown as a variable. (The vaiiauie 15 sut 1o 1a1o€.)

m  Using Management Center for Firewalls 1.1.2

m 78-15634-v1 1





























































chapter [ nqgfinurinn Rll;lfﬁr!g__Plnnl'e |

n ‘ing Address Translatio. . _ols

Stepd  Click OK.

The row is removed fron
assigned firewall device

Chapter 9, “Managing Ac..uve wiw vvon.
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This chapter lists all the Ess¢=**~'~ ~==1i~~¢i~=e and the tasks that can be
accomplished with each of tt he applications are:

+ I vV s
» Availability
¢ Change Audit

P

+ Configuration Management

+ Contract Connection

» (Case Management

* Data Extracting Engine (DEE)
» Device Navigator

* Inventory

» Job Approval

» Software Management

+ Syslog Analysis

User Guide for Resource Manaaer Essentials m

[ 78-14810-01
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User Guide for Resource Manager Essentials i
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NetConfi¢ Jption

Using the NetConfig option, *'**ch runs as a separate application in its own
window, you can make config_.ation changes to your managed network devices.

New Features of NetConfig

Job Password Option

NetConfig application has the following new features:
+ Job Password Option
» Job Retry Option
» Multiple Selection of Jobs for Deletion

» Separate Protocol Ordering for Configuration Download and Fetch
Operations

« Support for New Templates

+ Support for System- Defined Templates to Configure IPSec and SSH on
Devices

e Support for Interactive and Multiline Commands

For more details of the new features, see the section, NetConfig, in the Essentials
online help.

Essentials stores passwords in the database. While the job is run, the password is
retrieved from the database for each of the selected devices. For example, if the
TACACS server is managing the devices, the pas---ords in the TACACS server
and the passwords in the Essentials database shouiu be synchronized (with every
password change).

You now have the option of entering a username and password for running a
specific job. If you enter ause  1me and password, NetConfig uses this ~ rname
and password to connect to th_ _zvice, instead of taking these credentials from the
Essentials database.

This option of entering the username and password for job execution is useful in
high security installations where device passwords are changed at frequent
intervals. In such instances, the passwords may be changed every 60-90 seconds.

User Guide for Resource Manager Essentials
TR _14A91N0_.. . l
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Essentials ships with a set of default network command sets, which you cannot
edit or delete. See Figure 2-10.

Figure 2-10 Network Show Cormmands Functional Flow

Command
sets

Show
protocol
info

Network sh
command

Show
output

77107

Hene Noiida fav Dacnswnn Il—.-‘ager L L 2

[ 78-14810-0, o —t
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Deployment Scenarios

The Cisco Catalyst 6500 Series delivers secure converged services for campus, Internet service provider (ISP), metro
adge. and research and grid computing networks.

* Campus networks—Features 10/100 and 10/100/1000 autosensing modules that provide inline power for the
wiring closet, along with robust high availability, security, and manageability features; world-class networking

software; high-performance Gigabit and 10 Gigabit interface modules; and network management for the
distribution and core

Figure 2
Deptayment SCenanos for Catalyst 6500 Senes Switches in Campus Networks

Di

Cisco Systems, Inc.
All contents are Copyright © 1992-2003 Cisco Systems, Inc. All rights reserved. Important Notices ar
Page 6 of 32
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e Gi nputing network—P i igl ed optical interface modules and world-class software required to
handle high-volume traffic and build and manage large-scale networks

Figure 5
Deployment Scenarios for Catalyst 6500 Series Switches in Grid Computing Network

Cisco Systems, Inc.
Ali contents are Copyright © 1992-2003 Cisco Systems, Inc. All rights reserved. Important Notices and Priv:
Page 9 of 32













































Regulatory Compliance

Safety

« UL 1950

 EN 60950

* CSA C22.2 no. 950
* [EC 60950

* AS/NZA 3260

¢ 21 CFR 1040

* EN60825-1

» IEC 60825-1

< TS 001

EMC

e FCC (CFR 47, Part 15) Class A

* VCCI

» CE Marking

» EN 55022

« EN 55024

o LS. 22

o AS/NZS 3548

+ NEBS Level 3 (GR-1089-CORE, GR-63-CORE)
« ETSI ETS-300386-2

Cisco Systems, Inc.
A ontents are Copyright © 1992-2003 Cisco Systems, Inc. All rights reserved. Important Notices and
Page 24 of 32
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\ddition In X
'or more information, please visit the following links:
Cisco PIX Firewall:
n/go/pix
anager:

n/warp/public/cc/pd/fw/sqfw500/prodlit/pixdm_ds.pdf

n
e —memn v = wmeny Manager:
itp://www.cisco.com/go/policymanager

isco VPN Security Management Solution (VMS), CiscoWorks Management Center for Cisco PIX Firewalls and
uto Update Server:

tp:/f'www.cisco.com/go/vms

isco SAFE Blueprint:

tp://lwww.cisco.com/go/safe

> download the latest Cisco PIX Firewall OS and Cisco PIX Device Manager software (with a valid Cisco.com
gin), visit:

tp://lwww.cisco.com/cgi-bin/tablebuild. pl/pix

Cisco Systems, Inc.
All tents are Copyright © 1992-2002 Cisco Systems, Inc. All rights reserved. Important Noti
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Integradora de Solugoes em Ti e Servigos L/

ANEXO 3

(MODELO IV)

PROPOSTA ECONOMICA

PREGAO N°050/2003 — CPL/AC

1. Razdo Social da Empresa: COBRA TECNOLOGIA S/A .
2. _.NPJ:42.318.949/0001-84
3. [Inscricdo Estadual: 82.131.515

4. Inscri. ) Municipal: 00.554.855

5. Enderego Completo: Estrada dos Bandeirantes, 7966, Jacarepagud, Rio de Janeiro, RJ, CEP:22.783-110

6. Telefone: 21-2442-8800 Fax: 21-2441-2066 Home-Page: www.cobra.com.br

7. Validade da Proposta: 60 (sessenta) dias
8. P 0de Pagamento: Conforme Edital
9. Banco: Banco do Brasil Agéncia: 0493-6 C/Corrente: 5826-2
10. ¥ :ntante da Empresa: Eduardo Galdeano Frangois
11. Cargo: Diretor Comercial RG: 2.813.7541FP CPF: 511.410.517-53
. Apresentamos nossa Proposta para locagdo de equipamentos de informatica — novos de fabrica —incluindo

instalagdo, configuragfo, treinamento e operagdo assisi’ = do p I encarr  do, assisténcia técnica, garantia e
instalagdo s PRODUTOS locados, do objeto do Pregdo n® 05G/.2uu3, acatanuu todas as estipulagdes consignadas

no Edital, conforme abaixo:

1. ASPECTOS FINANCEIROS

1.1. O VALOR MENSAL DA LOCACAO para cada produto constante das condigdes especificas da contratagéio —
ANEXOS 1-A e 1-B ~ para o periodo de 48 (quarenta e oito) meses, conforme tabela abaixo:

COBRA Tecnologia 8.4
Estrace arn













13.220

-~

: no dmbito dos produtos de sua fabrica¢fo quanto aos compromisgbs que o
licitante venha a assumir perante a EC'I, no escopo desta licitag8o;

b) que o proponente esta apto a prestar assis  cia técnica, com 0 uso de pegas € componentes originais, bem como

suporte aos pr s ;

¢) sua responsabilidade solidéria para com o proponente pelo perfeito cumprimento das exigéncias de garantia dos
produtos, durante todo o prazo de vigéncia do contrato.

2.5, Declar 4o de responsabilidade nos componentes de terceiros, utilizados na solugdo da proponente, conforme
modelo no ANEXO 3 (MODELO VII).

2.6. Certificado PMP (Project Management Professional) emitido em favor do gestor do projeto alocado pelo PMI
(Project Management Institute), conforme letra “k”, do subitem 1.1, do Anexo 1-A.

2.7. Atestz s de Vistoria conforme MODELO VI constante do ANEXO 3 deste Edital, nas instalagdes dos
Centros Corporativos de Dados localizados em Brasilia-DF e S4o Paulo-SP.

Garantia do objeto: 48 (quarenta e oito) meses (periodo de locagio)

Declaramos disponibilizar os PRODUTOS no prazo de 60 (sessenta) dias apds o término da vigéncia do Contrato,
conforme descrito no subitem 2.18. da clausula segunda do ANEXO 2 do Edital.

Declaramos, ainda, que tomamos conhecimento de todas as informagSes e condigSes para o cumprimento das
obrigagdes objeto desta licitagdo e que a »s todas as condiges do Edital.

Rio de Janeiro, 24 de julho de 2003.

COBRA TECNOLOGIA S.A.
CNPJ 42.318.949/06001-84

@MM@QMCM) Wl o1

EDUARDO GAIPEMO FRAN(OIS

COBRA Tecnologia 8§

N







13.2i8

D |CLAR .CAO
Sdo Paulo, 17 de Julho de 2.003

A
EMPRESA BRASILEIRA DE CORREIOS E TELEGRAFOS - ECT

Administracdao Central
SBN - Quadra 01, Bloco “A” - Sobreloja — Ed. Sede ECT

Brasilia - D.F.

ef.: EDITAL DO PREGAO N.° 050/2003 - C. _/AC

Prezados Senhores,

Declaramos para fins de comprovacdo junto > Edital em )ig qt 0s
equipamentos cotados abaixo pela Cobra Computadores e Sistemas Brasileiro S/A,
inscrita no CNPJ sob 0 n°® 42.318.949/0001-84, sediada na Estrada dos Bandeirantes,
7966 - Jacarepagua - Rio de Janeiro - RJ, sdo de linha de produgdo continuada e que
nos comprometemos a fornecer pegas de reposicdo pelo periodo minimo de 60

(sessenta) meses.

v/
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Sao Paulo, 21 de julho de 2003

EMPRESA BRASILEIRA DE CORREIOS E TELEGRAFOS - ECT

Re.:. PREGAO N.2050/2003 - CPL/AC

Prezados Senhores,

Declaramos para fins do pregdo acima que
COBR COMPUTADORES E SISTEMAS
BRASILEIROS S.A., CNPJ 42.318.949/0001-
84, com enderego na Estrada dos
Bandeirantes, 7966, CEP: 22783-110 — Rio
de Janeiro - RJ, doravante EMPRESA, é
revendedor autorizado ..sco no Brasil.

Asseguramos para fins do certame em
referéncia:

- o fornecimento e a garantia dos produtos
Cisco no anexo relacionados; e que

- 0s equipamentos Cisco cotados pela
EMPRESA, relacionados no anexo sdo de
linha de produgdo continuada e que seréo
forneci s pegas de reposicao pelo periodo
minimo de 60 (sessenta) meses.

Atestamos ainda, com relagdo aos
equipamentos Cisco relacionados no anexo:

a) nossa solidariedade para com a EMPRESA
no ambito dos produtos Cisco quanto aos
compromissos que a EMPRESA venha a
assumir perante a ECT, no escopo desta
licitagéo;

b) que a EMPRESA estd apta a prestar
assisténcia técnica, com o uso de pecas e
componentes originais, bem como suporte aos
produtos Cisco cotados;

Versao em inglés para referéncia apenas
English version for reference only

We hereby inform for the purposes of the
above process that C™73A
COMPUTADORES E SISTEMAS
BRASILEIROS S.A., CNPJ 42.318.949/0001-
84, com endereco na Estrada dos
Bandeirantes, 7966, CEP: 22783-110 — Rio de
Janeiro - RJ, hereinafter COMPANY is an
authorized reseller in Brazil.

We certify for the purposes of the above
pre¢

- the supply and warranty of the Cisco products
listed in the attachment hereto; and that

- the Cisco eguipment offered by COMPANY
are from a continued line of production and that
spare parts will * : a able for a minimum
period of 60 (sixty) months.

We also certify with regards to the Cisco
products listed in the attachment hereto:

a) our joint liability with COMPANY with
regards to Cisco products in relation to the
obligations that-"COMPANY commits before
ECT, within this process;

b) that COMPANY is capable of rendering
technical assistance, with the use of original
spare parts, as well as support to the Cisco

products offered; ‘

y
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Routed WAN Mgmt 1.3 for WIN/SOL;
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CERTIFICADO

A EMC Computer Systems Brasil Ltda., estabelecida na Rua Verbo
Divino, 1.488, 4° andar, Sao Paulo, SP, inscrita no CNPJ/MF sob
numero 01.462.107/0001-23, subsidiaria da EMC Corporation, assegura
que os equipamentos cotados, EMC Connectrix ED-12000B, séao de linha
de producao continuada e que se compromete a fornecer pecas de
reposicao pelo periodo minimo de 60 (sessenta} meses, perante o cliente

Correios, referente ao Edital do Pregao N° 050/2003.

Sao Paulo, 22 de Julho de 2003

TN

EMC Computer Systems Brasil Lt
Verbo Divino, 1.488 4° andar 04719-904

- Paulo, SP Tet.: (11) 5185.8800 Fax: (11) 5185.8999
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PROPOSTA TECNICA - Edital do Pregdo CORREIOS n2 050/2003

- [ PKOPOST 7 T 1o COF [0S N2050/2003

CEr 22100711V 1w us ven e
Tel. 21 2442-8800
www cobra.com br
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PROPOSTA TECNICA - Edital do Pregdo CORREIOS n2 050/2003

(%
12.10 ROTEAI TIPO 02ttt e et i et e sn e o
12.11 UNIDAIL _ _ 2 BACKUP ROBOTIZADO......ccccceureruvirinrnn. Z
12.12 SERVIDOR DE SEGURANCA LOGICA 01
12.13 SERVIDOR DE SEGURANGA LOGICA 02....cu.vvvorivrecrsanssssiaanessncessessssssansessessssssssssssssessasessssssssessesnnas

12.14 SERVIDOR PARA DETECCAO DE INTRUSAO
1215 SOFTWARES ..ottt et s bbbt b e a s e eas s b s R b st s a e s e e e e s et e et eane

13 CONFORMIDADE COM REQUISITOS GERAIS ... ... ... .. i

COBRA Tarnalnnia & &
Estrada dos
CEP 22783-110 Kio ge Janeiro J
Tel. 21 2442-8800
www cobra.com.br
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Content-and Application-Aware Layers 2 Through 7 Switching Services

* Integrated content switching module (CSM) brings high-performance, feature-rich server and firewall load
balancing to the Cisco Catalyst 6500 Series, ensuring a safer and more manageable infrastructure with

u
e Inl _ ted multigigabit SSL acceleration combined with CSM provides a high-performance e-commerce solution
* Integrated multigigabit firewall and M provide a secure, higl e, solution

* Software features such as Network Based Application Recognition (NBAR) enhance network management and
control of bandwidth utilization

Scalable Performance

* Delivers the industry’s highest LAN switch performance, 400 Mpps, using the distributed Cisco Express
Forwarding dCEF720 platform

* Supports a mix of Cisco Express Forwarding (CEF) implementations and switch fabric speeds for optimal wiring
closet, core, data center, and WAN edge deployments, as well as service provider networks

Rich Layei ‘Tvices
¢ Multiprotocol Layer 3 routing supports traditional network requirements and provides a smooth transition
«chanism in the enterprise
« Provides hardware support for enterprise-class and service-provider-scale routing tables
¢ Provides IPv6 sy in hard using Supervisor Engine 720) witl
of services
= Provides hardware support for large enterprise-class and service-provider-scale routing tables

» Provides MPLS support in hardware to enable VPN services within the enterprise and facilitate smooth
integration with new high-speed service provider core infrastructures and Metro Ethernet deployme

Enhanced Data Voice, and Video Services

 Provides integrated IP communications throughout all Cisco Catalyst 6500 Series platforms

 Provides 10/100 and 10/100/1000 line cards, field upgradable with inline power using a daughter card and
ofl g future support for IEEE 802.3af to protect today's investments
Provides dense T1/E1 and foreign Exchange Station (FXS) voice-over-IP (VoIP) gateway interfaces for public
switched telephone network (PSTN) access and traditional phone, fax, and private branch exchange (PBX)
connections

* Supports high-performance IP multicast video and audio applications

- -« Provides-integrated management necessary to-effectively deploy a-scalable-enterprise-converged network

Highest Level of Interface Flexibility, Scalability, and Density

» Provides the port densities and interface choices that large mission-critical wiring closets, enterprise core,
and distribution networks require

« Supports up to 576 voice 10/100/1000 Gigabit-over-copper ports with inline power per system

» Provides up to 192 Gigabit Ethernet ports

Cisco Systems, Inc.
Ali contents are Copyright © 1992-2003 Cisco Systems, Inc. All rights reserved. Important Notices and
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Deployment Scenarios

The Cisco Catalyst 6500 Series delivers secure converged services for campus, Internet service provider (ISP}, metro
edge, and research and grid computing networks.

Campus networks—TFeatures 10/100 and 10/100/1000 autosensing modules that provide inline power for the
wiring closet, along with robust high availability, security, and manageability features; world-class networking
software; high-performance Gigabit and 10 Gigabit interface modules; and network management for the

distribution and core

Figure 2
Deployment Scenarios for Catalyst 6501 es Switches in C s Networks

Dis
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* [ISP network—Provides robust high-availability, security, and manageability features; world-class networking
software; high-performance Gigabit and 10 Gigabit interface modules; and network management for the most
demanding service provider networking environments requiring Multiprotocol Label Switching (MPLS),
Multicast, .. Version 6 . .6), an extensive set of WAN interfaces, and hierarchical traffic shaping.

Figure 3
Deployment Scenarios for Catalyst 6500 Series Switches in ISP Networks

Cisco Systems, inc.
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* Grid computing network—Provides high-speed optical interface modules and world-class software required to
handle high-volume traffic and build and manage large-scale networks

Figure 5
Deployment Scenarios for Catalyst 6500 Series Switches in Grid Computing Network
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Regulatory Compliance

Safety

UL 1950

EN 60950
CSA-C22.2 no. 950
60950
AS/NZA 3260

21 CFR 1040

EN 60825-1

IEC 60825-1

TS 001

EMC

FCC (CFR 47, Part 15) Class A
VeI
CE Marking
EN 55022
EN 55024
cIsl 2
AS/NZS 3548
13  1089-CORE,C  CC )
ETSI ETS-300386-2
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Catalyst 6503 Switch

| Chapter1 _ Product QOverview B

. Upiwotwo hot-swappable Catalyst 6500 series modules:

- The Switch Fabric Modules (WS-C6500—SFM and WS-X6500-SFM2)
are not supported on the Catalyst 6503 switch.

- The WS-X6816-GBIC 16-port Gigabit Ethernet fabric-enabled module is
not supported on the Catalyst 6503 switch.

. Backplane bandwidth of 32 Gbps
« Hot-swappable fan assembly

. Two power entry modules (PEMs)
. Redundant AC-inputor DC-input power supplies (950W power supply only)

Figure 1-1 Catalyst 6503 Switch—Front View
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System Feature:s

Port D 1sity

This se tion ueseibes ine 1a dware fearures for the Catalyst 6500 series switches.
For sof ware desciptions. refer to your software configurarion guide. For module
descrir:inns and ‘nstalletion procedures, refer to the Caraiyst 6500 Series
Switches Modie . fastalicion Guiae.

Tabie 1-2 s the port densities of the Catalyst 6500 series switches.

lable 1.2 Caialyst 6500 Szries Port Density

Architecturs Catalys? 500 Series Switches
Nuriber of 103 vabi 2 (3 slotsy Catalyst 6503 swilca
cthernat rori- 5 (€ sluy) Catalyst 6506 switch

& (9 slots) Catalyst 6509 switch
12 (13 slots) Catalyst 6513 switch

Nurber of G.gabit 34 (3 slots) Catalyst 6503 switch
Ethernet Parts 82 (6 slots) Catalyst 6506 switch
.30 (9 siots) Catalyst 6509 switch
194 (13 slots) Catalyst 6513 switch

Niraberof [I0B Sr-¥% 106 (3 glats) Catalyst 6505 switch

Tehoge 2t Doery LI 16 sl Catelyst 6596 ewitch
182 (9 ¢Iots) Catalyst 6509 swtch
‘288 (13 siots) Catalyst 6513 switch

Number of 17100 log (2 ¢ 1:3) Catalyst 6303 switch
Ethernet Foris 240 16 < ots) Catalyst 6506 switch

384 (9 siotsy Catalyst 6509 switch
576 (13 slots) Catalyst 6513 switch

Nurber ot (0B£SE-FL 48 ¢3 slos) Caralyst 6503 switc

Ehernet Ports "20 (6 <1ty Catalyst 6206 switch
S22 9 siots) Catalyst 6509 switch

Z88 V13 slots) Catalyst 6313 switch

Cataiyst 5500 Series Switch installation Guide mm
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Chapter 1 Product Overview |

wer Supplies

1000 W, 1300 \2!, 2500 W, and 4000 W Power Supg

The 000 W, 1200 W, 2500 V/, and 4000 W AC-input and DC-input power
v a2¢ have the same form factor and designed for use in the Catalyst 6500
ser.es swilches

Mote  Tae (077 7w, 1363707 2300 VW, and 4006 W power supplies have a different form
Fto. @nd canr >t be va2din the Carelyst 6503 series switch.

Catalyst 6500 series chassis power supply configurations for the 1000 W, 1300 W,
<0V -d 700 e sy g s ppliss are showrin Teble 1.3

Zsle 1.7 Calalys: 6500 Sares Pourer Supply Configurations

Fatalyst (500 Series
Swvitch JPower Supply Configurations

Catalyst 6506 11000 W AC-input
11300 W AC- and DC-inpus
12500 W AC- and DC-input
Catalvst 8509 ‘ 1300 W AC- and DC-input
2500 W AC- and DC-input

ii'.’f‘.(‘ W AT inprit
TTTTTITaA oy ! ; r——
aalyst $563-0 00 1260 W AC- and DC-input

2500 W AT and DC-innut

A4NN0 W AC-input

Cafaivit 6313 2500 W AC- and DC-ipnw

A000 W AC-input

Jetalne D00 sEree goic e curpor. redundant AC-input and DC-input power
supghes. Unlike the Catalyst 4000 family and Catalyst 5000 family switches, the
Ciaivel 5500 s, 28 swichiee aliovs you to mix AC-input and DC-input power

: S TR T e
c Tles 5ty s choces

Catalyst 650 “eries Switoh Instadation 500t







Chapter 1 Product Overview |

Power Supplies

Figire 18 AC-input Forver Suppiy
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Core suppnes b

[ v r Supply Fedundancy

Y

flete

Catalyst 6500 series modules have aifferent power requirements. Depending upon
e wattage of te vower Sapaly. certain switch configurations might require more
power than a single power susply car provide. Although the power management
frature a fows you to ~ever ¢! instziled modules with two power supplies,
rxdundancy is not supported 1 this configuration. Redur:dant and nonredundant
pow:r configurations are surv manz - Table 1-4. The effects of changing the
power supply coafigurations are swnmarized in ..ble i-5.

sereye [oad hasing operation in a redundant power supply configuration, you
. install two mocuies in che chassis. If you fail to install two modules, you
. ght receive spurious GUTPUT FAIL indications on the power supply.

Cata’yst 6500 Series Switch Instaiiation Guic

[ 78-157122-01












| Chapter 1

Product Overview

Power Supplies I

ckange from a noaredurdant to a reduadant configuration. both power supplies
are initially enabled. 2nd if *hey are of the same wattage, remain enabled. If they
a~ ofdifferers wittape, 2 sosleg mocsage displays and the lower wattage supply
is disabled.

Fot additioral ir ermadicen about the sower rmanagemen: feature and individual
rodule power oasumption, cefer to your software cor.figuration guide,

1| B D oyl

The envirormental roaizering and reporting furctions allow you to
normal svstem operation by resolvingz adverse em rronmental condit:
loss of operation.

The power supplies monitor their own internal temperature and volt:
evant of excassive internai tzinpera.ure, the power supply will shut ¢
prevent damage. ‘When the pewer supply returns to a saje operating t
it will restart. In the event of an abricrmal voltage on ore or more ou
power supplies “1e ONTHUT FAIL LED will light. Subsrantial over
ccnvlitions can lead to 2 nawer cupplv shutdown.

The power supply iront pane LED: are descrioed in Table 1-6.

For more in"3rmation a* ot (e envi-onmental menitoring fezture, re

software codigmaticn puide.

3590 Serfes Switch Installation Guide

[ 78-15722-01












Supervisor Engine 1A and Supervisor Engine 2 Deployment Scenarios

With a broad range of interfaces, anc 2 es, chassis / slot configurations as well as a scalable set of
Supervisor Engines, the Catalyst 6500 can be deployed anywhere in the network. The figure below depicts the
Catalyst 6500 deployed in the wiring closet, distribution, core, data center, WAN edge and Metr¢c ~ ~ provides
recommended supervisor engines for each part of the network.

Figure 2
Cisco Supervisor Engine 1A and Supervisor Engine 2 Deployment Scenarios

: _stems, Inc.
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End-to-End Management Tools

Managed with CiscoWorks2000, Cisco Catalyst 6500 Series switches can be configured and managed to deliver
end-to-end device, VLAN, traffic, and policy management. Cisco Resource Manager, a Web-base« g

that works with CiscoWorks2000, provides: automated inventory collection, software deployment, easy tracking of
network changes, views into device availability, and quick isolation of error conditions.

1

Supervisor Engines 1A and 2 provide a comprehensive set of management tools to provide the required visibility and

control in the network.
Console management—Provide shared interface to the Supervisor Engine 2 and the Multilayer Switch Feature
Card 2 (MSFC?2) available out-of-band from a local terminal or remote terminal connected through a modem to

the console or auxiliary interface

s In-band management—Provide shared interface to the Supervisor Engine 2 and the MSFC2 available in-band
through SNMP, Telnet client, Bootstrap Protocol (BOOTP), and Trivial File Transfer Protocol (TFTP)

* SPAN—Allow management and monitoring of switch traffic

» _____.N—Allow centralized manag and monitoring by aggregating and directing traffic from multiple
di¢ uted hosts and switches to a remotely located switch through a trunk link

« VACL w lirect traffic t wvork ar  tsis port n ACL

For details see Table 4—Management Tools Comparison.

Comprehensive Security
The advanced security capabilities of Supervisor Engines 1A and 2 can reduce the threats of malicious attacks while
enabling authentication, authorization, and accounting. With support for up to 32K ACL entries, IP/IPX security
ACLs in hardware, and advanced features such as port security, Supervisor Engines 1A and 2 offer a superior set of
Layer 2-4 network traffic security capabilities:
 Layer 2 security features—Include private VLANSs and port security, to help the network architect properly
partition and control the utilization of the switch resources.
e Layer 2, 3, and 4 hardware filters—Can work on the forwarding engine and in conjunction with optional
integrated services modules to inspect each forwarded packet and permit or deny all the streams of traffic
according to the network administrator’s rules.

For details see Table 5—PFC and PFC2 Security Features Comparison.

Cisco Systems, Inc.
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upervisor Engine 2-PFC2

Suited for deployment in wiri  :losets with Classic and CEF256 interface modules, Supervisor Engine 1A-2GE
provides basic Layer 2 forwaraing with the following operational advantages:

Layer 2 forwarding—Performs Layer 2 forwarding with Layer2, 3, 4 features; requires MSFC2 upgrade to
support Layer 3, 4 forwarding

MAC addresses—128K

Forwarding rate—Up to 30 Mpps per system

Bandwidth—32 Gbps per system; 256 Gbps with SFM in chassis

Layer 2, 3 traffic classification and marking—Layer 2 and Layer 3 {See Table oS Features Comparison
for details)

Multilayer (Layer 3) switching—Requires MSFC2 upgrade (See Table 6 for details)

Distributed forwarding—Requires MSFC2 upgrade, SFM, and interface modules with DFCs (for details, see
section titled How Distributed Cisco Express Forwarding (dCEF) Works).

( ings isco Catalyst OS only (( 2 IOS Software supported with MSFC2 upgrade)
Management tools—SPAN, RSPAN, VACL capture

DRAM—128, 256, 512 MB

Onboard flash (BootFlash)—32 MB
Chassis supported—Cisco Catalyst 6006, 6009, 6503, 6506, 6509, 6509-NEB, 6509-NEB-A, and 6513; 7603,

7606, 7609, OSR-7609, and 7613
Slot requirements—Slots 1 or 2 of any chassis
Upgrade support—MSFC2 upgrade

Cisco Sy: In¢.
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Supervisor Engine 1A-PFC

Suited for deployment in wiring closets with Classic interfac  dules, Suy  sor Engine 1A-2GE provides basic
Layer 2 forwarding with the following operational advantages:

La 2 forwarding—Performs basic  ‘er 2 forwardi  vith no Layer 2-4 features
MAC addresses—128K
Forwarding rate—Up to 15 Mpps per system

Bandwidth—32 Gbps per system
Layer 2, 3 wraffic classification and marking—Layer 2 and Layer 3 (See Table 3—QoS Features Comparison

for details)

Muiltilayer (Layer 3) switching—Unsupported
Distributed forwarding—Unsupported

Operating system—Cisco Catalyst OS only
Management tools—SPAN, RSPAN, VACL capture
DRAM—128 MB

Onboard flash (BootFlash)—16 MB
Chassis supported—Cisco Catalyst 6006, 6009, 6503, 6506, 6509, and 6509-NEB, 6509-NEB-A (6513 not

supported); 7603, 7606, 7609 OSR-7609 (7613 not si ted)

» Slotr 'ments—Slots 1 or 2 of any chassis
e Upgrades—None
Figure §

Cisco Catalyst 6500 Supervisor Engine 1A-PFC

Cisco Systems, nic.
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Supervisor Engine 1A-2GE

Suited for deployment in wiring closets with Classic interface modules, Supervisor Engine 1A-2GE provides basic
Layer 2 forwarding with the following operational advantages:

Layer 2 forw  ng—Performs Layer 2 forwarding with Layer 4 features
MAC addresses—128K

Forwarding rate—Up to 15 Mpps per system

Bandwidth—32 Gbps per system

Layer 2, 3 wraffic classification and marking—Layer 2 only, not upgradable to support Layer 3 (for de see
Table 3—QoS Features Comparison)

Multilayer (Layer 3) switching—Unsupported

Distributed forwarding—Unsupported

Operating system—Cisco Catalyst OS only

Management tools—SPAN only

DRAM—64 MB

Onboard flash (BootFlash)—16 MB
Chassis supported—Cisco Catalyst 6006, 6009, 6503, 6506, 6509, and 6509-NEB, 6509-NEB-A (6513 not

supported); 7603, 7606, 7609, and OSR-7609 (7613 not supported)
Slot requirements—Slots 1 or 2 of any chassis
Upgrade support—None

Cisco Systems, Inc.
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Safety Certifications
= UL 1950

< EN 60950

e CSA-0C22.2 No. 950
* IEC 950

Electromagnetic Emissions Certifications
* FCC C A

e VCCICEIl

* CE k

¢ EN 55022 Class B

CISPR 22 Class B

Technical Support Services

Whether your company is a large organization, a commercial business, or a service provider, Cisco Systems is
committed to maximizing the return on your network investment. Cisco offers a portfolio of Technical Support
Services to ensure that your Cisco products operate efficiently, remain highly available, and benefit from the most
up-to-date system software.

Cisco Technical Support Services ____-s the following features, which hely  ble / inves protection and
mir downtime for systems running mission-critical applications:

¢ Provides Cisco networking expertise online and on the telephone

. ctive support environment with software updates and upgra mor  ngintegral part of your

network operations, not merely a remedy when a failure or problem occurs

= Makes Cisco technical knowledge and resourcesa ~ ble to you on demand

e Augments the resources of your operations technical staff to increase productivity

» Complements remote technical support with onsite hardware replacement

« The Cisco portfolio of Technical Support Services includes:

+ Cisco SMARTnet" support

* Cisco SMARTnet Onsite support

+ Cisco Software Application Services, including Software Application Support and Software Application Support

plus Upgrades

For more information visit:
‘http:/fwww.cisco.com/en/US/products/svcs/ps3034/serv_category_home.html

Cisco Systems, Inc.
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Additional Cisco Catalyst 6500 Series Information
For additional information about the Cisco Catalyst 6500 Series, supervisor engines, interface modules, SFM, and
services modules, visit:
http://www.cisco.com/en/US/products/hw/switches/ps708/products_data_sheets_list.html

» Catalyst 6500 Series Data Sheet

¢ Catalyst 6500 Supervisor Engine 720 Data Sheet

= Catalyst 10/100 and 10/100/1000 Ethernet Data Sheet

» Catalyst 6500 Gigabit Ethernet Interface Modules Data Sheet

» Catalyst 6500 10 Gigabit Ethernet Interface Modules Data Sheet

¢ Catalyst 6500 FlexWAN Interface

¢ Catalyst 6500 Switch Fabric Interface Modules Data Sheet

« Catalyst 6500 Content Services Module (CSM) Data Sheet

« Catalyst 6500 Firewall Services Module Data Sheet

¢ Catalyst 6500 Network Application Module (NAM) Data Sheet

s Catalyst 6500 Intrusion Detection (IDS) Module Data Sheet

» Catalyst 6500 IP Sec/VPN Services Module Data Sheet

= Catalyst 6500 SSL Services Module Data Sheet

Corporate Headquarters European Headquarters Americas Headquarters Asia Pacific Headquarters
Cisco Systems, Inc. Cisco Systems International BV Cisco Systems, Inc. Cisco Systems, Inc.
170 West Tasman Drive Haarlerbergpark 170 West Tasman Drive Capital Tower
San Jose, CA 95134-1706 Haarlerbergweg 13-19 San Jose, CA 95134-1706 168 Robinson Road
USA 1101 CH Amsterdam USA #22-01 to #29-01
www.cisco.com The Netherlands www.cisco.com Singapore 068912
Tel: 408 526-4000 Www-europe.cisco.com Tel: 408 526-7660 www.cisco.com

800 553-NETS (6387) Tel: 31020357 1000 Fax: 408 527-0883 Tel: +65 6317 7777
Fax: 408 526-4100 Fax: 310 20357 1100 Fax: +65 6317 7799

~Cisco Systems has nmrore than-200-offices-in-the-following countries-and regions.-Addresses, phone numbers, and fax numbers are listed on the

Cisco Web site at www.cisco.com/gol/offices
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Environmental Conditions

¢ Operating temperature: 32 to 104 F (0 to 40 C)
» Storage temperature: —40 to 167 F (-40 to 75 C)
* Relative humidity: 10 to 90%, noncondensing

¢ Operating altitude: -60 to 4000 m
¢ Mean time between failure (MTBF): seven years for system configuration

Safety Compliance

l\'\/‘ n;"

Cisco Catalyst 6500 Series Gigabit Ethernet interface modules, when installed in a system, comply with the following

compliance and safety standards:

UL 1950

CSA C22.2 No.950
EN(

EN 60825-1

IEC 60950

IEC 60825-1

TS 001

CE marking
AS/NZS 3260
21CFR1040

EMC _ompliance

--sco Catalys_ __ O Series Gigabit Eth 1 dule
EMI standards:

FCC .5 (CFRA4T) ( A
VCCI

EN55022

EN55024

CISPR 22

CE marking

AS/NZS 3548

Network Management

ETHERLIKE-MIB (RFC 1643)
IF-MIB (RFC 1573}

Bridge MIB (RFC 1493)
CISCO-STACK-MIB

CISCO-\ __ MIB
CISCO-CDP-MIB

Cisco Systems, Inc.

e ¢ ly with the following
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Cisco Catalyst Classic 10/100 Copper Voice Modules

Designed for deployment in wiring closets, high-density Cisco Catalyst Classic 10/100 interface modules come with
a selection of inline power capabilities and provide line-rate 10/100 Ethernet forwarding with the following

operational advantages:
¢ Voice-ready modules with Cisco Inline Power and upgradable to 802.3af-—Available in 48-port RJ-45 and R}-21
configurations (WS-X6148-RJ45V and WS-X6148-RJ21V)
* Voice-ready modules with Cisco Inline Power and not upgradable to 802.3af—Available in 48-port RJ-45 and
RJ-21 configurations (WS-X6348-RJ45V and WS-X6348-RJ21V)
» 3 le 1 4!
RJ-21configurations (WS-X6148-RJ-45 and WS-X6148-R}-21)
Note: These modules are designed to fully support future upgrades to the IEEE 802.3af inline power standard
currently underway, providing maximum investment protection, a new daughter card will be offered once the
standard is ratified.
Forwarding architecture—Use centralized CEF forwarding
Forwarding performance—Forwards packets up to 15 Mpps per system
Fabric connection—Connect to the switch fabric using a 32-Gbps shared bus connection
Supervisor engine—Work with Supervisor Engine 1A, Supervisor Engine 2, or Supervisor Engine 720
Distributed forwarding upgrade—None; Classic interface modules cannot be upgraded for distributed forwarding
Slo. -C any slot i1 Cisco Catalyst 6500 Ser  :hassis
Maximum Port Density / Chassis—up to 576 ports / Cisco Catalyst 6513; up to 384 ports / Cisco Catalyst 6509
Transmit queue structure—2q2t = two round robin queues and two thresholds

Receive queue structur g4t = one round robin queue and four thresholds

Cisco Systems, Inc.
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Safety Compliance
« UL 1950

« CSA-C22.2 No. 950
= EN 60950

» IEC 950

< AS/NZS 3260

« IEC 825

< EN 60825

e Z21CFR1040

EMC Compliance

¢ FCC Part 15 (CFR 47) Class A

¢ VCCI Class A with UTP, Class B with STP

» EN55022 Class A with UTP, Class B with STP

e CISPR 22 Class A with UTP, Class B with STP

e __ .narking

¢ AS._. 3548 Class A with UTP, Class B with STP

Network anagement

. E- RFC 1

« IF-MIB (RFC 1573)

Bridge MIB (RFC 1493)
CISCO-STACK-MIB
CISCO-VTP-MIB
CISCO-CDP-MIB

« RMON MIB (RFC 1757)

e ___CO-PAGP-MIB

. tensions-.

e CISCO-VLAN-Bridge-MIB

¢ CISCO-VLAN-Membership-MIB
« CISCO-UDLDP-MIB
 CISCO-ENTITY-FRU-CONTROL-MIB
¢ CISCO-COPS-CLIENT-MIB

o ENTITY-MIB (RFC 2037)

« HC-RMON

e RFCI1213-MIB (MIB-II)
 SMON-MIB

Cisco Systems, Inc.
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Fauit Isolation and Troubleshooting

Using the NAMSs, network managers can set thresholds and alarms on various network parameters such as increased
utilization, severe application response delays, and voice quality degradation, and be alerted to potential problems.
The NAMs provide comprehensive views on applications, hosts, voice, quality of s ce (QoS) so on, to isolate
faults or malfunctions in the network. The NAM Traffic Analyzer can capture and decode packets in real time to aid

troubleshooting (Figure 5).

Capturing and Decoding Packets with NAM

VoIP and QoS Monitoring
The NAMs can analyze voice traffic flows in real time to collect valuable information, including call setup details and

voice quality metrics. Network managers can be alerted to voice quality de; latior 1 1isolate potential

problems (Figure 6).

The NAMSs make the deployment of QoS for voice and other critical services effective by identifying violations of
QoS policies. The NAMs support the Differentiated Services Monitoring (DSMON) MIB, which monitors traffic by
differentiated services code point (DSCP) allocations defined by QoS policies (Figure 7).
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This appendix provides the technical specifications for the Catalyst 6000 series
switches:

« Catalyst 6006 Switch, page A-2

+ Catalyst 6009 Switch, page A-3

« Catalyst 6000 Series Power Supplies, page A-5
* Regulatory Standards Compliance, page A-7

Refer to the Catalyst 6500 Series Module Installation Guide for module and
interface port specifications.
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For fixed Gigabit Ethernet access layer connectivity:

¢ Cisco alyst 2950T-24 Wire-speed standalone 10/100 switching,
10/100/1000BASE-T uplinks, advanced intelligent services, and clustering
capabilities; ideal for deploying Gigabit Ethernet over a copper (Category 5)
infrastructure

For deployments in telco/data communications network (DCN) environments,
Cisco Catalyst 3550-24-DC and Cisco Catalyst 2950G-24-DC switches provide
stackable 10/100 switching, GBIC-based gigabit connectivity, advanced intelligent
services, clustering capabilities, and DC power.

Core/Backbone

alyst 3550-12G or 3550-12T for
wvices {small networks only;
works will typically require
ritches)

ion/Aggregation

3550-12G o -12T for
Layer 3 servicer

dge

lyst 3550-2« for intelligent
riass muttil_, _. switching with
_...« Ind GBIC-basad uplinks

Cisco Catalyst 2950G-12/24/48 for
intefligant muitifayer switching and
Collapsed Backbone Environments GBIC-based uplinks

Cisco Catalyst 3550-12G or 3550-12T for Cisco Catalyst ~~~"724 and 2950C-24 for

intelligent Layer 3 services intelligent mulit.._, .. switching with fixed
A . Gigabit Ethernet and fiber uplinks

Cisco Catalyst 3550-24/48 for intelligent

enterprise-class multilayer switching
with IP routing and GBIC-based uplinks

Cisco Catalyst 2950-12/24 for basic
standalone connectivity






















W
\}V4

Want to leam more?

You'll find a wealth of information about Cisco Catalyst switches online,

including:

¢ A solutions guide that explains how Cisco Catalyst 2950, 3550, 4000, ¢
6500 Series switches ease network migration and expansion

¢ Two additional solutions guides addressing the unique needs of custon

in government and educati

e Anew Iltimedia preview of Cisco Cluster Management Suite Softw:
di  nstrating how this free tool saves network administrators time a
money while easing the deployment of intelligent services

e Sales tools highlighting each member "t Ci ‘yst’

o A | lick reference guide with ordering information for Cisco Catalyst
products and accessories
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Safety Certifications

e UL 60950 3RD edition

« CAN/CSA €22.2 No. 60950-00
* EN 60950

» IEC 60950

e AS/NZS 3260, TS001

» CE Marking

« CCC

Warranty

Limited lifetime warranty

Ordering Information

* Model Number: PWR675-AC-RPS-N1=

= Cisco Redundant Power System 675 (RPS 675) with 1 connector cable
* The Cisco RPS 675 is sold with one cable. Other cablesr  be ad sepa Y-
« Cable: CAB-RPS-1614=

¢ 1.2 meter cable for Cisco RPS 675 to external device connection

* _ r More Information on ucts, Contact:

e US.anc nada: 800 553-NETS (6387)

e Europe: 32 2 778 4242

e Au a: 6129935 4107

e Other: 408 526-7209

» World Wide Web URL: http://www.cisco.com
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(continued)

Standards

CISCO-TCAMIB
CISCO-VLAN-MEMBERSHIRMIB

» CISCO-VTA-MIB

ENTITY-MIB
IANA _pe-MIB

IF-MIB (RFC 1573)
OLD-CISCO-CHASSIS-MIB

+ OLD-CISCO-CPU-MIB

OLD-CISCO-INTERFACES-MIB
OLD-CISCO-IRMIB
OLD-CISCO-MEMORY-MIB
OLD-CISCO-SYSTEM-MIB
OLD-CISCO-TCP-MIB
OLD-CISCO-TS-MIB
CISCO-PAGP-MIB
CISCO-UDLD-MIB
RFC1213-MIB (MIB-HI)
RFC1398-MIB (ETHERNET-MIB)
RMON-MIB (RFC 1757)
RS-232-MiB

SNMPv2-MIB

SNMPv2-SM|

IEEE BUZ.1X support
IEEE 802.1w

IEEE 802.1s

IEEE 802.3x full duplex on 10BaseT, 100BaseTX, and 1000BaseT ports
IEEE 802.1D STP

IEEE 802.1p class-of-service (CoS) prioritization

IEEE 802.1Q VLAN

IEEE 802.3 10BaseT specification

IEEE 802.3u 100BaseTX specification

IEEE 802.3ab 1000BaseT specification

IEEE 802.3z 1000BaseX specification

, items, Inc.
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Electromagnetic Emissions Certifications For More Information on Cisco Products,
e FCC Part 15 Class A Contact:
« EN 55022B Class A (CISPR 22 Class A) * U.S. and Canada: 800 553-NETS (6387)

» Europe: 32 2 778 4242

 Australia: 612 9935 4107

* Other: 408 526-7209

* World Wide Web URL: http://www.cisco.com

» VCCI Class A

» AS/NZS 3548 Class A
« BCIQ

¢ CE Marking

Warranty

 Lifetime limited warranty

‘dering Information
¢ Model Number: WS-X3500-XL (Cisco GigaStack
and 50 centimeter  le for )

< Cable: CAB-GS-1M (1 meter cable for GigaStack
GBIC)
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| Chapter2 Installation

'_ srifying 'ackage Cc tents

S

Note Caretully remove the contents from the shipping container, and check each item
for damage. If any item is missing or damaged, contact your Cisco representative
or reseller for support. Return all packing materials to the shipping container and

eave them

The switch is shipped with these items:
» AC power cord

» Mounting kit containing these items:
= Four rubber feet for mounting the switch on a table, shelf, or desk

= Two 19-inch or 24-inch rack-mounting brackets

Six number-8 Phillips flat-head screws for attaching the brackets to the
switch

Four number-8 Phillips truss-head screws for attaching the brackets to
the switch

Four number-12 Phillips machine screws for attaching the brackets to a
rack

One cable guide and one black Phillips machine screw for attaching the
cable guide to one of the mounting brackets

-~ RPS connector cover
» DC-switch kit containing these items:
= One DC terminal block plug (also called a terminal block header)
= One ground lug
- Two number-10-32 screws for attaching the ground lug to the switch

= Two 23-inch rack-mounting brackets (with 1-inch spacing for telco
racks)

— = Fournumber-8 Phillips truss-head screws for attaching the brackets to

the switch

Catalyst 2950 Desktop Switch Hardware Installation (

[ 78-11157-04

































































































































Chapter 2

Installation ]
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Catalyst 2950 Desktop Switch Hardware Installation Guide
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| _Chapter 15

Configuring VLANs

I'VMPS File Format, version 1.1
! Always begin the configuration file with

! the word “VMPS”
1

tvimps domain <domain-name>

! The VMPS domain must be defined.
tvimps mode {open | secure}

! The default mode is open.

!vimps fallback <vlan-names

lvmmps no-domain-req { allow | deny }

! The default value is allow.

vmps domain DSBU
vmps mode open
vmps fallback defa

vimps no-domain-req deny

!
!
!MAC Addresses
1
vmps-mac-addrs
!

ult

! address <addr> vlan-name <vlan_name:>

1

dr 0012.2233.
address 0000.6509.
address aabb.ccdd.
address 1223.5678.
address fedc.ba98.
address fedc.ba23.
]
{Port Groups
!

44

a0s80
eeff
9abc
7654
1245

vlan-na hard
vlan-name hardware
vlan-name Green
vlan-name ExecStaff
vlan-name --NONE--
vlan-name Purple

Ivmps-port-group <group-namex>
! device <device-id> { port <port-name> | all-ports }

vmps-port-group WiringClosetl
deavice 198.92.30.32 port 0/2
ice 172.20.26.141 port 0/8
vmps-port-group “Executive Row”
device 198.4.254.222 port 0/2
198.4 .222 port 0/3
198.4 .223 all-g

!
!
!VLAN groups

lvmps-vlan-group <group-name>

! vlan~name <vlan-name>

vmps-vlan-group Engineering

vlan-name hardware
vlan-name software

- -—
!
IVLAN port Policie
!

5

tvmps-port-policies {vlan-name <vlan_name> | vlan-group <group-names }

1 { port-group <group-name> | device <device-ids> port <port-names }

!

vmps-port-policies vlan-group Engineering
port-group WiringClosetl

Catalyst 295_ _._ | Catalyst 2955 Switch Soft. ___ Configurati
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Copyright © 2000 — 2003 EMC Corporation. All rights reserved.
Printed July, 2003

EMC believes the information in this publication is accurate as of its publication date. The
information is subject to change without notice.

THE INFORMATION IN THIS PUBLICATION IS PROVIDED "AS IS." EMC CORPOI TION
MAKES NO REPRESENTATIONS OR WARRANTIES OF ANY KIND WITH RESPEC'T I'O THE
INFORMATION IN THIS PUBLICATION, AND SPECIFICALLY DISCLAIMS IMPLIED
WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE.

Use, copying, and distribution of any EMC software described in this iblication requires an
applicable software license.

Regulatory Agency Information

EMC Connectrix Enterprise Director Model ED-12000B systems have been extensive tested
and certified to meet UL1950, CSA 22.2 No 950, IEC 60950/EN60950; Safety of Inform on
Technology Equipment including Electrical Business Equipment, FCC Rules Part15. bpart B;
CISPR22 Class A; European EMC Directive 89/336/EEC on, electromagnetic compatibuuty.

This class A digital apparatus complies with Canadian ICES-003.

Cet appareil numérique de la classe A est conforme a la norme NMB-003 du Canada.

Warning!

This is a Class A product. In a domestic environment this product may cause radioin ference
in which case the user may be required to take adequate measures.

Achtung!
Dieses ist ein Gerit der Funkstorgrenzwertklasse A. In Wohnbereichen kénnen bei Betrieb

dieses Gerites Rundfunkstorungen auftreten, in welchen Fillen der Benutzer fiir
entsprechende Gegenmafinahmen verantwortlich ist.

Attention!
Ceci est un produit de Classe A. Dans un environnement domestique, ce produit risqu le créer
des interférences radioélectriques, il appartiendra alors a l'utilisateur de prendre les: sures

spécifiques appropriées.
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il ADMINISTRAGAO CENTRAL

2-Cap
Bib

a) Para o CCD de Brasilia, o

%

. . . SiM a}Vide Anex e de
equipamento devera possuir Backup Rob >arte A,
capacidade de Pg.18, Parte
armazenamento e
recuperagdo de dados para a (400slots X n
tecnologia .LTO Ultrium 2. de, compressic :ho
no minimo, 60TB (sessenta 80TB sem ¢ 3
Terabytes), sem compresséo
(nativo),

b) Para o CCD de Sao Paulo, .

0 equipamento devera ) Vide Anex le de

pOSSUir Backup Ro ), Pa

capacidade de M. pg2e9 PG
ade da

ca armazenamento e (400slots X 20  sem
recuperagao de dados para a compressio tucho =
tecnologia .LTO Ultrium 2. de, 80TB sem cor ;30.
no minimo, 40TB (sessenta
Terabytes), sem compressao
(nativo);

- N&o sera considerada para

efeito de calculo da

capacidade

solicitada tecnologia de

compactagao efou

compressao.

g)e\%f:rtUChO. LTO U.lg“:jm 2. S | E) Vide Anexo ide de

-vera possulr capacidade Backup Roboti , Pai

s dos |Minima de pg.1

200GBytes (sem

compressao).

) PREGAON.° 050/2003-C /AC
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MC/Senr 5 ¢ aGlance
What is MC/ServiceGuard?

(uninterruptible power supply), PowerTrust, which eliminates failures
related to power outage. These products are highly recommended along
with MC/ServiceGuard to provide the greatest degree of availability.
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Blank Pl /

Blank Plannin - Wrrksherets

This appendix reprints blank versions of the planning worksheets
described in the “Planning” chapter. You can duplicate any of these
worksheets that you find useful and fill them in as a part of the planning

process.
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2003 Bristol Technology, Inc., Bristol Technology, Wind/U, Hype: :lp
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Online Help

HP OpenView Storage Data Protector Integration Guide for HP
OpenView

This manual describes how to install, configure, and use the integration
of Data Protector with HP OpenView Service Information Portal, HP
OpenView Service Desk, and HP OpenView Reporter. It is intended for
backup administrators. It discusses how to use the OpenView
applications for Data Protector service management.

HP OpenView Storage Data Protector MPE/iX System User Guide

This manual describes how to install and configure MPE/iX clients, and
how to back up and restore MPE/iX data.

HP OpenView Storage Data Protector Integration Guide for HP
OpenView Operations

This manual describes how to monitor and manage the health and
performance of the Data Protector environment with HP OpenView
Operations (OVO), HP OpenView Service Navigator, and HP OpenView
Performance (OVP).

HP OpenView Storage Data Protector Software Release Notes

This manual gives a description of new features of HP OpenView Stor
Data Protector A.05.10. It also provides information on supported
configurations (devices, platforms and online database integrations,
SAN, and ZDB), requ  d patches, and limitations, as well as known
problems and workarounds. An updated version of the supported

configurations is available at
hitp: .openview.hp.c c ro/spec 1.html.

Data Protector provides context-sensitive (F1) help and Help Topics for
Windows and U..... platforms.
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Configuring and Using Backup Devices
Shared Devices in the SAN Environment

Direct Library Access Concept

With direct library access, every system sends control commands directly
to the library robotics. Therefore, a system does not depend on any other
system in order to function.

With direct library access , when multiple systems send commands to the
same library, the sequence of such communication has to be coordinated.
Therefore, every library definition is associated by default with a host
controlling the library robotics. If another host requests that a medium
be moved, Data Protector will first access the system specified in the
library definition for performing the move. If the system is not available,
direct access from the local host to the library robotics is used if the
libtab file is set. All of this is done in a transparent manner within Data

Prot  or.

Indirect Library Access Concept

With indirect library access, only one system (the default robotics control
systemn) sends robotic control commands that are initiated from Data
Protector. Any other system that requests a robotics function forwards
the request to the robotics control system, which then sends the actual
command to the robotics. This is the default setting, and is done in a
transparent manner within Data Protector for all requests from Data

Protector.

Configuration Overview
This section provides an overview of the steps involved in configuring
your system. It includes the following topics:
e Con” Iration goals
This section specifies the mixed SAN environment to be configured.

¢ Configuration methods
This section outlines the configuration methods that need to be
performed for UNIX, Windows, and mixed SAN environments.

¢ Autoconfiguring the devices
This section outlines the device autoconfiguration specifics in a SAN

environment.

¢ Manually configuring the robotics
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Configuring and Using Backup Devices
Device Locking

Data Protector recognizes in order to lock the device before starting
backup and restore sessions. Both logical devices need to have the same
lock name. Refer to “Shared Devices in the SAN Environment” on

page 44 for example on how to use Lock Name.

How to Lock a Lock a backup device by selecting the Use Lock Name advanced option

Device from the Settings property page for the device, and tI  entering the
lock name of your choice. For detailed steps, refer to the online Help
index keyword “locking backup devices”.
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