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Senado Federal

COMISSÃO DE RELAÇÕES EXTERIORES E DEFESA NACIONAL

ATA DA 30ª REUNIÃO, EXTRAORDINÁRIA, DA COMISSÃO DE RELAÇÕES EXTERIORES E DEFESA NACIONAL DA 3ª SESSÃO LEGISLATIVA ORDINÁRIA DA 54ª LEGISLATURA, REALIZADA EM 06 DE AGOSTO DE 2013, TERÇA-FEIRA, ÀS 14H30, NO PLENÁRIO 7 DA ALA SENADOR ALEXANDRE COSTA.
Às catorze horas e vinte e um minutos do dia seis de agosto de dois mil e treze, no plenário sete, sob a Presidência do Senhor Senador Ricardo Ferraço, reúne-se a Comissão de Relações Exteriores e Defesa Nacional. Presentes os seguintes parlamentares: Senador Eduardo Suplicy, Senadora Vanessa Grazziotin, Senador Cyro Miranda, Senador Randolfe Rodrigues, Senador Lindbergh Farias, Senador Roberto Requião, Senador Flexa Ribeiro e Senador Cícero Lucena; e os Deputados Carlos Zarattini, Nelson Pellegrino, Deputada Íris de Araújo, Deputado Eduardo Azeredo, Alfredo Sirkis, Ivan Valente e Ricardo Tripoli. Deixam de comparecer os demais Senadores. Tem início a apreciação da PAUTA: AUDIÊNCIA PÚBLICA destinada à discussão e prestação de esclarecimentos acerca de denúncias veiculadas na imprensa nacional sobre rede de espionagem montada em Brasília pelo Governo dos Estados Unidos, que monitorou mensagens de e-mails e telefonemas de brasileiros, em atendimento aos RRE nº 48 e 56, de 2013 – CRE. O Presidente faz pronunciamento referente ao tema desta reunião. O Presidente convida a compor a Mesa o Deputado Nelson Pellegrino, Presidente da Comissão de Relações Exteriores e de Defesa Nacional da Câmara dos Deputados. Então, o Presidente convida a compor a Mesa o jornalista Glenn Greenwald. O Presidente concede a palavra ao Deputado Nelson Pellegrino, que faz seu pronunciamento sobre o tema desta Audiência Pública. O presidente concede a palavra ao convidado, que faz sua exposição. O Presidente e o Deputado Nelson Pellegrino apresentam seus questionamentos ao jornalista Glenn Greenwald, que os responde. Em seguida, usam a palavra os Senhores Parlamentares: Senadora Vanessa Grazziotin, Senador Lindbergh Farias, Deputado Carlos Zaratini, Deputado Alfredo Sirkis, Senador Roberto Requião e Deputado Ivan Valente. O jornalista convidado responde os questionamentos e faz suas considerações finais. Usam a palavra os seguintes Parlamentares: Deputado Carlos Zaratini, Ricardo Tripoli, Deputado Eduardo Azeredo, Senadora Vanessa Grazziotin, Deputado Alfredo Sirkis e Deputado Ivan Valente. Item EXTRAPAUTA: Requerimento Nº 64, de 2013, de autoria do Senador Lindbergh Farias e Eduardo Suplicy, que “requeiro, nos termos do artigo 222 do Regimento Interno, seja apresentado voto de louvor ao cidadão norte-americano Edward Joseph Snowden e ao jornal britânico The Guardian, na pessoa de seu correspondente Glenn Greenwald, por terem revelado ao mundo o esquema internacional de espionagem do governo dos EUA, que viola sistematicamente o direito à privacidade e à inviolabilidade das correspondências, consagrado em diversas convenções internacionais”. Lido o Requerimento. Nada havendo mais a tratar, a Reunião é encerrada às dezesseis horas e cinquenta e sete minutos, lavrando, eu, José Alexandre Girão Mota da Silva, Secretário da Comissão, a presente Ata, que, lida e aprovada, será assinada pelo Presidente e publicada, juntamente com a íntegra das Notas Taquigráficas, no Diário do Senado Federal.
Senador RICARDO FERRAÇO
Presidente
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O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Boa tarde, senhoras e senhores. 

A presente reunião destina-se a audiência pública com o advogado, escritor e jornalista Glenn Greenwald, colunista do jornal The Guardian, conforme requerimento aprovado nesta Comissão. 

Como é do conhecimento de todos que de forma direta têm acompanhado esse assunto, foi o Sr. Glenn Greenwald quem recebeu do ex-técnico da Agência de Segurança Nacional dos Estados Unidos Edward Snowden os documentos secretos que revelaram ao mundo o esquema global de espionagem telefônica e eletrônica da Agência Nacional de Segurança do governo dos Estados Unidos da América. Ao todo, são mais de cinco mil documentos.

O Brasil era um dos principais alvos dessa rede de espionagem – era ou é, ainda não podemos afirmar. 

O certo é que milhões e milhões de brasileiros e estrangeiros em trânsito pelo Brasil, instituições e empresas sediadas no País tiveram violada a privacidade de seus e-mails, ligações telefônicas e acessos à Internet. Os escritórios da Embaixada do Brasil em Washington e da missão brasileira nas Nações Unidas, em Nova York, teriam também sido alvos de algum tipo de espionagem por parte da Agência Nacional de Segurança.

E o mais grave: Brasília teria abrigado um dos 16 centros de espionagem por satélites montados ao redor do mundo pela Agência Nacional de Segurança e pela Agência Central de Inteligência do governo dos Estados Unidos da América.

Cobrado pelas autoridades brasileiras, o Embaixador americano Thomas Shannon negou a coleta de informações em nosso território e admitiu apenas a filtragem de metadados nas conexões com as supervias da Internet.

A versão oficial, evidentemente, não convenceu, até porque, aos poucos, novas e graves informações foram surgindo ao longo desse tempo. Novas.

Se, com o programa PRISM, a NSA pode acessar os servidores de grandes empresas de Internet, como Google, Facebook e Skype, e a legislação americana não exige qualquer permissão judicial para que estrangeiros sejam investigados eletronicamente, o alcance de outro programa usado pela Agência, o XKeyscore, revelou-se ainda mais amplo.

Não deixa de ser assustador. Esse programa, segundo documentos vazados por Snowden, tem acesso a 700 servidores em 150 pontos do mundo, inclusive no Brasil. Com o IP do computador ou o endereço eletrônico de qualquer pessoa, é possível vigiar praticamente todas as suas atividades na rede – e-mails, buscas, redes sociais, chats, histórico de navegação, etc. –, sem autorização da Justiça nem nada.

A intensificação das parcerias corporativas da NSA também é alarmante, e isso envolve empresas como a Motorola, Cisco, IBM, Intel, Microsoft, Yahoo, Google, Facebook, Youtube, AOL e Skype, entre outras.

Algumas dessas empresas já vieram a público garantir que só liberam informações ao governo sob ordem judicial, mas há ainda muito o que averiguar sobre essas eventuais parcerias.

Vale ressaltar que a Constituição norte-americana, a Declaração Universal de Direitos Humanos e numerosos estatutos e tratados internacionais proíbem sistemas de vigilância maciça.

Como declarou o próprio Snowden, o imoral não pode ser tornado moral por meio de leis secretas, tomadas em tribunais secretos.

Novas denúncias, publicadas nos últimos dias, mostram que os Estados Unidos teriam espionado ao menos oito países – entre eles, o Brasil – para aprovar sanções contra o Irã, no Conselho de Segurança da ONU, em 2010. Também teriam pagado cem milhões de libras ao centro de escutas britânico GCHQ nos últimos três anos, para trabalho conjunto de espionagem digital. Parceria semelhante teria sido firmada com a agência de inteligência alemã BND.

Neste último final de semana, foi divulgada uma carta em que o Embaixador Thomas Shannon, então secretário-assistente de Estado, deixa claro que a espionagem de e-mails e ligações telefônicas orientou o governo americano na V Cúpula das Américas, em 2009.

A vulnerabilidade do nosso sistema de telecomunicações é reconhecida inclusive pelos Ministros da Defesa e das Comunicações, já ouvidos por esta Comissão. Dependemos de satélites, redes, equipamentos e softwares externos para manter nosso fluxo de dados. A operação das telecomunicações brasileiras é dominada por companhias estrangeiras. Pagamos cerca de US$650 milhões por ano pelo acesso de nossas redes às supervias da Internet, a partir de pontos de troca de tráfego instalados nos Estados Unidos.

Não se sabe – pelo menos por enquanto – quais empresas de telecomunicações sediadas no Brasil tiveram ou têm seus dados direcionados para a Agência Nacional de Segurança, nem se essas empresas têm algum tipo de responsabilidade no esquema de espionagem.

Mas nosso convidado, o Sr. Glenn, já declarou que há documentos com informações ainda mais explosivas. Reveladas, elas poderiam se tornar, segundo ele, o “pior pesadelo” dos Estados Unidos. Haveria, inclusive, diagramas sigilosos de operações futuras da Agência de Segurança. Essas informações só seriam divulgadas caso acontecesse – melhor dizendo, caso aconteça – alguma coisa com o Sr. Edward Snowden, asilado temporariamente na Rússia.

Portanto, diante do peso dessas revelações, do assombro e da indignação por elas provocados, começamos esta audiência pública, após ouvirmos em linha o Ministro da Defesa, Celso Amorim, e o Ministro das Comunicações, Paulo Bernardo, e o Chanceler Antonio Patriota.

Agradecemos, uma vez mais, a presença do jornalista Glenn Greenwald e reiteramos também, uma vez mais, não ser admissível esse tipo de intromissão abusiva em nosso País. A espionagem digital precisa ser tratada não apenas como crime cibernético, mas como atentado evidentemente a nossa soberania, ao nosso Estado de direito democrático e a nossa democracia. 

Convido para que possa estar conosco, compartilhando da direção dos trabalhos, o Deputado Nelson Pellegrino, Presidente da Comissão de Relações Exteriores e Defesa Nacional, considerando que esta é uma reunião conjunta do Senado da República e da Câmara dos Deputados.

Convido o escritor e jornalista Greenwald para que possa sentar-se à mesa para que possamos iniciar o nosso diálogo em torno do tema já esboçado aqui na nossa fala preliminar. (Pausa.)

Agradecendo mais uma vez a presença do jornalista Greenwald, gostaríamos de passar a palavra, pelo tempo que julgar necessário, a V. Sª para que possa discorrer sobre esse trabalho de investigação que foi coordenado e liderado por V. Srª, ao longo das últimas semanas, em que teve oportunidade, ou ainda está tendo, de contatos com o Sr. Snowden, que chamou a atenção do mundo pelas graves revelações de espionagem em nosso País.

Antes, gostaria de consultar o Deputado Nelson Pellegrino se ele deseja, na abertura dos trabalhos, fazer alguma manifestação.

O SR. NELSON PELLEGRINO (PT – BA) – Boa tarde a todos, Senadores e Senadoras aqui presentes. 

Queria cumprimentar o Presidente da nossa Comissão de Relações Exteriores do Senado, Senador Ricardo Ferraço, e o Sr. Greenwald. Quero agradecer a sua presença aqui. 

Já tínhamos aprovado também na Comissão de Relações Exteriores da Câmara e na Comissão Mista de Controle dos Trabalhos de Inteligência do Congresso Nacional um requerimento para ouvir V. Sª. É um prazer muito grande. Depois da sua fala inicial, tanto o Senador Ricardo Ferraço como eu gostaríamos de formular questionamentos. Tenho certeza de que o seu depoimento aqui adicionará fatos novos aos que já foram revelados por sucessivas reportagens de diversos órgãos no mundo inteiro e aqui no Brasil, com a colaboração de V. Sª. Portanto, estamos todos muito ansiosos para ouvir o seu relato, a sua fala. 

Queria agradecer e passo a palavra ao nosso Presidente para que possa repassá-la a V. Sª.

Muito obrigado!

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – A palavra é de V. Sª, pelo tempo que julgar necessário.

O SR. GLENN GREENWALD – Obrigado.

Boa tarde a todos. 

Primeira coisa, muito obrigado ao Senador e à Comissão pelo convite. Estou muito feliz pela oportunidade de discutir a minha reportagem sobre a espionagem do governo dos Estados Unidos.

O principal motivo da minha reportagem é o mesmo motivo do Edward Snowden para me dar esses documentos. Esse motivo é mais ou menos simples: para informar o mundo, não só americanos, mas o mundo todo, do que está acontecendo com a privacidade deles com esse sistema de espionagem que o governo americano está construindo em segredo. Acho que tem consequências muito grandes. Dependendo do que a gente acha, a gente está apoiando essa espionagem ou está contra essa espionagem. Acho muito importante que todas as pessoas no mundo saibam e entendam o que está acontecendo com essa espionagem, pelo menos para debater ou para se informar, para fortalecer a democracia, para decidir o que queiramos fazer sobre isso. 

A segunda coisa: vou tentar muito evitar erros no meu português, mas, com certeza, vou fazer muitos erros também. Espero que possam aguentar isso. Se alguém quiser que eu repita alguma coisa, é só me pedir e faço sem problemas. 

O assunto da espionagem digital é mais ou menos complexo. Há muitas coisas complicadas e difíceis para entender. Demora muito para ler todos os documentos para entender e fazer a reportagem. 

O ponto principal que acho que é o mais importante para se entender é mais ou menos simples. Esse ponto é que o objetivo do governo dos Estados Unidos é muito claro. O objetivo é eliminar a privacidade de todo mundo. É impossível comunicar com outras pessoas, com máquinas e sistema eletrônicos, sem os Estados Unidos coletarem essa comunicação e sem o poder para invadir qualquer comunicação que o governo americano queira invadir em qualquer minuto. 

Esse objetivo não é só na teoria. Já está acontecendo. O sistema que está sendo construído e que está quase completo tem muito poder para coletar quase todas as comunicações eletrônicas, quase todas as atividades na Internet, não só para americanos, mas para todo mundo. 

Acho que as consequências da eliminação de privacidade são difíceis para se entender, para pensar, para analisar, mas é muito importante entender que vai haver um grande impacto em todo o país na mobilidade da população para fazer manifestações. A organização política contra o Governo é muito diminuída quando se está sem privacidade. Também acho que a balança do poder muda muito quando há um Estado que pode saber todas as coisas de outros Estados, de outras nações, de outros países. Estou falando que esse país vai ficar com muito mais poder do que todos os outros países. Acho que essa consequência é muito grande também.

Finalmente, talvez o que seja mais importante é que a qualidade de vida do indivíduo muda muito quando a gente perde toda a privacidade. Às vezes, é difícil entender o porquê, mas há muitas pesquisas em muitas faculdades mostrando que o comportamento das pessoas muda muito quando elas sabem que estão sendo olhadas. Acho que é um desejo natural dos humanos ter um espaço de privacidade, para explorar a sua criatividade. E a ferramenta mais poderosa para o controle da privacidade é a Internet, pois se perde a privacidade. E há muito valor que é perdido. Acho que o comportamento das pessoas muda muito e que ficam muito mais restritas as opções quando as pessoas sabem que estão sempre sendo monitoradas. Acho que esse é o objetivo de todos os Estados que querem diminuir a privacidade, a liberdade. E, para mim, a consequência maior desse sistema de espionagem é exatamente essa.

Então, com isso, vou tentar responder a todas as perguntas dos Senadores.

Obrigado, de novo, pelo convite.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Vou iniciar as perguntas. Em seguida, vamos socializar, para que as Srªs Senadoras e os Srs. Senadores e as Srªs Deputadas e os Srs. Deputados possam compartilhar conosco este momento.

O senhor tem declarado que vai revelar novos detalhes nos próximos meses sobre outros programas de espionagem usados pela Agência Nacional de Segurança, sobretudo com foco em ações na América Latina. Há evidências particularmente no Brasil de que empresas e governos também tenham sido espionados? Há evidências ou indicativos nas conversas que manteve com Snowden de que o Serviço Secreto teria tido acesso a informações militares, a segredos industriais e a segredos de Estado?

O Governo brasileiro, há alguns anos, está construindo alguns projetos e alguns programas em escala global. Por exemplo, há alguns anos, o Governo brasileiro resolveu reaparelhar a sua frota de jatos supersônicos. Participam dessa concorrência pública três companhias: a americana Boeing, a francesa Dassault e a sueca Saab Gripen. Da mesma forma, nós estamos na antevéspera de um dos mais importantes acontecimentos no campo da exploração do petróleo e do gás em nosso País, com o primeiro leilão de exploração de petróleo na camada pré-sal, no Campo de Libra, com enorme potencial de produção, com reservas estimadas entre 10 bilhões e 12 bilhões de barris de petróleo.

O Sr. Snowden teria revelado a V. Sª algum tipo de informação que poderia propiciar algum tipo de desequilíbrio dessas informações interceptadas em razão de algum interesse norte-americano ou de interesse de alguma empresa norte-americana, evitando, com isso, uma concorrência e uma competição em igualdade de condições?

As últimas revelações – esta é a pergunta número dois – sobre o programa XKeyscore levantam algumas dúvidas: a comunicação eletrônica da própria Presidente da República, Dilma Rousseff, pode ter sido violada? Que garantias podemos ter de que isso não aconteceu ou não está acontecendo? Há alguma evidência disso, até mesmo em razão das informações que foram veiculadas de que nem mesmo o presidente norte-americano Barack Obama estaria a salvo de eventuais espionagens ou de quebra de sigilo de sua comunicação?

As informações coletadas pela NSA eram destinadas apenas ao governo americano, ou há indícios de que elas possam ter sido repassadas às empresas e a outros governos aliados? O Sr. Snowden chegou a mencionar algum tipo de informação nessa direção, nas informações a que V. Sª teve acesso? V. Sª continua conversando com o Sr. Snowden? 
Do que está anunciado, já temos conhecimento. O que está por vir? Que tipo de novas revelações e informações podem chamar a atenção não apenas do Brasil, mas do mundo, com relação a essas questões? 

Há evidências de que o Governo brasileiro soube, em algum momento, ou foi surpresado com essas notícias? Ou esse tipo de especulação, a seu juízo, era de alguma forma de conhecimento do Governo brasileiro, que não teria tomado a tempo as devidas providências para denunciar ao mundo o que vem sendo feito, inclusive, ontem, na ONU, com a presença dos senhores chanceleres dos países que compõem o Bloco Mercosul? 

Há evidências de envolvimento no esquema de espionagem das empresas de telecomunicações sediadas no Brasil? V. Sª sabe dizer se é possível, do ponto de vista técnico, deflagrar um esquema desse porte sem a colaboração, ou mesmo o conhecimento, das operadoras de telecomunicações que operam no Brasil? Sabe dizer se parcerias entre o governo americano e empresas, como a Microsoft, Google, entre outras, assim como a Booz Allen, que era terceirizada, onde o Sr. Snowden trabalhava, poderiam de alguma forma ter colaborado ou ter sido plataforma para que esses esquemas que foram revelados pudessem contar com a colaboração dessas companhias? 

São esses, por hora, os meus posicionamentos. Passo a palavra ao Deputado Nelson Pellegrino, para que possa encaminhar as suas perguntas e, em seguida, nós vamos passar a palavra ao Sr. Green, para que essas questões e tantas outras que surgirem possam ser enfrentadas e respondidas com a sua colaboração, considerando que esse é um tema muito importante para o Congresso brasileiro, não apenas o Senado, mas também a Câmara, que estão dedicando esforços e energia nessa direção. 
Concedo a palavra a S. Exª o Deputado Nelson Pellegrino.

O SR. NELSON PELLEGRINO (PT – BA) – Presidente, boa parte de alguns questionamentos que eu gostaria de fazer já foi formulada por V. Exª, mas eu teria alguns adicionais. O primeiro é se o Sr. Glenn se considera ameaçado em sua integridade física, mesmo estando no Brasil, conforme reportagem publicada no jornal O Globo. 

Dois: durante ou após os contatos com Edward Snowden e a produção e publicação das reportagens, sentiu-se vigiado, monitorado, em suas atividades de comunicação? Recebeu alguma ameaça velada ou explícita? Caso sim, conseguiu identificar de onde partiram? 

Três: desde a publicação das reportagens, algum diplomata ou funcionário do governo dos Estados Unidos buscou contato com o senhor aqui no Brasil? Caso a resposta seja positiva, quem o fez e com que objetivo? 

Quatro: poderia explicar por quanto tempo manteve contato com o Sr. Snowden, até encontrá-lo pessoalmente em Hong Kong em junho? Durante esse processo, sentiu-se pressionado a desistir das denúncias? 

Cinco: ao tomar conhecimento das denúncias relativas ao Brasil, buscou contato com autoridades brasileiras para conhecer as suas versões? Por quê? Alguma autoridade brasileira fez contato com V. Sª para que pudesse dar elementos para que as autoridades brasileiras pudessem usar as suas informações para, inclusive, as investigações que as autoridades brasileiras estão promovendo no País? 

Acredita que os Estados Unidos, apesar das denúncias, continuem monitorando as comunicações de cidadãos e instituições do Brasil, neste momento? Por quê? 

O senhor tem dito que há muito mais a ser revelado a respeito da espionagem norte-americana. Poderia ditar, nesta audiência, se há algo que comprometa de forma concreta a soberania nacional e que tenha sido objeto de espionagem daquele país? 

Considerando o material que possui, poderia afirmar se as empresas de Internet foram violadas ou simplesmente colaboraram nesse processo de espionagem? Aqui já foi referida a situação do Google, Yahoo, Microsoft, Facebook e outras empresas.

Por último, também, a questão levantada pelo Senador Ricardo Ferraço, que é esse programa XKeyscore, que gostaríamos de conhecer melhor.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Passo a palavra ao Senador Roberto Requião. (Pausa.)
Concedo a palavra à Senadora Vanessa Grazziotin. (Pausa.)
Vamos, então, passar a palavra a V. Sª.

O SR. GLENN GREENWALD – Obrigado.

Vou tentar responder a todos que eu puder. Estou um pouco limitado porque existe um processo, agora, que está pendente nos Estados Unidos, criminoso, contra Snowden, uma investigação contra jornalistas também. Então, estou um pouco limitado em relação ao que eu posso discutir sobre o processo de jornalismo, comunicação, que é a minha fonte, mas acho que posso responder a mais ou menos tudo o que os Senadores perguntaram.

Primeira coisa. Acho que é muito importante entender a estratégia do governo dos Estados Unidos. A justificativa para os americanos, para tudo, desde os ataques de 11 de setembro, é o terrorismo. Fazemos tudo para combater o terrorismo, tudo para a segurança nacional. Se o político americano é perguntado sobre esse sistema de espionagem, ele responde só uma coisa: é só para terrorismo, para proteger a nossa população. Na realidade, é o oposto. Há muitos documentos que não têm nenhum relacionamento com terrorismo ou segurança nacional, só sobre competição com outros países, com empresas industriais, financeiras e econômicas.

Por exemplo, um artigo na revista Época desta semana é sobre a espionagem que os Estados Unidos fizeram contra todos os governos da América Latina na conferência sobre acordos econômicos, também sobre a OAS em reuniões do país na América Latina. Há muito poucos assuntos sobre segurança nacional ou terrorismo nessa conferência. Tudo é sobre acordos, contratos financeiros e industriais. E existe uma carta muito interessante, assinada pelo Embaixador Thomas Shannon, atual embaixador americano no Brasil, em que ele está festejando com a NSA a espionagem que a agência conseguiu fazer contra todos os países para essa conferência sobre acordos econômicos. Aliás, está dando os parabéns, porque a espionagem está dando ao governo americano muita vantagem ao negociar esse contrato, eles podem saber os planos ou a estratégia. Tudo que governos de outros países da América Latina estão planejando. Isso não tem nenhum relacionamento com terrorismo ou segurança nacional. É só vantagem para contratos, para negociar. Claro, se você pode saber exatamente o que seus adversários estão pensando, vai ter uma vantagem grande.

A segunda coisa sobre o XKeyscore. Quando publicamos o primeiro, o segundo e o terceiro artigos, a defesa do governo americano era que não estávamos invadindo o conteúdo da comunicação, só metadados, os fatos, a identidade da pessoa com quem você está falando, de quem está ligando para você, a duração da comunicação, a pessoa para quem você está mandando um e-mail ou de quem está recebendo um e-mail. Na realidade, esse metadados é uma invasão grande na sua privacidade. Se eu posso saber de todas as pessoas com quem você está se comunicando e de todas as pessoas com quem eles estão se comunicando, onde você fica quando está se comunicando, a duração e o local, eu posso saber muito sobre sua personalidade, sua atividade, sua vida. É uma invasão grande na privacidade. Mas, na realidade, essa defesa é totalmente falsa. O governo americano tem capacidade, tem sistemas para invadir muitos e-mails. Não só metadados, mas coisas que você está falando nos e-mails. Ou coisas que você está falando no telefone. O conteúdo é grande. 
E esse programa XKeyscore é o mais poderoso, o sistema mais assustador que já publicamos. Esse sistema faz com que um analista não muito alto na NSA, mas muito abaixo – há muitas mil pessoas mesmo – tenha acesso a esse sistema. Se eles sabem o seu e-mail ou seu endereço IP, ou outras coisas sobre você, eles podem fazer pesquisas, vão procurar na Internet tudo. A database desse sistema, a cada 30 dias, há 40 bilhões de e-mails e outras coisas de pesquisas na Internet. E, com essa database, eles podem fazer pesquisas que vão mostrar os seus e-mails, as palavras com que você está entrando no Google para pesquisas na Internet, quais websites que você tem visitado, os documentos que você está mandando para colegas com quem você trabalha. Nas palavras da NSA, os documentos que publicamos, esse sistema vai mostrar quase tudo que todas as pessoas estão fazendo na Internet. É muito, muito mais do que metadados.

E a coisa mais assustadora, na minha opinião, sobre esse sistema é que é muito, muito fácil de usar. O analista já entrou na NSA. Há 25 mil funcionários diretamente trabalhando na NSA. Mas há 50 mil ou 60 mil outras pessoas que estão trabalhando para uma empresa particular, mas que já entrou na NSA, como Edward Snowden.

Há muitos que têm acesso a esse sistema. Eles podem entrar em informações ou dados que eles queiram, não há nenhum tribunal que precisa aprovar essa pesquisa, não há pessoas superiores na agência; eles só entram no seu e-mail e no seu endereço IP e, muito facilmente, vão ter muitos dados sobre você e não só metadado.

Então, se você é um jornalista fazendo uma investigação do governo americano, ou se você trabalha numa empresa que tem uma grande competição com uma empresa americana, ou se você está com alguém que trabalha com direitos humanos contra o governo americano ou muitas outras coisas, eles podem invadir essas comunicações com muita facilidade.

Se você é americano morando nos Estados Unidos, eles precisam ir primeiro ao tribunal para pedir permissão, mas sempre recebem. Mas se você não é americano, eles não precisam de nada, nem de aprovação do quadro para fazer isso. Esse sistema é muito, muito poderoso, acho que muito mais do que as pessoas estão imaginando.

Há duas perguntas sobre as empresas que estão cooperando com a NSA. Eu acho que é importante pensar com precisão sobre isso.

Há um sistema com que os Estados Unidos estão invadindo o sistema de telecomunicação de todos os outros países, incluindo o Brasil. E eles estão coletando muitos dados do Brasil, como o artigo que eu publiquei e O Globo mostrou.

Esse sistema funciona assim: há uma empresa muito grande nos Estados Unidos, e eu não sei exatamente qual; eu tenho uma ideia, mas ainda não tenho evidência para falar com certeza. Mas essa empresa de telecomunicação tem muitos acordos com outros países, outras empresas de outros países, incluindo empresas brasileiras. E, com esses acordos, essa empresa vai manter o sistema, vai ajudar as empresas no Brasil a construir sistemas novos.

Com esses acordos, eles têm acesso ao sistema, aos cabos de comunicação que os brasileiros usam para ligar para outros ou também para usar a Internet.

Com esse acesso, eles podem coletar – e estão coletando – todos os dados que estão viajando nesses cabos. Esses cabos estão carregando não só o tráfego de brasileiros, há pessoas em muitos países que estão usando a Internet, ligando, e as comunicações vão viajar para esse sistema brasileiro. Mas, se você é brasileiro e usa a Internet ou liga para alguém, também esse sistema vai ter a sua comunicação. E com esse acesso que essa empresa grande nos Estados Unidos está tendo com acordos com empresas brasileiras, eles estão coletando tudo para a NSA. 

E claro que a questão é muito óbvia. Os empresários brasileiros sabem o que está acontecendo. É difícil acreditar que eles não saibam nada. Talvez eles não saibam nada. Mas também, se eles não sabem nada, acho que é importante saber exatamente qual empresa americana tem acesso a quais sistemas, para olhar com mais vigilância o que está acontecendo exatamente com esses sistemas.

Outra forma de espionagem é o programa PRISM, em que os Estados Unidos estão invadindo não os cabos, como eu descobri agora, mas mesmo os provedores, as nove maiores empresas da Internet: Skype, Facebook, Google, Microsoft ou Apple. Na realidade, deu a impressão de que o mundo todo está usando mais o sistema e com certeza os brasileiros estão usando mais do que todos.

Com esse acordo criado totalmente em segredo entre a NSA e as empresas da Internet, a NSA tem acesso muito grande para comunicações dentro desses sistemas de empresas. A defesa da empresa está... Nós somos obrigados por lei a dar acesso à NSA. Estamos dando, só que precisamos fazer com lei. O problema é o que eu disse antes: só por lei. Se você não é americano, você não é protegido por lei em nada. A NSA pode pedir qualquer comunicação que ele queira, e o Facebook, o Google, a Apple ou a Skype precisam dar e estão dando também.

Essas são as duas formas principais que a NSA está usando para invadir os sistemas de comunicação, cooperando com empresas.

Sobre a minha comunicação com Snowden e se tenho mais revelações sobre o Brasil, eu não contei exatamente, mas ele me deu, acho que agora 15 mil, 20 mil documentos. Há documentos muito complexos, muito longos. Demora muito tempo para ler, para entender. Às vezes é preciso ler cinco, seis, sete vezes, é preciso consultar peritos.

Os artigos que já publicamos são um percentual muito pequeno das revelações que devem ser publicadas. Certamente que estamos trabalhando muito, com muitas organizações de mídia aqui no Brasil e no mundo todo para publicar mais documentos.

É muito difícil discutir os documentos que ainda não publiquei, mas com certeza haverá muito mais revelações sobre espionagem do governo dos Estados Unidos e dos governos aliados também colaborando com empresas no Brasil e como elas estão invadindo comunicações do sistema do Brasil e da América Latina também.

A última coisa que quero falar – e se houver perguntas que não respondi, por favor me perguntem de novo – é sobre o objetivo desse sistema. Acho que são coisas muito importantes para se entender.

A ideia de que o governo americano vai coletar todos os dados de comunicação foi criada em dois lugares: no Iraque e no Afeganistão. Essa foi uma ideia de guerra. Enquanto os militares americanos estão coletando todos os dados, eles podem controlar os países que eles invadem muito melhor, porque saberiam tudo sobre o inimigo, o Iraque e as pessoas no Afeganistão lutando contra os invasores.

Agora essa ideia foi mudada de hierarquia: do Iraque e do Afeganistão primeiro para os Estados Unidos. Então primeiro o americano começou tratando a própria nação exatamente como estava tratando a população inimiga durante a guerra. E agora eles estão aumentando essa ideia para o mundo todo, porque eles acham que por mais que saibam, por menor que seja a privacidade para as pessoas, mais poder o governo americano vai ter. E não é mais complexo do que isso. Esse sistema de espionagem é usado exatamente como todos os governos opressivos na história usam na espionagem: para controlar a população e para aumentar o poder do Estado.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – A sua impressão é de que, independente dessa reação da comunidade internacional, esses esquemas de espionagem continuam acontecendo?

O SR. GLENN GREENWALD – Acho que a questão é maior agora, porque muitos governos estão expressando indignação sobre a espionagem americana, mas, na realidade, muita indignação é artificial. Há governos que estão expressando isso, mas que, na realidade, sabiam muito bem o que estava acontecendo ou estavam recebendo benefícios. Às vezes, a NSA dá muita informação sobre a população estrangeira para fazer acordo com aquele governo. Há governos que estão com raiva mesmo, que estão seriamente indignados. Geralmente porque eles estão aprendendo, pela primeira vez, que o alvo da espionagem é o governo mesmo, não só a população, e disso eles não gostam.

Mas acho que a questão está em quanta pressão a população vai fazer para impedir o governo americano de continuar a fazer isso. Acho que organizações internacionais estão muito interessadas em fazer isso, mas também há muitas evidências do que está acontecendo. Há muitos países, por causa da pessoa do Snowden, que estão mostrando mais desobediência aos Estados Unidos do que o normal: governo de Hong Kong, China, Rússia, Venezuela, Bolívia, Equador, Nicarágua. E o governo americano está tentado ameaçar todos que estão fazendo isso, mas o governo não pode ameaçar o mundo todo. O mundo está vendo que muitos governos estão tendo essa postura. Essa atitude vai criar algo importante para outros governos, vai unir outros governos contra a espionagem e proteger a privacidade, não só da própria nação, mas do governo também.

O SR. NELSON PELLEGRINO (PT – BA) – Só para que fique claro, Sr. Glenn, pelo que eu entendi da sua fala, ao contrário do que foi afirmado, parece-me que o governo dos Estados Unidos teve informações além dos metadados. Pelo que eu entendi da sua declaração, é muito provável que o conteúdo das mensagens foi invadido e também das comunicações telefônicas. É isso?

O SR. GLENN GREENWALD – Isso, porque o XKeyscore, o programa XKeyscore mostrou muito mais do que metadados; muito mais. Os documentos que publicamos mostram que eles podem coletar o conteúdo dos e-mails ou a relação das pesquisas que você está fazendo no Google ou o website que você estiver visitando. Também ligações eles podem invadir a qualquer minuto. Claro que quando você está coletando 40 bilhões de ligações, de e-mails a cada 30 dias é claro que não dá para monitorar tudo; é demais. Você vai só coletar o metadados e depois decidir quais comunicações vai invadir. Mas, a qualquer minuto, eles podem invadir não só metadados, mas também conteúdos de ligações, de e-mails. Eles podem fazer isso com programa de XKeyscore e outros também para ligações.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Você acredita que o sigilo do ex-Presidente Lula, quando, no exercício da Presidência, tentou mediar a relação com o Irã para que o Irã não fizesse enriquecimento de urânio em seu território, que fizesse o enriquecimento na Turquia, você acredita que o sigilo do ex-Presidente Lula tenha sido quebrado e essas informações tenham sido utilizadas na Cúpula das Américas?

O SR. GLENN GREENWALD – É, eu acho que a América Latina é um alvo grande para a espionagem dos Estados Unidos antes mesmo desse evento, com certeza. Mas quando o governo do Lula e o governo da Turquia tentaram fazer esse acordo contra o desejo dos Estados Unidos, com certeza, a cultura política dos Estados Unidos sobre o Brasil mudou muito. Pela primeira vez, todos os jornais estavam falando coisas contra o Brasil, ameaçando o Brasil, que o País perderia a oportunidade de ter seu lugar na ONU, no Conselho de Segurança da ONU, e, com isso, o governo americano mudou o modo de olhar para o Brasil. Acho que essa é uma parte, o motivo porque o Brasil é o grande alvo de espionagem dos Estados Unidos. Mas é só uma parte, tem outras razões também, incluindo a importância do sistema de telecomunicações dentro do Brasil. Pessoas acreditam que há organizações do terrorismo dentro do Brasil também. Não há evidências, mas há pessoas que estão acreditando nisso. E também porque eles podem e o mais que eles possam coletar contra país que tem importância – e o Brasil é um país importante agora – é o melhor para os Estados Unidos.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Há alguma evidência de algum tipo de desequilíbrio concorrencial, por exemplo, em alguma concorrência de nível internacional, como o Projeto FX-2, de aquisição de caças supersônicos, em que uma empresa norte-americana disputa concorrência, ou mesmo informações reservadas que possam criar algum tipo de privilégio para empresas norte-americanas que disputam leilões da exploração de petróleo na camada pré ou pós sal?

O SR. GLENN GREENWALD – Eu não tenho... eu não posso falar que tenho informação, documentos específicos para essa transação, mas eu posso falar o seguinte: os Estados Unidos, o governo do Obama está gritando, reclamando há muitos anos, há três, quatro anos, contra a China. Ele está falando que a China está fazendo espionagem contra empresas americanas, para ter vantagens comerciais. E quando Snowden foi para Hong Kong, deu uma entrevista para um jornal em Hong Kong e mostrou documentos que apontavam que o governo americano está invadindo muitas instituições privadas na China e também em Hong Kong, para obter vantagens comerciais. E, por causa disso, ele é o herói na China.

O ponto disso foi para mostrar que exatamente os Estados Unidos, o governo do Obama está acusando o governo da China até muito alto, em muitos lugares, reclamando, gritando sobre isso. Que é exatamente o que Snowden disse que os Estados Unidos estão fazendo para a China, para ter vantagem.

Também os documentos que eu escrevi no O Globo, por exemplo, no programa PRISM, pelos quais os Estados Unidos estão tendo acesso aos servidores de empresas da Internet, Facebook, Google, etc., mostraram muitas coisas que a NSA está falando que eles aprenderam com esse programa. E talvez 50% sobre coisas de segurança nacional e terrorismo. Estamos aprendendo sobre esse grupo de terrorismo na Síria ou Iraque, ou outra coisa assim, mas 50% estão discutindo coisas sobre energia na Venezuela ou petróleo no México, ou outras coisas industriais e comerciais também.

Com certeza, o grande objetivo da espionagem é para ter essa vantagem que o Senador está perguntando. Eu não posso falar exatamente sobre essa competição porque não vi documentos. Talvez tenha documentos, mas ainda não vi documentos sobre isso. Eu não tenho informação sobre isso. Mas, em geral, o propósito desse programa era esse.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – V. Sª é cidadão norte-americano.

O SR. GLENN GREENWALD – Sim.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Não surpreende que os democratas estejam agindo basicamente igual aos republicanos? Qual é a sua visão, como cidadão, dessa conduta do governo norte-americano, do Presidente Barack Obama, até pelo espírito que todos nós tínhamos em relação à sua visão de mundo e de valores civilizatórios?

O SR. GLENN GREENWALD – Essa diferença que muitas pessoas no mundo acham que existe entre os dois partidos, na realidade, não existe quando se trata de guerra, segurança nacional, coisas militares ou empresas grandes.

Teve um presidente, 50 anos atrás, Dwight Eisenhower. Ele foi um general das Armas. Ele ganhou a Segunda Guerra Mundial para os Estados Unidos. Ele foi presidente por oito anos, de 1952 a 1960. E no último dia, quando ele saiu da presidência, fez um discurso e disse que facções em Washington permanecem independentemente de qual partido ganhe as eleições. E está aumentando muito rápido o poder e logo muitos vão ter mais poder do que instituições da democracia, ameaçando a democracia.

Isso foi há 60 anos, agora o militar é muito mais forte, muito maior também. A NSA é uma agência de militares, agência do Pentágono, e os políticos não têm mais poder que a NSA ou os militares, eles têm menos. Também o Democrata tem uma história grande, começando guerras, aumentando o poder de espionagem. Eu acho que as pessoas têm uma imagem do Obama que não é a realidade. A imagem que essas pessoas estão mostrando ao mundo, a imagem que eles têm do Obama é muito diferente da realidade.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Deputado Nelson Pellegrino para suas conclusões, para compartilharmos com os nossos colegas.

O SR. NELSON PELLEGRINO (PT – BA) – O senhor falou que, no episódio da guerra do Iraque, houve também uma intensa investigação. Há algum elemento nessa investigação que mostra que o embaixador brasileiro responsável pela agência de controle de armas químicas tenha sido espionado? O Embaixador Bustani? Se há algum elemento, se há alguma informação no sentido de que o Embaixador Bustani tenha sido espionado, ele que era o embaixador brasileiro responsável pela agência internacional de controle de armas químicas.

O SR. GLENN GREENWALD – Na realidade, isso é difícil para eu discutir, porque esse é um exemplo de documentos que ainda não foram reportados. Tenho obrigações com a lei. Antes de divagar segredos, preciso ir ao governo americano e também preciso fazer o processo de jornalismo. Mas há mais documentos que, como eu disse, o Senado vai ter muito interesse, mas ainda não posso discutir isso.

O SR. NELSON PELLEGRINO (PT – BA) – Por último, eu entendi que o senhor revelou que esse esquema de monitoramento chega a envolver 60 mil pessoas, inclusive pessoas terceirizadas. Portanto, essas informações estratégicas em relação a interesses econômicos, à privacidade individual das pessoas e até a interesses de Estado estariam sendo manuseadas por 60 mil pessoas, com possibilidade grande inclusive de vazamento e utilização. É isso mesmo? Esse foi o conteúdo da informação do senhor?

O SR. GLENN GREENWALD – É, não posso falar que há 60 mil pessoas com acesso assim... Há 60 mil pessoas que estão trabalhando para a NSA. Uma parte desse número tem acesso a esses temas, mas o número não é pequeno. 

Por exemplo, nos Estados Unidos, quando o governo alemão expressou muita raiva com os artigos sobre a espionagem contra o alemão, pessoas dentro do governo americano falaram: “O governo alemão faz a mesma coisa. Isso é hipocrisia. Eles estão reclamando da espionagem, mas eles fazem também.” Os números de funcionários na agência de espionagem alemã é 300 no total contra 70 mil pessoas nos Estados Unidos – não sei o número exato que tem acesso completo ao XKeyscore, mas é muito mais do que um, dois, três, quatro mil.

O problema é que, quando você tem um sistema desse tamanho, você perde a habilidade de controlar ele. Por um lado, isso é bom, porque o sistema funciona menos. E se você acha que esse sistema de espionagem é perigoso, como eu acho, você não quer que ele funcione bem. Mas também há outro perigo: quando você não pode controlar isso, é impossível controlar o que as pessoas estão fazendo com essa informação muito sensível. 

Qualquer pessoa pode invadir uma comunicação muito privada sem razão, sem justificação e é muito difícil descobrir. A evidência é que o Snowden acessou não sei quantos, mas 15, 20, 25 mil, provavelmente muito mais, documentos supersecretos e ninguém sabia, porque esse sistema é grande demais, é enorme e ninguém pode controlar ele.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Concedo a palavra à S. Exª a Senadora Vanessa Grazziotin; em seguida, ao Deputado Zarattini e ao Deputado Alfredo Sirkis.

A SRª VANESSA GRAZZIOTIN (Bloco Governo/PCdoB – AM) – Muito obrigada, Sr. Presidente. Vou fazer um grande esforço para ser breve.

Entretanto, eu quero iniciar fazendo uma pequena, uma breve observação. O mês de junho todos destacam como um mês muito importante, em decorrência das manifestações vividas no Brasil. Eu considero um mês importante também pela revelação – não digo denúncia, embora seja uma denúncia, mas pelas revelações – feita por Snowden, através de V. Sª, Sr. Glenn Greenwald.

Acho que o serviço que os senhores prestam às populações do mundo todo e não só aos governos, mas aos governos, às empresas e à população, a todo o povo, é de fundamental importância. Existem aqueles que dizem, mas todos sabíamos desse sistema e esquema de espionagem que os Estados Unidos promoviam contra todos os países. 

Eu quero dizer que exatamente dessa forma como vem à tona hoje, creio que ninguém soubesse. Dessa forma como veio à tona. V. Sª acaba de trazer um dado que para todos nós é uma confirmação daquilo que já sabíamos, mas é muito preocupante, porque nós estamos diante de uma amostragem muito pequena de um volume infinitamente maior de informações. E não são suposições, são documentos. 

A matéria publicada na revista Época desta semana é uma pequena mostra de como o governo americano agia em todos os sentidos, contra tudo e contra todos. E vejam a forma simples mais muito segura como V. Sª fala que o objetivo dos americanos não é apenas combater o terrorismo, defender o povo americano. Não! Vai para muito além. Talvez esse objetivo seja uma parcela muito pequena diante de toda a documentação coletada.

Diante disso, quero fazer alguns questionamentos para o senhor também. 

Depois que o senhor fez a entrevista com Snowden, em Hong Kong, o seu companheiro teve o computador furtado. Eu gostaria que o senhor falasse sobre isso e se o senhor acha que tem alguma ligação com o fato da revelação da sua matéria divulgada no mundo inteiro. Fique à vontade para responder ou não.

E várias perguntas que vou fazer agora eu recebi de fora, de pessoas que acompanham com muita atenção. No geral, são pessoas que têm uma grande militância dentro dos blogs e sabem do mal que isso pode causar e já vem causando a todos, não só pela privação da liberdade – e isso provoca, como o senhor disse, uma diminuição da qualidade de vida –, mas também por entrar em assuntos ultrassecretos de países, nações e também de empresas, de setores privados da sociedade.

Como o senhor acha que poderíamos descobrir quais empresas de telefonia ou de Internet baseadas no Brasil ajudaram nesse esquema de espionagem? O senhor falou aí, pelo que eu entendi. Não sei se estou enganada. Mas citou várias; todas elas repassam, sem qualquer questionamento, sem que haja uma solicitação judicial, absolutamente nada. 

Pelo que o senhor conhece do caso, a espionagem tinha também... porque partia do governo americano, mas havia uma ligação entre o governo e empresas ligadas ao governo ou mais próximas do governo, para que fossem feitas também espionagens entre concorrentes seus? Se essa ligação era clara, na sua opinião, pelos documentos que o senhor já analisou?

Metadata eu poderia perguntar, mas já foi dito aqui. Acho que essa é a maior balela de todas as afirmações de representantes americanos, inclusive do embaixador aqui em nosso País, porque a sua reportagem mostra claramente o grau não só de conhecimento mas de envolvimento dele, que numa reunião recente com três ministros, salvo engano do Governo brasileiro, disse que iria ajudar na busca de informação; que desconhecia absolutamente tudo e que iria ajudar na busca de informações em relação ao caso. Então, veja a que nível chega um representante de um país importantíssimo em outro país importantíssimo que é o Brasil; um representante norte-americano reunir-se, Senador Ricardo, Deputado Nelson, com três ministros, dizer uma coisa... e agora está aqui em matéria da revista Veja que eles não quiseram comentar absolutamente nada. Não teceram nenhum comentário, segundo diz a revista Época, a própria matéria.

O senhor já foi perguntado também, para adiantar alguns fatos, algumas informações que ainda não foram divulgadas, o senhor diz que são muitas e, se eu entendi, o senhor está à disposição do Senado para que essas informações possam ser passadas. Aliás, temos uma CPI protocolada, espero que em breve, Senador Ricardo, a gente consiga instalá-la e desenvolver um trabalho importante em torno dessa questão. 

Encaminho para o encerramento. 

Sobre o material disponibilizado, o senhor pode disponibilizar, o senhor teria mais ou menos uma ideia sobre há quanto tempo essa espionagem, dirigida pela NSA a órgãos brasileiros, vem ocorrendo, dessa forma mais feroz, escancarada, de tudo e de todos? Quanto tempo, se o senhor tem alguma estimativa. 

E que palavras-chave eles usariam, quais são as palavras-chave mais comuns para poder captar informações? O senhor acha que existe – porque há um questionamento muito forte da capacidade de o Governo brasileiro se proteger em relação a essa ação de bisbilhotagem, de espionagem –, o senhor acha que, numa escala de 0 a 10, comparando o Brasil com outras nações, onde o senhor nos colocaria? A título de exemplo, o senhor acha que a Rússia teria – eu poderia citar qualquer outro país, estou citando a Rússia, lá está o Snowden, que conseguiu agora o visto provisório –, tem uma capacidade muito maior do que a nossa de proteção? Ou não? Numa escala de 0 a 10, como fazer?

E se algum mecanismo internacional possui uma capacidade técnica operacional, tecnológica, para poder descobrir, para poder vistoriar esse tipo de ação? O senhor acha que existe algum mecanismo internacional com essa capacidade de vistoriar e poder detectar? 

Por fim, senhor Glenn, pergunto sua opinião em relação ao sistema internacional de gerenciamento, de gestão da Internet. Nós brasileiros, japoneses, mexicanos, cubanos, enfim, o mundo inteiro está sujeito à lei americana no que diz respeito à Internet, porque ainda há um gerenciamento unilateral por um país. A luz elétrica: alguém, de algum país, um dia inventou, mas a luz elétrica não é mais daquele, é patrimônio de todos. O Brasil, já de muito tempo, ao lado de várias outras nações, luta por uma governança multilateral dessa questão. O senhor, que tem muita experiência no jornalismo internacional, acha que isso é algo distante ou essa revelação nos aproxima mais de uma mudança da ordem mundial em relação à Internet?

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Acho que é mais ou menos assim: se esses organismos multilaterais terão capacidade de constranger os Estados Unidos para que eles se contenham nessas ações criminosas? 

Passo a palavra ao Deputado Zarattini.

O SR. LINDBERGH FARIAS (Bloco Governo/PT – RJ) – Sr. Presidente, desculpe-me. Tenho agora que ir à Presidência do Senado, peço desculpas, a tarde hoje está atribulada aqui. 

Apresento aqui um requerimento, uma moção de louvor ao trabalho do Glenn, do The Guardian e do Snowden. Acho que é uma boa oportunidade, vou fazer o possível para voltar aqui, entrego a V. Exª, o Senador Eduardo Suplicy vai depois ler essa moção de louvor, para apresentarmos e aprovarmos na nossa Comissão de Relações Exteriores do Senado Federal.

Muito obrigado.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Até porque nós fizemos o mesmo esforço, aqui na Comissão, para que o Governo brasileiro pudesse analisar a possibilidade de concessão de asilo ao Sr. Snowden. A pergunta é se V. Sª considera que, se esse asilo fosse concedido, a presença dele no Brasil seria importante para o aprofundamento das investigações, até porque podemos considerar que grande parte do material que ele investigou está com V. Sª, mas podemos afirmar que um conjunto grande, um volume maior ainda de documentos esteja em seu poder? A presença dele ou o asilo concedido por parte do Brasil poderia colaborar nessas investigações?

Deputado Zarattini.

O SR. LINDBERGH FARIAS (Bloco Governo/PT – RJ) – Como Senador do Rio, devo dizer que é uma honra tê-lo lá no nosso Estado.

O SR. GLENN GREENWALD – Obrigado.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Muito obrigado, Senador Lindbergh. Nós aguardamos o seu retorno.

O SR. CARLOS ZARATTINI (PT – SP) – Muito obrigado, Sr. Presidente. Eu queria cumprimentar o jornalista Glenn Greenwald, cumprimentar o Senador Ricardo Ferraço, o Deputado Nelson Pellegrino e todos os Senadores e Deputados presentes.

O governo americano, os Estados Unidos, melhor dizendo, aprovaram o chamado Ato de Proteção das Américas, a primeira lei de 2007, que permitia a vigilância de alvos que poderiam representar ameaças externas aos Estados Unidos. Esse foi o início da atuação da NSA com maior intensidade, e essa lei foi renovada, em 2012, pelo Presidente Obama.

Depois, uma nova lei, em 2008, a Fisa, é a lei para a vigilância de inteligência estrangeira. É uma lei que permite a colaboração de empresas de tecnologia que não seriam processadas por danos morais caso tivessem que fornecer dados de usuários ao governo americano. E aí entram as empresas Facebook, Google, Microsoft, Youtube etc.

Essa lei – o senhor, talvez, conheça melhor do que eu – permite, também, além do acompanhamento dos chamados metadados, a observação do conteúdo das comunicações entre pessoas ou entre empresas? Essa é a primeira pergunta. 
A segunda questão: o senhor tem alguma relação, ou Snowden tem alguma relação, das pessoas e empresas espionadas no Brasil? Existe essa relação? Tem essas informações que possam vir a público para que o conjunto das pessoas possa saber quem foi espionado?

Outra questão: o senhor, na sua matéria no jornal O Globo, fala que a NSA tem 35 mil funcionários e que ele executa parcerias estratégicas para apoiar missões com mais de 80 das maiores corporações globais de telecomunicações e Internet, e que, provavelmente, isso estaria ligado com empresas de telecomunicações brasileiras.

Mas nós também temos aqui... Na Câmara dos Deputados, aprovamos um requerimento convidando o jornalista Bob Fernandes a comparecer a nossa Casa, porque ele realizou uma série de reportagens, entre março de 1999 a abril de 2004, mostrando como os Estados Unidos espionaram o Brasil.

Nessa série de reportagens, ele se atém a um fato importante, que foi o grampeamento das conversas do Presidente Fernando Henrique Cardoso quando tratava da compra do chamado Sivam (Sistema de Vigilância da Amazônia), que envolveu uma série de negociações e, segundo essas informações, o Presidente foi grampeado, e grampeado com a colaboração da Polícia Federal.

Nessa série de reportagens, na edição de 24 de março de 2004, o jornalista Bob Fernandes entrevista o Sr. Carlos Costa, funcionário da embaixada, mas não só da embaixada americana, funcionário da NSA, que diz o seguinte: “Mas muito mais Carlos Costa contou sobre o Brasil, referindo-se aos anos 1990 e início dos anos 2000. Admitiu que serviços secretos dos Estados Unidos haviam grampeado o Itamaraty, Palácio do Alvorada.” Disse com todas as letras: “A vossa Polícia Federal é nossa. Trabalha para nós há anos. Foi comprada por alguns milhões de dólares.” Afirmou também que existiam programas para influenciar a imprensa, a mídia. E o que seria influenciar? Comprar, se necessário. Resposta: seja lá o que for necessário; virar a opinião pública a nosso favor. 

Então, o Sr. Carlos Costa informa isso e, também, em outra edição, cita que o Sr. Thomas Harold Lloyd é primeiro secretário da Embaixada como funcionário do NAS ou NSA. Enfim, depois deixa muito claro que existia essa colaboração da Polícia Federal com essas investigações e essas agências americanas.

Então, o que eu gostaria de saber: o senhor tem notícia de que algum funcionário, seja da Polícia Federal, seja de algum outro órgão do Governo brasileiro, do Estado brasileiro, colabora para que sejam efetivadas essas investigações, essas interceptações de comunicação de brasileiros ou de empresas brasileiras?

Era essa a pergunta, Sr. Presidente.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Encerrando o bloco, o Deputado Alfredo Sirkis.

Em seguida, passamos a palavra a V. Sª para as respostas que puderem ser feitas.

O SR. GLENN GREENWALD – Está bem.

O SR. ALFREDO SIRKIS (PV – RJ) – Na verdade, a grande maioria dos governos gostaria de ter um serviço de Inteligência que lhes desse todas as informações que são necessárias para o sucesso das suas políticas estratégicas, diplomáticas e comerciais. E muito poucos têm, ou nenhum tem, a capacidade que os Estados Unidos têm. Os Estados Unidos, evidentemente, foram pegos com a boca na botija, e isso é uma situação extremamente embaraçosa.

Eu pessoalmente há muito tempo sei e considero que todas as comunicações – Internet, telefone, todas – estão sob a capacidade de monitoramente do NSA.

Nessa série de revelações, para mim, a grande novidade foi a quantidade de gente envolvida nesse processo e o fato de que grande parte dessa ação é feita por empresas, de forma, como nós dizemos, terceirizada. Isso, de fato, para mim, foi uma revelação.

Então, antes de fazer uma sugestão, a pergunta que eu faria seria a seguinte. Vamos raciocinar. O Snowden, movido aparentemente por um sentimento de indignação idealista em relação ao lado, digamos, orwelliano, The Big Brother, no sentido original da imagem dessa situação, resolveu, de forma corajosa – e eu diria até temerária –, denunciar publicamente essa situação e se colocou, em relação a seu futuro, numa situação extremamente difícil. É obrigado inclusive a aceitar asilo por parte de um governo cujas credenciais democráticas são nada recomendáveis. E isso representa um sacrifício muito grande na vida dele. O Snowden seria um desses 30 mil e não sei quantos funcionários de empresas terceirizadas.

Eu queria analisar com o senhor outra hipótese. Da mesma forma com que o Snowden, movido por idealismo, viola os protocolos, sem dúvida nenhuma, as leis dos Estados Unidos, não poderia haver um ou mais, ou muitos até, funcionários dessas empresas terceirizadas que, dada a facilidade de acesso a esses dados que você nos revela, poderiam estar utilizando essas informações do ponto de vista privado, vendendo-as para empresários, governos, enfim, vendendo-as para máfias de todo tipo, interessadas nessas informações? Ou seja, além do vexame internacional a que o governo dos Estados Unidos se expõe neste momento em relação a países amigos – não é o caso, digamos, da China ou da Rússia, mas é o caso do Brasil, da Alemanha, da França, que não gostam de ser espionados, certamente não gostam...

O SR. GLENN GREENWALD – Reino Unido.

O SR. ALFREDO SIRKIS (PV – RJ) – É, Reino Unido. Bom, Reino Unido já é praticamente a mesma coisa, digamos assim. Mas, enfim, a todos provoca espécie quando vem a informação de que efetivamente as suas comunicações governamentais estão sendo monitoradas; a sua construção de posições para uma negociação comercial está sendo espionada. Ou seja, isso evidentemente é do profundo desagrado de qualquer governo, e corretamente.

Agora, a minha pergunta é outra: se, além desse problema, o governo dos Estados Unidos ainda não está tendo, por exemplo... E se há algo das revelações do Snowden nesse sentido, pode haver perfeitamente, dentro dessas empresas, ou talvez até dentro da própria NSA, gente que com muita facilidade, entre bilhões de metadados, pesca alguma coisa que possa interessar à empresa A, B ou C numa concorrência comercial, ou ao cidadão fulano, beltrano ou sicrano, em relação a uma questão de natureza até pessoal que tenha contra o outro... Ou seja, pode haver a hipótese de uma verdadeira indústria da informação a partir desses dados. Isso seria para o governo dos Estados Unidos, inclusive para todos, realmente a antevisão do caos. 

A sugestão que eu coloco é a seguinte: eu acho que nós temos que encarar todo esse episódio de uma forma muito realista e fria. A espionagem existe e é velha como a humanidade. Cada governo pratica isso dentro dos limites dos recursos de que dispõe. O nosso está singularmente desaparelhado para isso e a nossa capacidade de monitorar informações é muito pequena. Por outro lado, existe um aspecto de monitoramento em relação ao terrorismo que eu diria que, se todo esse sistema que os Estados Unidos montaram pudesse ter prevenido, nos anos 90, os atentados do governo do Irã e do Hezbollah contra o Centro Judaico e a Embaixada de Israel, em Buenos Aires, isso teria sido positivo. 

Não somos um País neste momento submetido a terrorismo internacional. Mas essa ameaça existe sem dúvida nenhuma. O problema é que nós percebemos claramente que não apenas de terrorismo se trata. Trata-se de informações econômicas, informações estratégicas. Então, os Estados Unidos estão diante de um problema. Nesse momento existe um conjunto de países amigos dos Estados Unidos que estão profundamente indignados e incomodados. Enquanto isso era uma coisa secreta, ninguém sabia, então, era da natureza das coisas. Agora que o segredo foi revelado, é necessária uma ação conjunta desses países, uma ação conjunta dentro de um objetivo que seja viável, alcançável e não de uma fantasia, mas de algo que se possa obter. Os Estados Unidos, apesar de todos esses abusos de poder que são cometidos, sobretudo contra países estrangeiros, são um país de leis, de regulamentações.

É necessário – e vejo vozes de protesto até entre os republicanos no congresso americano – que da mesma forma que se regulamentou e que possivelmente tornará mais severa a regulamentação dos Estados Unidos interna em relação à possibilidade de monitoramento dos cidadãos norte-americanos – eu tenho certeza que esse tribunal da Fisa se tornará um tribunal mais transparente no futuro, por pressão da opinião pública e do próprio segmento dos Estados Unidos –, é necessário que haja também uma regulamentação quanto a limites de espionagem em relação a países amigos. Ou seja, não se pode... Que isso seja claramente colocado como... Isso porque nesse momento, os únicos protegidos em relação a uma investigação para além do metadados são os cidadãos americanos. Mas no resto do mundo nada impede ...

O SR. PRESIDENTE (Ricardo Ferraço. Bloco/Maioria – PMDB- ES) – Nem eles.

O SR. ALFREDO SIRKIS (PV – RJ) – Nem de forma autorizada, nem, como vemos aqui, de forma não autorizada se impede a qualquer funcionário de escalão médio, de qualquer uma dessas empresas terceirizadas, tentar descobrir se a empresa A, B ou C tem algum segredo que possa ser interessante para a empresa K, X ou Y.

Essa é uma situação que, eventualmente, dado o clamor internacional que ela provoca, pode evoluir. Então, é muito claro que o nosso Governo – e eu acho que também o Senado, a Câmara, o Congresso brasileiro devem fazer essa recomendação ao nosso Governo – junto com o governo de outros países amigos dos Estados Unidos devem exigir que os Estados Unidos aprovem uma regulamentação traçando claramente os limites dessa espionagem. Sendo os Estados Unidos um país onde em princípio as leis são cumpridas, isso pode de fato ser de alguma serventia. E isso me parece um objetivo razoavelmente realista, embora não muito fácil de alcançar.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – A palavra é de V. Sª.

O SR. GLENN GREENWALD – Está bom.

Obrigado, por todas as perguntas muito interessantes e importantes também.

Vou começar com... A senhora me perguntou sobre o episódio que foi referido... Eu estive em Hong Kong. 

Eu falei com meu companheiro, ele é brasileiro e mora no Rio. Eu disse que vou enviar o arquivo todo dos documentos, com criptografia, porque eu quis que houvesse cópia com alguém que eu confio muito. Se alguma coisa acontece com minha cópia... Eu disse, falei com ele pelo Skype que há muita insegurança. E dois dias depois, 48 horas depois, o notebook dele foi roubado de nossa casa. Não tem nenhuma outra coisa que foi roubada. Nunca aconteceu com a gente. Nós moramos no Brasil há oito anos...

Claro, a gente não quer paranóia. Também não tenho evidência de que é conectado com o jornalismo que estou fazendo. Mas naquela época, os Estados Unidos com certeza não sabiam, não tinham nenhuma ideia do que o Snowden tinha e também do que ele me deu. Ainda eles não têm uma ideia muito clara, mas têm mais ideia. Mas naquela época não sabiam nada e esse notebook desapareceu de nossa casa.

Na realidade, eu nunca enviei esses documentos. Também todos os documentos são protegidos muito fortemente com criptografia, que ninguém, incluindo o NSA pode invadir. 

Vou discutir isso um pouco mais, porque acho importante falar sobre as soluções que o país pode fazer. Mas esse foi o episódio.

A segunda pergunta foi sobre quais empresas estão cooperando com empresa americana. 

É interessante que a coisa que o NSA está protegendo mais do que todos os outros segredos, entre esses documentos, é a identidade das empresas particulares que trabalham com o NSA. Eles estão protegendo isso muito.

Então, não tem nenhum documento que eu tenha, incluindo o maior superssegredo, que esteja divulgando identidade de empresas, porque mesmo gente do NSA está usando code names para tudo. E o documento que tem um code name com a identidade de uma empresa é um documento que eu quero muito, mas ainda não tenho.

Então, eu não posso obrigar as empresas brasileiras a responder as minhas perguntas. E quando eu trabalhei com O Globo, com a Época, com o Fantástico, estávamos tentando conseguir essa informação, mas isso é muito difícil porque não somos o Governo.

Mas o Senado, a Câmara, os Deputados e Senadores têm esse poder para obrigar essa informação. A Polícia Federal... Não sei exatamente, mas o Governo brasileiro tem a capacidade de descobrir essa informação, se tem a vontade.

Eu não posso. Eu quero, mas não posso. O Governo pode, e não é difícil descobrir isso. Há opções para saber qual empresa americana é usada pelo NSA. É muito pouco, talvez duas ou três opções de empresas de telecomunicações. Não é Facebook, não é Google. Não é isso. São empresas para telecomunicações: AT&T, Verizon, Sprint, empresas assim.

E para saber qual acordo essas empresas têm com empresas maiores de telecomunicações no Brasil, essa é a falsa também. Eu sei quais empresas têm acordos com quais empresas.

Então, eu acho que as empresas de telecomunicações brasileiras devem ser obrigadas a responder. E se elas querem falar que eles não têm nenhuma ideia, que o parceiro americano está invadindo o sistema de telecomunicação, eles podem falar isso formalmente em uma investigação, ou eles podem falar que eles sabem. Mas eu acho que a resposta não é difícil para pegar. Eu não posso pegar, eu não tenho essa resposta agora.

Sobre metadados contra conteúdos, com sinopse de conta sobre a defesa da Embaixada americana, eu quero ficar com muita precisão com isso.

O primeiro artigo que eu publiquei no jornal O Globo mostrou documentos segundo os quais o NSA está coletando muitos bilhões de dados, a cada mês, no sistema do Brasil. E a defesa do governo americano é que esses são metadados. 

É verdade que quando você fala em três, quatro, dez bilhões de dados todo mês que os Estados Unidos não estão invadindo dez bilhões de ligações, de e-mails do Brasil todo mês, porque é impossível. Não há um propósito para fazer isso. Isso são metadados – quando você fala sobre essa quantidade.

Mas o governo americano tem capacidade de invadir o conteúdo dos e-mails, das ligações, quando ele quer. Eles estão coletando esses metadados para analisar. E quando eles estão analisando isso eles decidiram quais ligações, quais e-mails parecem interessantes para o governo americano. E eles podem depois disso decidir invadir o conteúdo de comunicação.

Então, quando o governo americano está falando que são só metadados, é verdade do jeito mais limitado, quase falso. Eu não estou falando que quando você fala sobre quatro, cinco bilhões, são metadados só. Mas eles têm esse sistema que não só tem capacidade, mas que é usado para invadir o conteúdo dos e-mails e ligações também. 

Quero falar um pouco sobre o papel do governo e organizações internacionais, porque, com certeza, os governos no mundo têm capacidade para impedir o sistema de hospedagem dos Estados Unidos. Não tenho dúvida sobre isso. Se os governos no mundo trabalharem juntos, eles podem impedir isso. Como? Primeiro, eles têm capacidade tecnológica. Eles podem usar criptografia. Os governos podem trabalhar juntos para proteger a privacidade das comunicações, em vez do que estão fazendo, sempre tentando entender como eles podem invadir. Essa tecnologia pode ser usada para dar privacidade para as pessoas no mundo, não para invadir a privacidade. 

Mas, segundo, se os governos no mundo quiserem ficar juntos e se opor ao sistema de espionagem dos Estados Unidos, eles podem aumentar muito o que os Estados Unidos precisam pagar para ter esse sistema.

Agora os Estados Unidos estão recebendo muito mais benefícios com esse sistema do que eles precisam pagar. Os gastos são muito poucos, porque antes, dois meses atrás, era totalmente segredo, quase. Mas agora é público. 

E se o mundo está com raiva desse sistema e fazendo muita pressão nos governos, e os governos estão se unindo para trabalhar contra esse sistema, é claro, outro país tem capacidade para aumentar o que os Estados Unidos precisam pagar, até que o que eles precisam pagar seja mais do que os benefícios que eles estão recebendo.

Sobre o asilo de Snowden, que o Senador me perguntou. Acho que é muito interessante e acho que podemos falar que, infelizmente, tem não sei quantos governos, vinte, vinte e cinco, que estão falando que estão indignados por estar descobrindo o sistema de espionagem do Snowden, o que ele mostrou sobre os Estados Unidos. Mas só três países ofereceram asilo a ele para protegê-lo contra os Estados Unidos. E esses três países são muito pequenos, não têm muito poder. E acho que eles não estão muito sérios ao dar a ele a proteção que ele precisa, acho que é mais simbolismo, para mostrar à própria nação que eles vão fazer isso.

Há países, além de Rússia, que têm capacidade para protegê-lo. Mas eles ainda não estão fazendo isso, porque, na realidade, eles talvez estejam com raiva do que estão descobrindo. Mas os benefícios que eles recebem com relacionamento bom com os Estados Unidos é maior do que a raiva que eles têm. E eles estão, na minha opinião, sacrificando a independência ou a dignidade nacional pelos benefícios que eles recebem do Governo dos Estados Unidos. Eles estão deixando o governo americano punir pessoas que mostraram isso e também continuar fazendo a espionagem (ininteligível) deles, para os benefícios.

Com certeza, qualquer país que der asilo para Snowden com permanência vai receber muito benefícios, primeiro porque ele vai ficar grato a esse país, vai querer divulgar todos os documentos que ele tem, vai querer trabalhar com o governo para criar soluções contra a espionagem, mas não é meu ofício insistir que governos deem esse asilo. 
Eu sou jornalista e posso mostrar o que eu acho que é verdade. Agora eu acho que a verdade é que os governos do mundo têm medo de dar asilo para Snowden, porque os Estados Unidos estão ameaçando; mas, com certeza, o governo americano está punindo pessoas como Snowden, que estão dando transparência ao Governo americano exatamente quando o asilo é merecido. E acho que isso também é uma questão muito importante, porque não há mais governos oferecendo a Snowden asilo, se eles estão muito indignados, como ainda estou falando. 

Um pouco mais de perguntas. Ou, senão, perguntam-me sobre a lei; e talvez vão aprender me perguntando isso, porque antes de ser jornalista era advogado. Então, eu sei demais sobre essa lei, mas vou tentar não falar demais. Mas essa lei de que o senhor perguntou é muito importante, porque a lei, em 2008, que foi apoiada por democratas, republicanos e por Obama, mudou muito a forma como o sistema de espionagem funcionou. Antes dessa lei... A lei foi que o NSA precisa sempre ter autorização do tribunal para fazer espionagem séria, quando eles estão invadindo o conteúdo das comunicações. E o governo Bush, em 2002, quebrou essa lei, decidiu, em segredo, que iria fazer espionagem a qualquer estrangeiro e também americano que eles quiserem, sem essa autorização do tribunal. 

Essa lei, em 2008, deu ao governo americano a autorização para fazer espionagem para qualquer pessoa, menos americanos, sem autorização do tribunal. Era preciso ir só uma vez por ano para o tribunal mostrar o procedimento. Eles diziam: “Nós decidimos nossos alvos assim, usando esses fatores”; e o tribunal deu o carimbo e disse: “Tudo bem! Vamos ver você o ano que vem”. Com esse documento, eles podem fazer espionagem de qualquer pessoa que eles queiram que não seja americana. 
Assim, eles podem abrigar o Facebook, empresas de Internet, empresas de telecomunicações para fazer todas as coisas com eles. E essa lei, com certeza, deixou o Governo americano não só invadir o metadados, mas também o conteúdo de comunicação. Eles estão usando essa lei sempre para ler e-mails, para escutar ligações telefônicas. Eles podem fazer qualquer coisa que eles queiram contra estrangeiros, pessoas que não são americanas. 

Outras coisas. Perguntam-me se eu tenho a informação sobre quais empresas são espionadas. De novo preciso dizer que ainda não publicamos documentos sobre este assunto, mas vai haver muito mais reportagens que estão chegando sobre Brasil, sobre coisas assim. Não posso falar mais sobre isso.

Finalmente, quanto à cooperação entre o NSA e a Polícia Federal e outras agências, também não fiz reportagem sobre isso, mas acho que todo o mundo sabe que há muita cooperação entre o governo americano e o Governo brasileiro, antes de 2007, 2005, muito tempo atrás.

Quando eu comecei a fazer reportagem sobre esses assuntos, eu recebi um e-mail do ex-Embaixador brasileiro que fica no Consulado brasileiro em Washington, e ele me disse que, com certeza, foi alvo de espionagem grande do governo americano quando esteve em Washington. Acho que ele deu uma entrevista também...
(Intervenção fora do microfone.)
O SR. GLENN GREENWALD – Com certeza, esse tipo de espionagem sempre existiu entre muitos países. O que mudou, agora, foi a quantidade, o sistema, a tecnologia que permite aos Estados Unidos fazerem isso sem limites. Nenhum outro país tem esse sistema, também. Não sei muito sobre a cooperação entre a Polícia Federal, outras agências, entre o governo do Brasil, a NSA e a CIA, mas sei que existe. Isso também é algo que o Governo, que o Senado, que os Deputados, poderiam investigar muito melhor do que eu posso. Mas acho que esse é um assunto muito importante também.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Senador Eduardo Suplicy. Em seguida, Senador Roberto Requião.

O SR. EDUARDO SUPLICY (Bloco Governo/PT – SP) – Sr. Presidente, Senador Ricardo Ferraço, pediria à Secretaria que conseguisse, depois, o requerimento mencionado pelo Senador Lindbergh. Se ele não voltar, pediu que eu lesse como coautor, ao final. 

Gostaria de perguntar ao Sr. Glenn Greenwald. Além de jornalista, o senhor é um advogado que se especializou na defesa de direitos constitucionais e civis de cidadãos de seu país. No seu livro, How Would a Patriot Can Act?, de 2006, o senhor critica duramente aquele Patriot Act e a administração Bush por terem ensejado uma política compatível com os princípios e os direitos consagrados na constituição norte-americana. Como avalia a administração atual do Presidente Obama, à luz do Patriot Act, no que tange a esses aspectos? Por que o Presidente Obama não teria revertido aquela política iniciada por Bush? Qual é a avaliação que faz? Como o senhor analisa as atividades da NSA, particularmente como as do programa Prism, à luz da constituição norte-americana, particularmente a Bill of Rights?

Passemos à Constituição brasileira, que no art. 5º, inciso 12º, estipula que é inviolável o sigilo da correspondência das comunicações telegráficas de dados e das telecomunicações telefônicas, salvo em último caso, por ordem judicial. Evidentemente, isso torna ilegal quaisquer atividades em território nacional que ameacem a confidencialidade das correspondências. Entretanto, no que tange às ações da NSA no Brasil, a administração norte-americana alega que foram feitas apenas análises de metadados nos fluxos internacionais das comunicações. Como a análise desses fluxos é feita por servidores de Internet que estão em território norte-americano, assim, pela argumentação do governo norte-americano, não teriam sido cometidos crimes no Brasil. Entretanto, a Declaração Universal dos Direitos Humanos, adotada pela Assembléia Geral das Nações Unidas, em 1948, e firmada pelo Brasil e pelos Estados Unidos, determina, em seu art. 12, que:

Ninguém será sujeito a interferências na sua vida privada, na sua família, no seu lar ou na sua correspondência, nem a ataques à sua honra e reputação. Toda pessoa tem direito à proteção da lei contra tais interferências ou ataques. 

Ademais, o O Pacto Internacional dos Direitos Civis e Políticos, adotado em 1966 pela Assembléia Geral da ONU, também consagra o direito à privacidade e à inviolabilidade das correspondências. Pois bem, a simples análise de metadados não violaria essas convenções internacionais firmadas pelos Estados Unidos, na sua avaliação? 

A análise de metadados, evidentemente, é uma primeira fase na análise de informações feitas pela NSA e outras agências. Uma vez detectado um possível indício de atividades suspeitas, outras investigações são realizadas. Como assegurar que a NSA realizou somente análise de metadados fora do Brasil? 
O Sr. Snowden teria dado algum indício de que atividades ilegais de investigação foram realizadas em território brasileiro. No seu conhecimento, como funcionavam as bases da NSA no Brasil? Essas atividades das agências de inteligências norte-americanas contaram com a cooperação direta ou indireta de autoridades brasileiras? Tais autoridades tinham ao menos conhecimento das atividades da NSA e de outras agências de inteligência norte-americanas no Brasil? 

As atividades da NSA são facilitadas pelo fato de que a Internet é dominada pela tecnologia norte-americana e seus fluxos de informações passam por servidores em território dos Estados Unidos, que são protegidos pela legislação local. Não é chegada a hora de haver uma regulamentação multilateral na Internet ,que proteja inclusive o direito de todos à privacidade?

O senhor tem tido a oportunidade de ter contato com o Sr. Edward Snowden, agora que ele está em Moscou, inclusive já saiu do aeroporto. A última informação que vi foi de que o pai dele chegou a Moscou e estava pretendendo visitá-lo, mas eu não sei os dados das últimas horas.

No mundo inteiro crescem as manifestações de apoio ao Sr. Snowden, com o qual o senhor colaborou, que não fez mais do que revelar um esquema ilegal de espionagem que viola o nosso direito à privacidade. Como é que o senhor, como cidadão norte-americano e com o conhecimento das reações do povo norte-americano, poderia nos informar como está a avaliação, na sua opinião, da opinião pública norte-americana sobre o Sr. Snowden? Será que poderia haver uma campanha forte para que ele volte aos Estados Unidos sem ser processado? Ou avalia que na opinião de norte-americanos, hoje muitos o consideram traidor?

O senhor, por acaso, de alguma maneira, foi denunciado por ter infringido no seu trabalho de jornalista alguma lei norte-americana? Parece-me que o senhor, pela sua exposição, tem tido um cuidado muito grande para não infringir qualquer lei – que o senhor certamente conhece como advogado e jornalista – de seu próprio país. 

Em sua opinião, a guerra contra o terrorismo, conduzida com evidente sacrifício de direitos individuais e da democracia, não estaria de um lado até enfraquecendo, pela forma como é feita a liderança dos Estados Unidos, aumentando a hostilidade contra o seu país? Pois sabemos todos que os Estados Unidos são conhecidos como um país onde os seus cidadãos lutam pela liberdade de expressão, pelo respeito aos direitos de cada um. E todos nós temos os Estados Unidos como exemplo de uma nação que prega a liberdade, a democracia, os direitos. 

Gostaria aqui de expressar, Presidente Ricardo Ferraço, mais do que o que está expresso, porque ainda não li o requerimento que o Senador Lindbergh Farias colocou em...

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Voto de aplauso.

O SR. EDUARDO SUPLICY (Bloco Governo/PT – SP) – Voto de aplauso. Mas aliás, como um passo além do voto de aplauso, eu avalio que será próprio que possamos todos solicitar do governo norte-americano, do Presidente Barack Obama e do Congresso norte-americano, que concedam a anistia ao Sr. Edward Snowden pelo que fez. Conforme o senhor mesmo aqui nos colocou sobre a justificativa para o trabalho que como jornalista fez, em colaboração com Edward Snowden, para que ele transmitisse o conhecimento desses fatos ao mundo e, inclusive, a nós brasileiros, isso nos proporcionou algo muito positivo em defesa de nossos direitos. Por essa razão eu aqui até pergunto se, como cidadão norte-americano, avalia que seria próprio também a sua sugestão ao Presidente Barack Obama, ao Congresso norte-americano, à Justiça norte-americana: vamos conceder anistia ao Sr. Edward Snowden.

Muito obrigado.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Senador Roberto Requião, a palavra é de V. Exª.

O SR. ROBERTO REQUIÃO (Bloco Maioria/PMDB – PR) – Em primeiro lugar, Glenn, eu quero expressar aqui a minha admiração pelo Snowden. Para mim, ele é uma espécie de herói libertário norte-americano, aquele individualismo revolucionário, fazendo valer os seus princípios contra toda uma estrutura.

Quero parabenizá-lo pelo esclarecimento que fez no seu entendimento de que não há diferença básica entre o Partido Republicano e o Partido Democrata nos Estados Unidos.

O Democrata se parece ao Republicano, quando no poder. É aquela história da política brasileira: na época do Império se dizia que nada mais se parecia a um saquarema do que um luzia no poder. Os luzias eram os libertários, os liberais. Mas, no poder, todo mundo se assemelhava.

Eu acho que, como disse Alfredo Sirkis, todos os países querem ter um serviço de informação eficiente, funcionando bem. Eu via no plenário, hoje, alguns Senadores me dizendo: “Não, mas seria sensacional, por exemplo, se esse serviço de informações americano tivesse prevenido o ataque contra a sinagoga em Buenos Aires.” É uma visão errada desse processo todo.

Eu tenho alguma experiência, como Governador que fui três vezes, com esses interesses de países – e eu não digo só dos Estados Unidos – em relação ao Brasil. Eu assumi o governo, Glenn, e acabei com dois contratos internacionais: um com o Japão e outro com os Estados Unidos. Logo, logo, recebi a visita dos dois embaixadores – aquela Donna Hrinak e o embaixador japonês.

Uma das conversas que eu tive com um deles eu tomei até o cuidado de gravar e depois dizer: “Olha, ou vocês concordam com a anulação desses contratos, ou eu vou fazer o que o Snowden fez hoje, dando divulgação a esse processo todo.” Os contratos eram tão absurdos que eu acabei anulando os dois – o americano e o japonês. Mudei completamente esse processo. Mas eu fui diretamente pressionado pelas embaixadas.

Então, essa história de que se justifica a quebra dos sigilos como um instrumento de prevenção do terrorismo é uma meia verdade. É uma meia verdade a tal ponto, por exemplo, que o Kadafi era financiador de campanhas na França, na Itália, e só se transformou em bandido quando recusou o dólar como moeda universal nos negócios da Líbia. Daí, ele passou a ser o terrorista que tinha que ser definitivamente eliminado.

Então, eu acho que nós podemos reduzir esse processo todo; inclusive essa justificação do terrorismo como um biombo para espionagem industrial e comercial. O que interessa a esses países, às grandes potências, realmente é a informação comercial. E a informação do suposto terrorismo – que pode até existir em alguns momentos – é um subproduto desse processo todo. E nós estamos vendo é a quebra do sigilo em função de negócios. Porque, afinal de contas, os objetivos nacionais permanentes das potências são a sua prevalência econômica no Planeta. Isso é fundamental.
A visão, por exemplo, do Suplicy me parece um pouco ingênua. As leis internacionais, os Estados Unidos defendem a liberdade, os governos defendem os interesses das empresas e da sua estrutura econômica, que é o que os sustenta. Isso faz o Barack muito semelhante aos Bush, embora o Barack tenha sido uma evolução extraordinária nos Estados Unidos em relação ao Mississipi em Chamas de trinta anos antes. É uma reconciliação dos Estados Unidos consigo mesmo. Eu achei isso extraordinário, mas do ponto de vista dos interesses econômicos é tudo a mesma coisa. 
Então, o que remanesce dessa denúncia que o Snowden fez, com coragem e valor, e que você vocalizou através dos veículos que você acessa como jornalista, é a necessidade absoluta da informação; de que todos saibam como funciona esse sistema e que essa visão do combate ao terrorismo seja minimizada. São interesses econômicos, interesse pelo petróleo, interesse pela água, interesse pelo domínio geográfico dos países, a geopolítica funcionando, muito mais do que qualquer outra coisa que se possa imaginar.

Agora o fundamental é que temos muito poucas defesas contra isso, porque esse tipo de espionagem vai haver com grande facilidade. Os centros de distribuição de informação na Internet estão nos Estados Unidos, mas se estivessem aqui, isso iria funcionar mais ou menos da mesma maneira. O que remanesce realmente são os interesses econômicos, acima de qualquer visão de democracia ou de liberdade que existem. E a contribuição que você está dando aqui agora, Gleen, é a mesma contribuição que o Snowden deu quando fez a denúncia. É socializar, democratizar essa informação.

Eu acredito que muito pouco a gente pode fazer no controle da informática.

É muito difícil entrar nessa rede comercializada e privatizada. E se a rede não existisse, as informações continuariam fluindo. O que está por trás de tudo isso é o interesse econômico acima de qualquer direito que você possa imaginar. Então, acredito que é o que nós podemos tirar dessas denúncias todas.

Ao mesmo tempo, em mim e praticamente em todos os Senadores se unificou a opinião em torno da necessidade, da possibilidade de o Brasil oferecer asilo ao Snowden, como um estímulo a essa visão libertária, mesmo que isolada, desse novo mocinho do velho faroeste funcionando nos Estados Unidos de hoje.

Eu não teria uma pergunta, mas essas observações; e gostaria que você fizesse alguma consideração a respeito delas.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Deputado Ivan Valente, a palavra é de V. Exª.

O SR. IVAN VALENTE (PSOL – SP) – Agradeço, Presidente Ferraço e Deputado Pellegrino. 
Quero cumprimentar o nosso convidado. Não só cumprimentar como parabenizá-lo pelo excelente trabalho e eu diria pela prestação de serviço público em nível mundial que o senhor e evidentemente o Edward Snowden prestaram à humanidade.

Então, primeiro, queria dizer que essas revelações são extremamente apropriadas para a gente ter a dimensão do que é o domínio de um império. E depois de divulgadas todas as informações que foram ventiladas, os Estados Unidos se arvoram no direito de dizer que não prestará informações. Nós, na Comissão de Relações Exteriores, pedimos a vinda do Embaixador, o que regimentalmente não é possível; mas vários embaixadores já vieram à Casa, para prestar esclarecimentos quando a coisas, quando existem fatos relevantes que estão colocados. Eles não se dão o direito de rejeitar isso. 
Quero manifestar a minha posição aqui. O Governo brasileiro, apesar de ter protestado ontem, na ONU... Eu acho que a nossa reação é extremamente tímida para a gravidade do que foi feito; é extremamente tímida. Nós sabemos todas as consequências das reações, mas se nós não tivermos a coragem política para reagir a um sequestro de um presidente latino-americano, que foi o que aconteceu com o Presidente Evo Morales, repudiar só não basta. É preciso que essa questão ganhe uma notoriedade e uma reação que, de alguma forma, tente inibir o poder.

Então, eu entendo que o nosso Governo, até pela potência que o Brasil representa, mesmo sendo um País ainda da periferia capitalista, mas com a importância que ele tem na geopolítica, mereceria respostas bem mais duras, incidentes, graves. E acho que isso, por causa da diplomacia, não existe.

Quero colocar também, Presidente, que o terrorismo virou o grande álibi para a quebra total de privacidade e o alcance a todas as informações. Entendo – e quero manifestar a minha posição aqui – essa lógica de divulgação de que atentados terroristas no Oriente Médio foram captados. Várias embaixadas americanas fechadas, e tal, isso aí é uma justificativa. Parece-me assim que é para justificar, inclusive, essa ofensiva para criminalizar o Edward Snowden. É evidente. Para ganhar a opinião pública americana e internacional.

Não há nenhuma prova material, não há nenhuma divulgação real de que existia perigo iminente de qualquer coisa. É óbvio que há toda uma disputa aí, e, ouvindo o Senador Requião, concordo com ele. Eu acho que à medida que você grampeia geral, não é só o sigilo comercial e industrial, mas as decisões de Governo. Para mim, as decisões de Governo estão todas aparelhadas. Eles sabem quais são todas as medidas econômicas e políticas, o que se pensa. 
Quanto à reportagem a partir das informações que V. Sª obteve em Hong Kong, parabenizo-o mais uma vez por estar dez dias lá. Porque a minha pergunta é exatamente essa: há mais coisas? Essa é a questão. Deve haver. Mas tudo o que foi divulgado já é de um patamar muito elevado e quero dizer que todas as decisões antecipadas de Governo na verdade estão sendo monitoradas internacionalmente. 

Lamento também a decisão de países europeus com larga tradição – quem já fez Revolução Francesa; quem passou pela comuna de Paris – que se dispõem a evitar o pouso do Presidente Evo Morales. Ou seja, a submissão, o capachismo dos países europeus frente à lógica da OTAN e do domínio americano. Inclusive há quem avalie que o domínio americano está em declínio. Não, não existe essa questão. 

E queria colocar o seguinte: este debate deveria, Presidente, ir para as ruas. Eu quero cumprimentar a juventude que está aqui hoje, que vestiu a máscara do Snowden. É para ir para a rua exigir explicações do governo americano, repudiar e ganhar a opinião pública contra essa lógica da privacidade. 

Assim, Presidente, eu queria colocar que o Suplicy pegou a máscara do Snowden ali, não é? Fez um marketing político, pousou com a juventude. Então, quero cumprimentar a juventude que foi à rua, o pessoal do Juntos, os outros jovens de outras colorações, todos os que abraçaram essa ideia; cumprimentar os Presidentes das Comissões e os Deputados que sugeriram a sua presença aqui, Glenn. E quero dizer o seguinte: mais informações, mais reações em nome da democracia, da privacidade, da ética, contra a lógica imperial, econômica, política, contra a chantagem internacional, que é essa questão do terrorismo implantada desde outras eras, particularmente da era Bush, mas que continua mostrando que o establishment americano é um só, ele funciona, ele tem autossustentação que a CIA faz ou que os órgãos nacionais de inteligência americanos fazem em todos os países e, agora, através das redes sociais, através do monitoramento da Internet, das teles etc., mostram que nós temos que dar saltos em termos de democracia. Acho que é intolerável que o governo americano não tenha prestado contas disso. Nosso repúdio a isso!

E acho que continua sendo necessário que o Embaixador americano preste contas ao Congresso Nacional. E nós vamos insistir nisso.

Peço ao Presidente Ferraço e ao Presidente Pellegrino que nós façamos uma comissão de Senadores e Deputados para ir à Embaixada americana pedir que ele se disponha a prestar as informações necessárias. Isso não se faz clandestinamente de governo para governo. É satisfação ao povo brasileiro, que foi monitorado. Porque não foi só o Governo brasileiro que foi monitorado; foi o povo brasileiro. Cada cidadão que hoje utiliza uma rede social está monitorado, está violado na sua privacidade, na sua intimidade, e isso é intolerável em matéria de democracia.

Parabéns, mais uma vez!

Eu agradeço a sua presença aqui. Obrigado.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Nós estamos caminhando para o encerramento da nossa audiência e consulto o Deputado Eduardo Azeredo e o Deputado Trípoli se desejam fazer uso da palavra. Se desejarem, que o façam agora porque nós vamos passar a palavra para o nosso convidado, para as suas considerações finais.

O SR. ALFREDO SIRKIS (PV – RJ) – Presidente, eu só não ouvi uma resposta à pergunta que eu formulei: se havia o risco de que houvesse apropriação privada dessas informações e a utilização privada delas por parte de funcionários dessas empresas terceirizadas ou da própria NSA.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – E, além da apropriação, a comercialização desse inside information.

O SR. ALFREDO SIRKIS (PV – RJ) – Exatamente. E se alguma coisa das revelações do Snowden apontam algo nesse sentido.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Deputado Eduardo, a palavra é de V. Exª.

O SR. EDUARDO AZEREDO (PSDB – MG) – Como eu não pude estar aqui mais cedo, eu só agradeço e dispenso o uso da palavra para ouvir o jornalista.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Deputado Trípoli deseja? (Pausa.)

Passo a palavra a V. Sª, Sr. Glenn Greenwald, para os questionamentos e as considerações finais.

O SR. GLENN GREENWALD – Está bem.

A primeira coisa de que quero falar um pouco é sobre a minha experiência com o Edward Snowden, porque muitas pessoas perguntaram sobre isso. Eu acho que é uma coisa muito importante para entender essa pessoa.

A primeira vez que me comuniquei com o Snowden, ele me disse que sabia que ele está sacrificando a sua vida, sua liberdade, e sabe que provavelmente ele vai ficar o resto da vida dele na prisão ou que será a pessoa mais procurada do governo mais poderoso do mundo. Mas ele me disse que não tem nem um pouco de medo, não tem nenhuma dúvida sobre a decisão que está tomando, porque ele sabe o que o governo dele está fazendo para todas as pessoas no mundo, eliminando a privacidade, invadindo comunicações, e ele não podia ficar quieto e ter a consciência limpa. Ele disse que precisa sacrificar todas as coisas que ele tem para fazer isso, para informar o mundo do que o governo americano estava fazendo. Ele sabia exatamente os riscos que ele está aceitando. 

Para mim, essa é a definição do herói. Acho que a coragem dele vai ter um impacto muito grande, talvez maior do que o artigo que estamos publicando. Em todos os lugares onde eu vou, por onde viajo estou vendo muitos jovens assim, mostrando o rosto dele e mostrando para ele como um exemplo para se seguir.

Dentro dos Estados Unidos, tão forte está o exemplo dele! Porque o que o governo americano estava tentando fazer? Criar a cultura do medo, medo de se fazer qualquer coisa contra o governo americano para dar transparência, para mostrar ao mundo o que o governo americano está fazendo. O Governo do Obama está punindo pessoas que estão fazendo isso, mais do que todos os governos na história dos Estados Unidos.

O que Snowden fez quando divulgou esses documentos? Ele disse que a prioridade dele eram os direitos humanos do mundo, mais do que coisas sobre ele como indivíduo.

Lembro que fizemos uma entrevista com ele no nosso site The Guardian e alguém disse a ele: 
Olha, quando você estava mostrando os segredos do governo americano sobre a espionagem que o governo estava fazendo para os americanos, eu os estava apoiando; mas quando você começou a mostrar segredos do governo americano sobre o que eles estão fazendo para outros países, para estrangeiros, eu perdi o respeito por você. Acho que você se tornou um traidor quando fez isso.

E a resposta dele foi muito clara. Ele respondeu muito rapidamente. Ele disse: “Na minha opinião, a privacidade dos americanos não é a única coisa que tem importância. Eu acho que a privacidade de todos os humanos tem importância.” E ele disse: “É claro, sou norte-americano, mas também sou humano e tenho mais pensamentos sobre o mundo do que só sobre o que é bom para os americanos.”
Eu acho que esse exemplo é muito importante também e está influenciando o jornalismo que estou fazendo.

Quero falar um pouco sobre a opinião pública dentro dos Estados Unidos.

Geralmente, quando alguém faz o que Snowden fez, é muito fácil para o governo atacá-lo, para caçar as pessoas dentro do país, para pensar mal contra ele, para insistir que ele seja punido com força. Mas esse episódio é totalmente diferente. Há pesquisas que mostraram que a maioria dos americanos está apoiando o que Snowden fez. Com certeza eles estão querendo saber mais sobre o que o governo está fazendo com a espionagem contra os americanos.

Há aliados muito interessantes de direita e de esquerda, conservadores e progressistas dentro do Congresso americano que estão trabalhando contra o Governo de Obama, contra os líderes dos partidos. Isso é muito raro nos Estados Unidos. E acho que está mudando o modo como muitas pessoas estão pensando, não só no mundo mas também nos Estados Unidos. É quase como quando os americanos quiseram mudar o seu modo de pensar desde o ataque de 11 de setembro. Finalmente, esse episódio os está deixando fazer isso.

Sobre a pergunta se ele pode voltar para os Estados Unidos sem ser processado, acho que a resposta é: Com certeza não, nunca. O governo americano tem obsessão em punir pessoas que divulgam segredos. E acho que a coisa mais importante para se entender é isso.

Quando Snowden falou comigo pela primeira vez, na segunda vez e em todas as vezes depois disso, ele me disse: “Por favor, eu quero que você tome muito cuidado com os documentos. Eu não quero que você divulgue nenhum documento que vá machucar alguma pessoa. Eu não quero machucar o governo dos Estados Unidos. Quero que você divulgue só os documentos que mostrem às pessoas o que devem saber sobre o que o governo americano está fazendo com a sua privacidade”.

E estamos tomando muito cuidado com os documentos, mas ainda o governo americano o está acusando como traidor. E também há muitos políticos, muitas pessoas com muito poder que também estão me acusando como sendo criminosas, mesmo que seja jornalismo, ameaçando-me também com a prisão, com processo. Mas eu acho que a opinião do público nos Estados Unidos é diferente da do governo há muito tempo. E essa coisa é muito importante.

Quero falar um pouco sobre Obama e Bush e (ininteligível) ou coisa assim. Acho que há muitas pessoas no mundo que esperavam que o Obama fosse mudar tudo completamente. Na realidade, o governo americano quis que as pessoas esperassem isso, porque, em 2007 e 2008, o governo americano... Houve a crise e muitas pessoas no mundo tinham opinião muito ruim sobre o governo americano; e o governo americano sabia que o melhor jeito para mudar isso seria Obama se tornar presidente, porque isso iria mudar o que as pessoas estavam pensando sobre os Estados Unidos. Mas também umas instituições políticas sabiam que o Obama não iria mudar as políticas, mas só mudar o modo como as pessoas estavam pensando sobre os Estados Unidos; iria mudar a imagem, mas não a realidade.

Na realidade, Obama está aumentando muitas coisas que Bush fez, que muitas pessoas no mundo não gostaram, mas eu acho que essas pessoas estão mostrando a realidade de Obama também e essa imagem está mudando também.

Eu estou falando com Snowden muito regularmente ainda, desde que ele saiu do aeroporto, quase todo dia. Usamos criptografia muito forte para nos comunicar. Ele está passando muito bem, ele está muito feliz. Mais do que tudo, a ele importa saber sobre os debates que estão sendo criados em muitos países do mundo sobre a privacidade de verdade na Internet ou a espionagem dos Estados Unidos. É exatamente o debate que ele quis informar. Ele está muito feliz com isso, mas ele é muito limitado na Rússia, porque o governo da Rússia disse que ele pode ficar lá só se ele parar de ficar divulgando informação. Ele está parando porque quer ficar lá. Aí eu acho que isso é muito importante, porque há muitos governos do mundo em que está faltando responsabilidade para proteger Snowden. Para mim, eu acho que é responsabilidade da população insistir que os governos façam mais para protegê-lo.

A última coisa que quero falar: o governo americano, desde que essa polêmica começou no Brasil, está falando mais ou menos: “não vamos responder nada em público, não vamos responder nenhuma pergunta que a média dos brasileiros têm, que a população do Brasil tem. Vamos discutir isso em segredo com o governo do Brasil; só em canais diplomáticos”.

Essa atitude é porque eles acham que o governo brasileiro vai fingir que eles têm raiva em público, mas em particular eles podem persuadir o governo brasileiro a deixar tudo.

Na minha opinião, essa postura é muito insultante para o povo brasileiro, porque, como o senhor disse, não são só as comunicações do governo que estão sendo invadidas ou a privacidade do governo que está sendo invadida, é a privacidade da população em todo o mundo, no Brasil, na América Latina, no mundo. Eu acho que os Estados Unidos devem dar uma explicação e devem responder às perguntas e dar a justificação em público, para ter um debate sério no mundo sobre se queremos deixar isso continuar ou se há coisas que devamos fazer para impedir isso.

Então, de novo, muito obrigado a todos por me escutar e ao Senador e à Comissão pelo convite.

Obrigado. (Palmas.)
O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – O Deputado Alfredo acabou não estando presente. O Deputado Ivan Valente fez uma pergunta. Anteriormente, disse-nos o Glenn que apenas uma pequena parte dos documentos que o Snowden enviou para ele foi relatada, como se isso representasse apenas a ponta do iceberg de novas e gravíssimas denúncias que poderão estar por vir, e que ele está, aos poucos, tendo acesso a esse material, lendo, interpretando, processando, porque são documentos que estão todos codificados, criptografados, e que exigem um trabalho de muito esforço. 

O nosso desejo é que V. Sª veja, neste esforço conjunto, do Senado e da Câmara, do Congresso brasileiro, uma absoluta acolhida ao esforço que V. Sª e que o Snowden estão fazendo, quando divulgam, quando socializam, quando revelam ao mundo esse conjunto de informações. 

E eu guardo aqui uma das falas do Snowden, quando ele lembra a Declaração de Nuremberg, em 1945, de que indivíduos têm deveres internacionais que transcendem as obrigações nacionais de obediência. Portanto, cidadãos têm o dever de violar leis nacionais para prevenir crimes contra a paz e a humanidade, até porque o mundo se transformou no tempo numa grande aldeia, e os nossos compromissos passam a ser compromissos universais. 

É nessa direção que nós estamos submetendo à deliberação da Comissão de Relações Exteriores do Senado o voto de louvor pelo trabalho desenvolvido não apenas pelo Edward Snowden, mas também pelo correspondente do The Guardian, jornal britânico, na pessoa do seu correspondente Glenn Greenwald, por terem revelado ao mundo o esquema internacional de espionagem do governo dos Estados Unidos da América, que viola sistematicamente o direito à privacidade. 

É uma forma de nós sinalizarmos a V. Sª e ao Snowden todo o reconhecimento que exercemos, em nome do Congresso Nacional, das nossas Comissões, pelo menos, em razão desses esforços que seguramente serão um marco na história, ao revelar todo esse conjunto de informações e espionagem, não apenas aos brasileiros, mas à civilização humana. 

Evidentemente, nós temos uma grande expectativa, por exemplo, de que a nossa Presidente Dilma, que será recebida como Chefe de Estado – será, inclusive, hóspede do Presidente Barack Obama, agora no mês de outubro, ficará hospedada na Casa Branca –, possa tratar desse assunto, diretamente, como Chefe de Estado do Brasil, com o Chefe de Estado americano, para que esclarecimentos possam ser dados à sociedade brasileira.

Consulto se o Deputado Nelson Pellegrino, que compartilha conosco o exercício desta audiência pública, deseja fazer manifestações conclusivas.

O SR. NELSON PELLEGRINO (PT – BA) – Muito breve, eu só queria endossar as palavras de V. Exª, agradecer ao jornalista Glenn Greenwald pela contribuição e transmitir a ele e também ao Sr. Snowden, com quem ele tem mantido contatos, que o gesto dele tem sido apreciado no mundo inteiro, inclusive aqui no Brasil. 

De fato, nas declarações que V. Sª trouxe a estas Comissões, embora algumas já fossem de domínio público, eu considero que, nesta tarde, alguns dados foram relevados com muita importância. O primeiro deles é que não houve só a manipulação de grandes dados na rede, que pessoas no mundo inteiro tiveram as suas comunicações interceptadas, o conteúdo delas, o conteúdo das suas mensagens pela Internet também. Houve uma grande invasão da privacidade de cidadãos, de empresas, de países. 

O segundo elemento é a rede que foi organizada para montar essa máquina gigantesca de investigação, que me lembra a célebre obra Big Brother. Essa é a impressão, pela fala do Sr. Glenn. As coisas parecem evoluir para chegarmos ao Big Brother, em que estaremos, 24 horas, todos nós, vigiados, e o grande irmão saberá de tudo, em tempo real. O universo de pessoas que estão manipulando essas informações é um universo muito significativo e a possibilidade de vazamento dessas informações, inclusive muitas delas com conteúdo da individualidade das pessoas, com segredos comerciais e empresariais e de Estado, são muito grandes também. E com relação a essa máquina gigantesca que está sendo montada ou que foi montada e que está em evolução, pela fala de V. Sª, é preciso que haja uma reação por parte dos países para haver uma contensão dessa máquina, porque é inadmissível, é inaceitável que um país se arvore a esse nível de concentração de poder.

Por último, eu queria apenas fazer uma consideração, ou seja, que considero fundamental que as autoridades brasileiras ouçam V. Sª. Que V. Sª seja procurado pelas autoridades brasileiras para que essas informações que aqui foram dadas ao Congresso brasileiro, ao Parlamento brasileiro possam também ser, inclusive, prestadas às autoridades do Executivo brasileiro. Inclusive, por determinação da Presidente Dilma, foi constituída uma comissão de alto nível interministerial, que está analisando essa questão. Penso que V. Sª pode também contribuir com os trabalhos dessa comissão. 

Eu fiz essa indagação, mas me parece que pelo silêncio de V. Sª, até o momento não foi procurado pelas autoridades. Parece-me que a primeira vez que presta uma informação a um poder constituído da República brasileira é esta audiência pública aqui, no âmbito do Congresso Nacional. Considero fundamental... 

O SR. CARLOS ZARATTINI (PT – SP) – Sr. Presidente ...

O SR. NELSON PELLEGRINO (PT – BA) – ... que as autoridades do Executivo também possam procurá-lo para ouvir as suas informações. 

O SR. CARLOS ZARATTINI (PT – SP) – Sr. Presidente...

O SR. NELSON PELLEGRINO (PT – BA) – De resto, eu só queria ...

Pois não, Deputado.

O SR. CARLOS ZARATTINI (PT – SP) – É só para sugerir ao senhor, como Presidente da Comissão Mista de Inteligência do Congresso brasileiro, que também abra esse debate nessa Comissão, inclusive, chamando para ser ouvido e para debater o assunto o nosso Ministro da Justiça, para que esse depoimento que foi colocado aqui, com informações tão importantes, seja discutido com o Poder Executivo para garantir a segurança e a privacidade dos brasileiros. 

O SR. NELSON PELLEGRINO (PT – BA) – Nós vamos convocar uma reunião. O nosso Senador Ricardo Ferraço é o Vice-Presidente. Vamos convocá-la e vamos apresentar alguns requerimentos nesse sentido também. 

O SR. RICARDO TRIPOLI (PSDB – SP) – Relator, poderia...

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Deputado Trípoli e depois Deputado...

O SR. RICARDO TRIPOLI (PSDB – SP) – É rápido. Eu acho que em função das denúncias que foram veiculadas e foram todas elas muito bem organizadas pelo jornalista – e ele deixou isso muito claro aqui para nós –, obviamente algumas empresas que estão no Brasil tiveram participação, porque isso não se faz com uma célula-tronco. Você precisa ter as ramificações. Como várias empresas operam a questão da Internet aqui no Brasil e muitas vezes condicionadas, algumas delas têm 90% das informações, acho que seria importante que a Comissão elencasse pelo menos duas ou três que fossem até sugeridas pelos jornalistas, para que fossem ouvidos aqui. Até porque isso colaboraria com o Governo brasileiro para se saber se houve ingerência em contratos públicos, se houve ingerência na questão comercial, na questão...

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/ PMDB – ES) – E até mesmo se essas companhias teriam colaborado.

O SR. NELSON PELLEGRINO (PT – BA) – É. Pelo que eu entendi do depoimento do Glenn – ele pode confirmar ou não –, muitos dados foram interceptados diretamente nas empresas.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Nas companhias de telecomunicações.

O SR. NELSON PELLEGRINO (PT – BA) - Não foi nem nos cabos. Foram com a colaboração dessas empresas.

O SR. RICARDO TRIPOLI (PSDB – SP) – Eu acho que a gente poderia sugerir aí à Comissão, quem sabe agora fazer, determinar alguns participantes para que pudessem dar sequência, porque o principal foi a oitiva hoje aqui do jornalista Gleen, que se dispôs a vir à Comissão apresentar todo o trabalho que ele compilou. Diante dessa apresentação, que é um fato extremamente grave para o mundo como um todo, mas, no Brasil em especial, nós temos operadoras que ainda estão fazendo os seus trabalhos aqui sem nós sabermos se realmente essa questão ... Isso porque eles devem ter informações sem sombra de dúvidas. E eu acho que para o Brasil ainda não conseguimos caminhar com essas informações.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Eu informo ao Deputado Trípoli que nós já temos requerimento para audiência pública aprovado não apenas para ouvirmos as empresas que operam a Internet, como empresas de telecomunicação. Como essas audiências serão em conjunto, envolvendo a Câmara e o Senado, nós vamos socializar o calendário para que essas oitivas e essas investigações possam ter o seu curso.

O SR. RICARDO TRIPOLI (PSDB – SP) – Obrigado, Presidente. 

O SR. EDUARDO AZEREDO (PSDB – MG) – Presidente... 

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Deputado Azeredo.

O SR. EDUARDO AZEREDO (PSDB – MG) – Eu quero só evidentemente concordar com o encaminhamento de ouvirmos outras entidades. Essas telefônicas que trabalham no Brasil têm origem em capital italiano, capital espanhol, capital português, capital mexicano. Que nós possamos ouvir todas elas sobre esse grampo, digamos assim. Realmente, a questão fica muito mais grave se o conteúdo também foi grampeado. Uma coisa é você ter as ligações, é você saber quem ligou o computador, coisas assim; outra é saber o que foi realmente escrito.

Mas eu não posso deixar de colocar também que há um outro lado, que é o não preparo do Governo brasileiro, ou do País como um todo, para enfrentar essa nova modalidade de espionagem. Espionagem sempre aconteceu, Mata Hari, e tudo. Essa é uma nova modalidade. Mas o Brasil não tem prestado atenção à necessidade de criar mecanismos de enfrentamento da questão da guerra cibernética. O Governo brasileiro não está prestando atenção nesse assunto. Só agora começa a acordar. Eu já trato desse assunto há muito tempo e não tenho recebido atenção – nós todos que temos levantado esse assunto, não sou só eu, evidentemente. Mas o fato é esse. Nós temos que ter dois pontos: realmente ter explicações dos Estados Unidos, das operadoras, mas o Governo brasileiro tem que também dizer por que não se posicionou até hoje em relação a esses assuntos cibernéticos.

O SR. NELSON PELLEGRINO (PT – BA) – Eu só queria fazer um registro, porque acho que é da maior importância essa fala do Deputado Azeredo. Mas me parece – e nós conversamos isso com o Comandante do Exército – que o Governo brasileiro teria escolhido três prioridades nas forças. Entre elas, no comando do Exército, está encarregado com uma prioridade, que é o centro de guerra cibernética. Essa é a prioridade do Governo brasileiro. Se os recursos hoje alocados talvez não estejam no volume e na expressão do que nós gostaríamos, esse é um debate que nós temos que fazer. Mas o Governo tem procurado dar prioridade a essa questão. Nós temos que ver se o volume é suficiente diante dos fatos anunciados.

A SRa VANESSA GRAZZIOTIN (Bloco Governo/PCdoB – AM) – Deputado Nelson, V. Exa me permite um aparte?

O SR. NELSON PELLEGRINO (PT – BA) – Pois não. Tem a palavra, como Senadora.

A SRa VANESSA GRAZZIOTIN (Bloco Governo/PCdoB – AM) – Muito rapidamente, apenas para fazer uma observação. Parece que a gente está diante de um assunto que é banal, que é aceitável, que é natural, e que é legal, a questão da espionagem. Sim, eu sei que...

O SR. EDUARDO AZEREDO (PSDB – MG) – Eu não disse isso. Eu disse só que é um novo tipo de espionagem.

A SRa VANESSA GRAZZIOTIN (Bloco Governo/PCdoB – AM) – Perfeitamente. É claro, é um novo tipo, e é muito mais vigoroso e é muito mais nocivo. Tanto que, Governador, um dos questionamentos que eu fiz aqui foi exatamente esse. Em uma escala de um a dez – não me lembro de ter ouvido a resposta – qual ele avalia que seja a capacidade do País, do Brasil, em monitorar, em fazer frente a essa atitude criminosa de espionagem a partir dos Estados Unidos.

Mas eu só quero recordar que, no mundo, nós podemos citar muitos casos de pessoas que estão presas por conta de atos de espionagem. Cuba é um país que vive – não estou aqui para defender Cuba, apenas quero relatar um fato – um problema de embargo econômico. Há cinco cubanos presos, até hoje, nos Estados Unidos, exatamente condenados a três penas perpétuas, alguns deles por conta de espionagem. Mas o governo americano foi informado pelo próprio governo cubano que eram ações para brecar os atos de grupos terroristas contra cuba. E estão presos. Penalidade perpétua.

Então, eu acho que a contribuição que o Sr. Snowden e o Glenn têm dado ao Brasil e ao mundo inteiro é fantástica. Cabe a nós, eu concordo – quero fazer coro e por isso pedi o aparte –, que não deixemos isso para lá. Isso não é normal. Isso atinge a todos, do menor ao maior dos interesses que estão envolvidos. Há aqueles que têm a capacidade...

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Muito bem.

A SRa VANESSA GRAZZIOTIN (Bloco Governo/PCdoB – AM) – Então eu quero, Presidente, cumprimentar o senhor, cumprimentar o Deputado Nelson Pellegrino. Eu acho que as nossas Comissões de Relações Exteriores têm dado a atenção que o caso merece.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Deputado Alfredo Sirkis. 

O SR. ALFREDO SIRKIS (PV – RJ) – Para além de todas as considerações que são feitas e que são justas, parece-me que é importante ter um foco naquilo que, de fato, pode alterar essa situação, naquilo que realisticamente pode ser alcançado. Por um lado, evidentemente, há que melhorar a capacidade de criptografar nossos sistemas de comunicação e se proteger. Há, naturalmente, a necessidade de se levantar até que ponto empresas aqui no Brasil prestam esse tipo de serviço, conscientemente ou não. Mas o fundamental é aproveitar essa conjuntura política embaraçosa para o governo dos Estados Unidos e, juntamente com os países do Mercosul, com a Europa e países a princípio amigos dos Estados Unidos, exercer uma pressão sobre o governo americano no sentido de que baixe uma regulamentação análoga àquela que existe em relação à proteção das comunicações dos cidadãos americanos, em relação à proteção das comunicações de natureza diplomática e econômica de países que não são países inimigos, que são países amigos. 

Isso, em condições normais de temperatura e pressão, seria praticamente impossível de obter dos Estados Unidos; mas, diante dessa revelação e das revelações que eventualmente poderão vir daqui para frente e, no nosso caso, com a autoridade moral que temos de até este momento não termos oferecido asilo para o Snowden, de fato o governo dos Estados Unidos tem que levar em consideração os interesses e a soberania nacional de nações amigas. Então, nesse sentido, é necessário se exigir do governo americano uma regulamentação de proteção a comunicações diplomáticas, econômicas, comerciais e de outras naturezas de países amigos que absolutamente não têm nada a ver com monitoramento ao terrorismo – algo que eu, pessoalmente, acho correto e acho bom que esteja sendo feito, que fique claro.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Agradecendo a presença das Srªs Senadoras e dos Srs. Senadores, como estou um pouco preocupado porque a Ordem do Dia do Senado já foi aberta...

O SR. IVAN VALENTE (PSOL – SP) – Só uma questão, Sr. Presidente, só uma questão final.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Pois não, Deputado Ivan Valente.

O SR. IVAN VALENTE (PSOL – SP) – Eu gostaria de aproveitar a presença do nosso jornalista do The Guardian aqui. 

Levando em conta tudo o que foi falado aqui, acho que também há uma questão humanitária além de todas as outras questões. O Brasil já deveria ter oferecido asilo ao Edward Snowden. Acho que essa poderia ser uma decisão das Comissões. Deveríamos fazer isso para fazer política. 

Em segundo lugar, eu acho que nós devemos, como Comissão, como instituição, como Congresso Nacional, solidariedade a Edward Snowden, porque ele está sendo tratado como um traidor.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco da Maioria/PMDB – ES) – Do ponto de vista do Senado: nós já aprovamos, no plenário do Senado, um voto de apoio para que a Presidente da República e o Chanceler considerassem esse pleito do Senado da República de concessão de asilo ao Sr. Snowden.

O SR. IVAN VALENTE (PSOL – SP) – Não só o asilo. Isso é muito positivo, mas, concretamente, o Sr. Snowden hoje é um cidadão que ficou marginalizado. Obrigado a viver na Rússia por um ano, não pode transitar, não pode circular, está monitorado em todo o mundo – vejam o que aconteceu com Evo Morales. 

Então, acho que só um movimento da opinião pública mundial é que pode dizer o seguinte: “Quem praticou crime foram os Estados Unidos e não esse cidadão. Ele fez um favor à humanidade”. Essa campanha deveria ser iniciada, devemos solicitar ao Governo brasileiro que tenha uma atitude muito mais altiva em relação a esse processo, para além de saudar essa atitude do Sr. Edward Snowden.

O SR. PRESIDENTE (Ricardo Ferraço. Bloco da Maioria/PMDB – ES) – Bem, vamos encerrar a nossa reunião, a nossa audiência pública. 

Nós vamos marcar a próxima reunião, na qual estaremos dialogando com as empresas de telecomunicação que têm aliança com as empresas norte-americanas que, na visão do Sr. Glenn, são o canal pelo qual essas conexões estão acontecendo...

(Intervenção fora do microfone.)
O SR. PRESIDENTE (Ricardo Ferraço. Bloco Maioria/PMDB – ES) – Comunicação e informática.

Nós vamos, então, juntamente com o Deputado Nelson Pellegrino, socializar esse calendário para que possamos contar com os Srs. Deputados e com os Srs. Senadores nessa próxima audiência pública.

Encerrando esta nossa reunião, comunicamos a apresentação de requerimento que nós pretendemos aprovar na próxima quinta-feira, de autoria do Senador Eduardo Suplicy e outros – dentre esses outros, eu mesmo e o Senador Pedro Simon –, solicitando uma audiência pública da Comissão de Relações Exteriores a fim de que sejam ouvidos o Cardeal Raymundo Damasceno, Presidente da Conferência Nacional dos Bispos do Brasil; Dom Orani João Tempesta, Arcebispo do Rio de Janeiro; o escritor Frei Betto; Frei Humberto; o Arcebispo de São Paulo, Dom Odilo Scherer; o teólogo e escritor Leonardo Boff, com o objetivo de essas Comissões do Senado serem informadas acerca do legado da visita do Papa Francisco, estendendo essa referência desses convidados ao Núncio Apostólico Giovanni D’Aniello.

Nós estamos registrando o requerimento de V. Exª e, na quinta-feira, estaremos submetendo à Comissão evidentemente a aprovação, para que possamos inclusive fazer uma reflexão, um diálogo a respeito do legado da presença do Papa Francisco entre nós brasileiros.

Não havendo mais nada a tratar, vamos encerrar a presente reunião, agradecendo a todos, especialmente ao Sr. Glenn Greenwald pela presença e pelas informações prestadas ao Senado e à Câmara Federal.

Muito obrigado.

Está encerrada a reunião. 

(Iniciada às 14 horas e 21 minutos, a reunião é encerrada às 16 horas e 57 minutos.) 
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